


Big Brother NSA is the best researched,
best documented book ever written regarding

the Beast's international computer system.

Many rumors and overly dramatic, undocumented specu
lations have been postulated regarding a possibéastB
computer system in Brussels, Belgium. The solideassh

in Big Brother NSArefutes these rumors by informing
people that theBeast system is really located in America at
the National Security Agency in Fort Meade, Marghaiihere

is a huge, classified, European Union databaseereint
Brussels, but it is nowhere near the size and dktyabf
the NSA with itsten acres of underground computeas the
Fort Meade Army Base. And as you might guess, Blet¢
gium system is connected to N8& modern telecommuni-
cations technology. In factyirtually every major database
in the world, either government or private, is ceated to the
NSA.

Never before has any Christian author done whatryTer
Cook has accomplished in this bodBig Brother NSAis a
carefully researched, solidy documented, reliablerkwthat
should help to dispel all previous misunderstanslirgnd
"Christian" dogma regarding this issue.



Big Brother NSA

Its "Little Brothers"

The
National Security Agency's
Global Surveillance Network

TERRY L. COOK



Foreword by Jack Van Impe

The ministry of Terry Cook is a highly specializede. A
former investigator, he delves into his projectghwgusto.
No one digs as deeply in uncovering facts. His doentation
is always awesome and voluminous. This is partibulaue
in his most recent worlgig Brother NSA and Its Little Brothers.

Terry has been a blessing to multiplied ministri@selading
mine—keeping us informed on latter-day technolagies
Anyone reading his books will be mentally and spaily
challenged.

Reverend Terry Cook is undoubtedly the most quealifi
expert on the subject of the mark of the beast. ttbsu-
mented materials, when presented publicly, wilk dtearts
in an unprecedented way to either get listeneredsanestored,
or revived. 1 recommend this prophetical speciastany
church for a series of meetings.

— Dr. Jack Van Impe
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Terry Cook is a man called by God for this paracuhission
at this particular time... to educate and alert teurch,
so they won't be caught sleeping or unaware inethest days
and overtaken as by a "thief in the night." Rememihe
admonition in the Word of God, "I would not have uyo
ignorant.” Mr. Cook's desire is that you would bet "ignorant”
of what is going on around us and the importancethef
message it foretells.

Mr. Cook hopes to convey to everyone who reads libsk
that Jesus is coming soon, and we need to getusedbout
God and get ready for what's coming!



INTRODUCTION

Big Brother NSA

Big Brother Isn't Coming.
He's Already Here!

Big Brother is planning to enslave yout How? Elec-
tronically, via the National Security Agency! It's true.
Big Brother, as defined by George Orwell's bodR84, is
no longer futuristic fiction. Orwell was off in histle—1984—
by about 20 years (2004 is a more realistic dateyyever,
the scenariohe described is now closer to truth than fiction.
1 am convinced that the NSA and its affiliates vk the
database source for the functioning of the Big IBeptdictator-
ship, and in this book | shall document the fourmhatfor
my convictions.

Big Brother isn't on his way—he's already here! ther-
more, he is on the brink of taking control of thatiee world
—rpolitically, economically, and theologically. Carrcently,
he will enslave everyone electronically in cyberspaby
means of a sophisticated network of global commagon
that will operate through an advanced form of théerhet
and the National Security Agency, simultaneously.

The hub for this global activity in America will e NSA
Headquarters, located at Ft. Meade, Maryland. lthdd®ig
Brother's technological headquarters will be located at
the NSA's main facility at Ft. Meade. Evidence persuades
me that ultimately the NSA's headquarters will pdevthe
database into which information from all other mf@tion-
gathering entities (worldwide) is funneled/downledd for
access by all. . . sort of like one-stop shopping.
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Big Brother—which well could be interpretefintichrist—
soon will be "watching” you with ultra sophisticdtdech-
nology, via thousands of networked "all-seeing-egatellites
and databases, merging into the worldwide systemthef
NSA. NSA techno-tyranny is just over the horizon!

George Orwell's1984: A Big-Brotherly Vision
Of the Antichrist

1984—the only thing preventing actual activation of @Hg
Big Brother in 1984 was the lack of sufficient taology to
carry out the program, as described in the BooR&¥elation
(13:16-18). I'm sure that the prayers of the righte standing
in the gap were responsible for the 20-year detéywever,
technology has advanced to the degree that keepauk
of people, their finances, activitiest al, is no longer limited
merely to an author's fertile imagination.

What is interesting to me—or perhaps curious ise#teb
word—is 1997's new crop of Fall television prograimgn
Before this year, the name "National Security Agénwas
relatively unknown, and its activities even lessbimized.
Now numerous dramas and science fiction programge ha
incorporated the activities of the NSA (as welltas FBI and
others) into the fabric of their storylines, andtheut excep-
tion, the NSA and its operatives always are poeddags "the
bad guys,” with global access to anything throudpeirt
satellites and other technology. It is depictedaasoutfit who
operates by "the end justifies the means" methadad a
invariably the NSA operatives tramp all over civghts and
the Constitution in their efforts to achieve thewn ends—
just or unjust! Even the first TV movie of the pégoumystery
program,Murder, She Wrotelfeaturing "mystery writer Jessica
Fletcher," was written around the mystery of thersebeing
covered up by the NSA about some satellite/computer
encryption codes that were flawed, leaving the whgjstem
unprotected, and how they were killing people tevpnt the
information from becoming public knowledge. By theay,
last year's programming already was using GPSdosat
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its action series.

Without a doubt, George OrwellBig Brother has arrived.
| believe this dictator-type character soon will nifiest
himself as the incarnate devil-man of the apocayphe
Antichrist, the end-times "beast-man" described tine
Books of Daniel and Revelation. He will be the watgtator
the world ever has known—he will make Adolf Hitleyok
like a choir boy. Orwell's fictional character soall become
real in the form of the Biblical Antichrist—the "man" ke
number is "666" (Rev. 13:16-18). This scripture ldezs that
no one will be able to buy or sell (in other wordignsact
any business) without the mark of this dictatoreither their
right hand or forehead. He will require sophisechtomputer
equipment and surveillance technologies to enabie to
monitor and track everyone and everything in therldyo
which will mean total enslavement for us. The Antist will
control your lives totally. . .Big Brother's NSA Wibe the
worst nightmare the world ever has known, and It deliver
the world into the abyss of a new and final DarleAg

The "666 Beast" Computer System is at the NSA

Contrary to popular belief, especially among Clars,
the "666 Beast Computer System" is not located umoge.
It's right here in our own back yard, just the gndal "stone's
throw" from our Capitol. As | pointed out previoyslit is
situated on the Ft. Meade Army Base. (Ft. Mead®éated
between Baltimore, Maryland, and Washington, DC.)

Soon, You Will Have Zero Privacy!

In order to accomplish their goals, the leaderghaf NSA
must—of necessity—confiscate your right to priva¢gr
convince you to relinquish it "for the greater godThe
whole system is a trade-off; we allegedly need Ileaefits
that such a trade-off enables and mwstingly give up our
individual freedoms because it is for theeater good.Theo-
retically, it will deter kidnapping, terrorism, dyurunning,
money laundering, bomb threats to airlines andrsettezime,
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et al, ad infinitum, ad nausearvery good benefits. . . until
they decide thatYOU are the ones involved (with or without
proof—you cease to be "innocent unploven guilty" and
must, insteadprove your innocencefven if all these benefits
were as helpful and benign as they appear in thpaganda,
and assuming they actually would work, would youvilding

to give up everything, including your privacy, toet control
of Big Brother? And the assumption that these "Hadgs"
actually could be stopped by such surveillance aadtrol
is highly doubtful, anyway. Let's not be naive r @valuation
of the circumstances. . .when have you ever knohva t
criminals, mafiaet al, to be unable to find a way aroulay
system? Even if they lack the technology (whicholult—
they have the funds to hire the best, if they dairtjobs and
don't ask questions), they have no shortage of sfufat
bribery at the highest echelons. And they alway# find
someone who wants the additional finances. . .ey than
threaten one's family and friends to intimidate nthento
providing the desired information.

Think NSA! Very soon we will have become irreversibly
and inextricably trapped electronically via the NSAom-
puterized, international, Super Information Highwathe
Internet, Internet Il, and the Next Generation rinée (NGI).
Soon, everything will be linked to the National Gety
Agency—soon, the largest database network on edini,
NSA, will become Big Brother, Incorporated!

NSA Cyber-Slavery: Coming Soon to a
Neighborhood Near You

It's horrible, but true! A massive new system omgpaiter-
ized tracking, surveillance, and control is beingtalled now,
right before our eyes. The target date for its detign is
the year 2001. It will result in complete electmrenslave-
ment—both of our physical persons and our transasti Our
new high-tech electronic "prison cell” is now und®mstruc-
tion in the "Gulags" of cyberspacesyberia. Cyberia will
replace the old Russian Siberia. Cyberia will rogHiteral
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concentration camp in Russia—it will be a new kofdglobal,
electronic concentration camp, located in the Gulagf
cyberspace.

Cyberia will consist of thousands of linked datasasrom
everywhere on earth. When fully operational, theteay will
include the combined "assets" (data) of the Interradl
surveillance and navigational satellites, all bitmcally
verified ID cards, and literally thousands of linkerivate,
corporate, and government agency computers. Cybeilia
become our real-time, computerized, "virtual prisoas it
were.

Most of the citizens of this new "global village"owt be
locked up in a literal prison, as in the past—thain't be
necessary in the New World Order of cyber-slavanjith
electronic incarceration—electronic shackles, ifu yaill—
Big Brother will know exactlywhere we areandwhat we are
doing at all times, via sophisticated electronic suragitle
technologies. . .including use of GPS equipment your
person or in your vehicle, television, computer,dem, fax,
cellular phone, etc. If we refuse to cooperatelliotaith Big
Brother, our "virtual reality" will be terminatedhdeed, we'll
be unable to function in Big Brother's brave nevstegn of
global, electronic tyranny. Saying thdhere will be no place
left to hide"is a gross understatement!

Big Brother's Diabolical New World Order

The name of the game is surveillance, control, anslave-
ment! Soon, Big Brother, the Antichrist, intends to

* Issue all Americans a national identity card with iater-
national ID number

» Eventually replace these ID cards with an injecatolicro-
chip/biochip transponder, implanted permanently your
right hand

e Force you onto the Internet where all aspects afr \ide
can be electronically monitored—tracked, analyzadfiled,
and controlled
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* Force you to do all your buying and selling via quters
in the conning cashless cyber-society called elaatr
commerce
* Centralize all government and private databases Bita
Brother's National Security Agency at Ft. MeadeyWsnd
e Force you into the New World Order, an AntichristH
system of repackaged global communism, orchestrated
through the United Nations

Big Brother According to George Orwell

Let's examine more closely the role of Big Brothar
Orwell's book, 1984, and ultimately, how his surveillance
evolved intatotal controlandzero liberty.

When Orwell wrote this famous (or infamous) noval i
1949, he was depicting society as he visualizedoihe 35
years into the future. The story is set in an allibg imaginary,
so-called "utopian" future where freedom of thougd
action utterly have disappeared, and humans arerutite
constant scrutiny of an all-powerful, all-enslavingjobal
government, symbolized byig Brother, a male dictator
whom the world must both worship and follow. Postand
television screens everywhere warn citizens thag 'Brother
is watching you." Children are taken from their ggds and
raised by the state (and thoroughly indoctrinatedbmain-
washed with Big-Brotherism).

Love and traditional family relationships are dtyicfor-
bidden, and the secret police monitor and contrdlL A
individual thought for "political correctness.” (Arthe liberals
of the 1990's thought they invented the conceptpofitically
correct"! It didn't originate with them—it just caminto
existence under their manipulation of the equaléws.) In
Orwell's scenario, all movement is constantly underveil-
lance and personal privacy is bathnexistent and illegal.

The only important piece of technology missing from
Orwell's vision of global control by Big Brother wahe Mark-
of-the-Beast biochip implant under the skin of goee's
right hand—and if the technology had been availabkhe
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time, I'm sure he would not have overlooked suclefficient
device for identifying and tracking people. It patity would
have been called "the Mark-of-Big-Brother," ratltean the
Mark-of-the-Beast, but the result would have belem $ame,
without a doubt. One major piece of futuristic teclogy
that he didn't overlook was the interactive teleris—it
could look at you as easily as you could look atNibw with
fiber optics cablesgt al, your television likely will be the place
where all transactions—business, entertainment, noamca-
tions, etc.—will occur. Already, you can order Spe®vents
programming through your interactive screen, andkbaare
encouraging you to switch to banking at home onryoun
system, instead of writing thosald-fashioned paper checks
or requesting thatold-fashioned paper moneyOnce the
capability exists to use your television to reactoiyour
home or bank account or medical records, how loogyau
suppose it will be before someone starts abusiegoibpor-
tunity?

George Orwell, The Socialist

Grolier's 1994 Multimedia Electronic Encyclopedimas some
very interesting things to say about George Orw&lrwell
was a SOCIALIST" (meaning Communist) (emphasis dfde
Then it defines socialism as:

A comprehensive set of beliefs or ideas about the
nature of human society and ITS FUTURE DESIRABLE
STATE [emphasis added)].

Grolier's continues the link, by way of Marx andgéls, right
down to the Communist Manifesto. The only logicaln¢
clusion is that socialism is the initial stage afnsmunism.
Can you see this progression in world affairs tGday

So, then, in reality, who was George Orwell? Aualga
evidence documents that he was a socialist, i.eqnamunist,
and his futuristic vision of a totalitarian Big-Bher-led
Utopia, as depicted ih984,was far more than merely a
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novel—it was actually his forecast of things to @im an
all-encompassing system of tyrannical communism.

The Origin of the Philosophy of Communism
Orwell's thought leaves us with the question of who

“invented” the communist philosophy in the firstge. It is
common knowledge that it was Karl Marx, but whatnist
common knowledge is the fact that Marx wadexout satanist.
That's right! The man who invented the most tyraahform

of government in history was a very religious dewvidrshipper!
Satan worship is a religion, you know. Are you begng to
see where this is headed? Read on.

Orwell and The New World Order

Orwell's book seems more like a futuristic snapshiothe
coming New World Order of global communism than som
outdated novel, doesn't it. In fact, there is najhbutdated
about this book; it is just now coming into its awBut could
it be that Orwell "borrowed" his Big Brother idefism Marxist
theologies? You see, socialists/communists hate @od
Christ (or deny Their existence), and for yearsehpersecuted
and exterminated God's people. This has occurrezhuse
communism is both a political and theological systdt is
important to understand that communism is more thest
a political system. It is also a religious systehdevout Anti-
christism.

From history, we can see clearly that Satan is riwd
"founder" of communism—not Karl Marx. Marx was sin@
tool the devil used to implement his plan. Indet politics
of communism is radically religious Satanism. | wen if
Marx ever admitted publicly that "the devil madentdo it"?

Not Really a Novel?
Grolier's encyclopedia continues its articles omwél with
the following eye-opening remarks:

.. .Although 1984is sometimeshought of as
science fiction,it is actually a notable work of
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Utopian literature that emphasizes what Orwell be-
lieved were the dangers inherent in modern, burattic
society [emphasis added].

Could Grolier's be saying here that984 never was intended
to be a novel, but rather a forecast of things dme& in our
modern, technologically advanced world? | beliee¢ $his
amazing admission bysrolier's begins to sound like your
typical "paranoid, right-wing extremist" philosophyRight?
The fact that the opposite philosophical positien tiue is
what makes this admission so amazing!

Accordingly, when the satanic New World Order achg&
power and authority, what will exist is a slicklgpackaged
system of global communism. However, since the word
communismnow is regarded as a negative thing throughout
the world, the Big Brother ministers of propagansidl put
a "kinder, gentler" face on it, calling it "globalemocracy
in a global village." This is just one example tietkinds
of perestroikadeceptions and Orwellianewspealdisinforma-
tion (lies) that former Soviet President Mikhail i®achev
utilizes as he travels and speaks internationafliz. goal is
to have brainwashed everyone thoroughly in the nesd
years in preparation for the Second October Comshuni
Revolution of the world—a New World Order of globadm-
munism. The goal is to conquer the world by thery2@01.
At that time, Big Brother NSA's databases can beduby
Satan's communists to control everyone!

Orwell's 7984 Should Have Been Title@004!

As | pointed out previously, Orwell was not off lins predic-
tions, just in the time table. The ye2004 would have been
more accurate. Just before he died, however, Ormealtle
the following comment about our probable future:

| do not believe that the kind of society | deserifin
1984] necessarily will arrive, but | believe. . .thabme-
thing resembling it could arrive. | believe also tlat
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totalitarian ideas have taken root in the minds of
intellectuals everywherelemphasis added].

At least he was intellectually honest enough to iadthe
truth! Orwell's statement pretty much says it allpesn't it?
Is it mere coincidence that globalists everywherew nadvo-
cate a similar-sounding New World Order? Is it calence
that at the same time highly advanced Big-Brotlges
surveillance technologies exist that easily coulérnpt a
global, tyrannical despot to take full electroniontrol of the
world? Coincidence? think not! Ah, enter Antichrist, the final
Big Brother.

George Orwell's1984versus Aldous Huxley's
Brave New World [Order]

In the 1930's—even before Orwell—Aldous Huxley wrot
a book titled Brave New World.It described how a so-called
"fictional,"” futuristic, totalitarian government ght control
its populace with modern technology, propagandagd amugs.
Huxley had this to say about such possibilities 1847, just
a few years before theNational Security Agency was
established.

The theme ofBrave New Worldis not the advance-
ment of science as such; it is thadvancement of
science as it affects human individuals.. . .The
sciences of matter can bapplied in such a way that
they will destroy life or make the living of it impos-
sibly complex and uncomfortable. . .A really effi-
cient totalitarian state would be one in which the
all-powerful  executive of political bosses [Big-
Brother Antichristf and their army of managers
control a population of slaves who do not have to
be coerced, because they love their servitudeTo
make them love it is the task assigned, in predant-
totalitarian states, to the ministries ofpropaganda,
newspaper editors, and school teachers. [Emphasis
added.]
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Huxley's ideas regarding efficiently run dictatopsh
deserve more investigation and discussion, butsime you
get the general picture. Mind-controlling propagandews,
and education (or as Orwell called mewspeakwill prepare
us mentally tolove the coming Mew-World-Order tyranny
under Big Brother, the devil.

Big Brother's New World Order Cinder
Antichrist

The Bible informs us that in the "last days," justfore
the return of Jesus Christ to inaugurate His 10&&-ymillen-
nial reign, the spirit of Lucifer, the Antichrisgatan-the-Beast,
would lead the world for a final, horrible, seveeay period
called theGreat Tribulation. The Bible says thigsnan, whose
number is 666, will head a global system of government
(presently being called the Ten-Region Mew Worldd€dy,
and he will cause the entire world to worship hind aeceive
his mark in their right hands or foreheads (Rev. 13:16). Scrip-
ture says that without thi®® Mark, no one will be able to
buy or sell anything, anywhere! Everyone will benad and
controlled by Big Brother, the Antichrist. And BiBrother's
MSA will do the dirty work by identifying and comtting
everyone electronically.

Big Brother's Internet-Connected Electronic ID
And Money System

Throughout all of recorded history, such an eviteyn of
global computerized control never before has beessiple

. ..until now, that is!lindeed, Satan's evil system of electronic
servitude is being installed right before our veges, though
few see it. This new system has been named byeitsla
designers "LUCID 2000™." The LUCID 2000™ internati
identification system will operate through the wdovide
Internet Super Information Highway, about which \aee
hearing so much today. In addition, a new Intemenetary
system, called Internet Commerce, soon will peardigital,
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international, cashless society of electronic bgyamd selling
to emerge fully. And remember to keep in mind, allthis
data will flow either directly or indirectly throlagthe NSA.

The LUCID 2000™ ID system, in conjunction with the
NSA and Internet Commerce, soon will enslave usebdt-
tronically. No buying or selling of any kind willebpermitted
without first accessing Lucifer's Internet. Of ceelir use of
the Internet will be restricted to only those whavépositively
identified themselvedirst with an international ID smart card
(probably the LUCID 2000™ "MARC" card), then with a
computer chip implanted in the skin of their righands (an
RF1D biochip transponder). If their projected datays on
target, after 2001 people will have lost all cohtover their
freedom, privacy, and money via this new diabolisgbtem
of electronic surveillance and control!

The LGCID 2000™ system is a new, extremely complex
and sophisticated international system of netwaqgrkeom-
puterized identification databases that will transinforma-
tion on us digitally and instantaneously anywhere the
world. And, as stated above, the global Interndt seirve both
as an electronic identification system (the LCJCHEt) and
as an entirely new medium through which all eleuto
cyber-bartering must pass. The internationally cotezed
Internet (via NSA databases) will create the gldledéctronic
village" that's being touted daily by corporate,vgmment,
and media officials everywhere.

Once in place, all buying and selling will be fatctrough
this new cyber-system dElectronic Commercen other words,
the system will function as our new, computerizelgctronic
cyber-money—E-Money. Soon, cyber-money will bethe
only authorized form of monetary exchange.Thereafter,
currency and coin will have been illegalized emyireso that
the mere possession of it will have become a camdaffense
in the New World Economic Order. And without curcgn
there will be no way to circumvent this new elentcobarter-
ing system. In this way, Big Brother can acces®rimation
on everything you do, and ultimately control yoenkember
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what Orwell said,"Big Brother is watching you!". .and he was
right.

Contrary to Huxley's opinion that we will "love owervitude"
and not have to be "coerced" in to the new systdm, Bible
tells us that the global dictator, the Antichristyill force
everyone to worship him by means of financiedercion. In
other words, the world's populace will be told thaey first
must worship the Beast, then be positivalyarked in their
right hands by Big Brother's new ID system, an implantable
biochip. If they refuse, theyll be unable to tracts any
business globally. Talk about a new, high-tech kin8l ID
system, this is it! LUCID 2000™, or something evenore
advanced, will become Lucifer's ID system for thewNWorld
Order. No one will escape its effects, and no seab our
lives will remain untouched. Big Brother's NSA wille watch-
ing you! Of course, neither Huxley nor Orwell emsplzad
that the penalty for refusing to beoerced into worshiping
the dictator and becoming part of the New World édrdystem
would bethe loss of your heagread a little further in the Book
of Revelation).

The Year 2000—Big Brother's Target Date

In his 1990 book entitled,The Keys of This Blood: Pope
John Paul Il versus Russia and the West for Contfothe New
World Order, author Malachi Martin, a former Vatican insider
and intelligence expert, had this to say about dvarbnditions
near the year 2000 under the New-World-Order systefn
global government.

Willingly or not, ready or not, we are all involveth
an all-out, no-holds-barred, three-way global catinpe
tion. Most of us are not the competitors, howevive
are the stakes.For the competition isabout who will
establish the first one-world system of government
that has ever existedin the society of nations. It is
about who will hold and wield the dual power afithority
and control over each of uss individuals and over
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all of us together as a community, over the entig
billion people expected by demographers to inhathie
earth by early in the third millennium [around thear
2000]. [Emphasis added.]

Martin continues with some amazing and most astute

remarks.

The competition is all-out because, now that it has
started, there is no way it can be reversed or called
off. ... No holds are barred because, once the competi-
tion has been decidedhe world and all that's in it—
our way of life as individuals and citizens of tmations;
our families and our jobs; our trade amdmmerce and
money; our educational systems and oueligions and
our cultures; even the badges of our national itent
which most of us have always taken for granted haus
Note: Refer to my bookAmerica's Identity Crisis and the
Coming International ID Card}all will have been
powerfully and radically altered forever. No one
can be exempted from its effects. No sector of our
lives will remain untouched... Indeed, the three
rivals [the Pope, Russia, and the West] speak albhist
New World Order not as something around some
distant corner of time, but asomething that is immi-
nent. As a system that will be introduced andstalled
in our midst by the end of this final decade of the
second millennium [the year 2000]. . . .What these
competitors are talking about, then, ke most pro-
found and widespread modification of international,
national, and local life that the world has seen ..
the millennium end game. . . .The final contender the
competition for the New World Ordeis not a single
individual leader of a single institution or territory. It is
a group of men [i.e., a conspiracy]lwho are united as
one in power, mind, and will for the purpose of
achievinga single common goalto be victorious in
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the competition forthe new global hegemonjemphasis
added].

Malachi Martin concludes these thoughts by quotiRgpe
John Paul 11:

We are now standing in the face ofie greatest his-

torical confrontation humanity has gone through

. a test of two thousand years of culture andisGan

civilization, with all of its consequences for huma
dignity, individual rights, and the rights of naim

wide circles of American societand wide circles of the
Christian community do not realize this fullemphasis
added].

Will  the LUCID 2000™ Internet-connected, NSA-linked
international identification system become the tedbgical

means of exerting this "authority and control oveach of

us"? It certainly appears so.

A New Age Cinder Big Brother, The Antichrist

Malachi Martin and the Pope have made some veryysca
remarkable, profound, and vyet enlightened statesnehere,
haven't they? Could they be right? Will this "grogd men
who are united as one in power, mind, and will* ¢wHesire
a New World Order) lead the world, or will they bed by a
single individual whom the Bible calls the Anticst? Un-
doubtedly, they will be led by the AntichrisThe Bible says
so! Secular society calls him "Big Brother." Christiar=ll
him "Antichrist." Either way, please understand tthdhe
secular, socialist, Orwellian concept of such actihal" Big-
Brother character actually will manifest itself ithe incar-
nation of the Biblical Antichrist. That's why | ef to him as
"Big Brother, the Antichrist.”

Over the past decade, it seems that the impendisg bf
our privacy has been recognized by the inquisiti@ad is
receiving much attention from the media. Even sacul
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newspapers and magazines have published articlesninga
us that Orwell's Big Brother is coming. Due to spacon-
straints, Il mention only a few of the better-kmo publica-
tions. These articles may be perused at your Idiabries,
if you don't subscribe to these publications.

Time Magazine

Forbes Magazine

Newsweek Magazine

The Los Angeles Times

San Diego Union-Tribune

The Palm Springs Desert Sun
Automatic Identification News
Electronic Engineering Times Magazine

It is obvious that even the liberal press is tryitw tell us
something—that an evil surveillance society is just heart-
beat away.

Big Brother's National Security Agency:
The Antichrist's Tool for Techno-Tyranny

The following quote by Senator Frank Church regegdi
the National Security Agency's surveillance caypkdsl pretty
much confirms everyone's fears in this regard.

At the same time, that capability could be turned
around on the American people ando American
would have any privacy left, such [is] the capability
to monitor everything: telephone conversations, e-tel
grams, it doesn't matterThere would be no place to
hide. If this government ever became a tyranny, if a
dictator ever took charge in this countryhe techno-
logical capacity that the intelligence community
has given the government could enable it to impose
total tyranny, and there would be no way to fight
back, because the most careful effort to combine together
in resistance to the government, no matter hovapely
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it was done, is within reach of the government twowk.
Such is the capability of this technology. . .

| don't want to see this country ever go across the
bridge. | know the capability that is there to make
tyranny total in America, and we must see to it that
this agency [NSA] and all agencies [the government
intelligence agencies later referred to as "Sistest
"Little Brother" organizations] that possess thigch-
nology operate within the law and under proper supe
vision, so that wenever cross over thatabyss. THAT
IS THE ABYSS FROM WHICH THERE IS NO RE-
TURN. [Emphasis added.]

Unfortunately, | am convinced we already have edsshat
"bridge." Indeed, | believe that we are currently a fast track
toward the Antichrist-led "tyranny of the abyss"arfed by
Senator Church, George Orwell, and many others]udng
myself. But should we be surprised by these evedk? at
all, if you are schooled in the Bible, even a dittlScripture
says the Antichrist will control a global system atth will
enslave everyone in "the last days." By that tineseryone
remaining on earth must have accepted this ditsat@66
Mark in his or her hand to survive. Accordingly, eth is
absolutely no doubt in my mind that thsinister National
Security Agency,and its sister intelligence organizations, such
as the Central Intelligence Agencwill be used by the Beast
to accomplish this diabolical plan.

Specifically, regarding theCIA, however, David Watters, a
telecommunications engineer who several years agwked
with the CIA's communications research and develpgm
branch, had this to say:

Tons of electronic surveillance equipment at this
moment are inter-connected within our domestic

and international common  carrier telecommun-

ications systems. Much more is under contract for
installation. Perhaps this equipment is hummingyawa
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in a semi-quiescent state wherein at present "rtizeni

is targeted,” simply scanned. . . .How soon will be,
however, before a punched card [or a smart card] wi
be quietly dropped into the machine, a card hawogr
telephone number, my telephone number, or the numbe
of one of our friends to whom we will be speaking?

Wow! Even one of the engineers who worked on timesester
computers is concerned about their Orwellian cdipialsi

Big Brother-NSA Wants to Positively Identify
And Control You

Before Big Brother can enslave and control the evorl
completely, he first must be able to positively ntly us.
Without a sophisticated, computerized system of itipes
biometrically verifiable identification, he cannotrack and
control us. Now, just what organization might youwsect
is behind the entire plan to identify us? You geesst.
enter the NSA—the National Security Agency in Ft.edde,
Maryland! In fact, my thorough investigation of NSAactivities
has revealed the following startling information:

* MSA's Biometrics Consortium Division is behind
all national ID efforts

* MSA has created the entire computer industry

* MSA and IBM created the Lucifer Project

* MSA is directly or indirectly behind virtually
everything Orwellian

« MSA essentially has become our secret,
uncontrolled, unelected government

The Bible Says the End of the Age is at Hand

Just as the Bible instructs, there will be only oascape
from this soon-coming nightmare of global sataniondage.
That escape is Jesus Christ; the Son of God; thé@orSaf
the world. Only Christ can save us. Therenis middle ground.
You must choose either Jesus Christ or Big Brotheti-
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christ. Yes, doubters, Big Brother will be the Aihntist
described in the Book of Revelation. And soon hi n@ign on
earth for a brief seven-year period called the Giedulation
—the era of The Mew World Order. The Bible is vergar
on this. If you don't belong to Jesus now, you saihbelong
to the Antichrist. You'll worship him and take 666 Mark-
of-the-Beast in your right hand or forehead, andssquently
go to hell. At that point, you will have become tthb—cattle
in Satan's demonic New World Order. There is noihg
back once this decision has been made. You wille hean-
demned yourself to hell for eternity. The choice cisar—
choose Jesus Christ todagot the Antichrist. For, according
to scripture, there is no other name under heaveonoearth
by which we can be saved, than the name of Jesus.

Remember therefore how thou hast received and
heard, and hold fast and repetit.therefore thou shalt
not watch, | will come on thee as a thief, akdou shalt
not know what hour 1 will come upon thee (Revelation
3:3).

. . . but the wicked shall do wickedly: amdne of the
wicked shall understand; but the wise shall under-
stand (Daniel 12:10). [Emphasis added.]

This book will inform you about many soon-comingrté-
shaking events that relate specifically to the o$dhe Anti-
christ, satanic deception, and the implementatibthe devil's
LUCID 2000™ Mark-of-the-Beast system. This book wddo
prove clearly that the Mark-of-the-Beast systeml wpperate
through Big Brother-NSA's global computer networknd
everyone on earth will be affected by this pervasiall-
enslaving, evil system. Only Christians, howeweil] realize
that this system will be demonically orchestrated $atan
himself. Only Christians will not worship the demdr take his
Mark in their hands.
We are admonished in the very beginning of the Bafok

Revelation (chapter one, verse three) to studyibak
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diligently. . .in fact it is the only book in theilBe that
promises a blessing for studying it.

Blessed is he that readeth, and they that hear the
words of this prophecy, and keep those things wigith
written therein: for the time is at hand [emphasis
added].

Moreover, we find in Revelation 19:10: "... for thestimony
of Jesus is the spirit of prophecy"[emphasis added]. Our
Savior, Jesus Christ, is the author of propheticaderstand-
ing. Study His prophecies thoroughly so you willt noe
deceived and be caught as by "a thief in the nightsus
is the Way, the Truth, and the Life. Trust Him ddid written
Word unfailingly and you cannot go wrong.

In addition to faithful Bible study, | suggest yalso study
this book carefully, watching for every opportunity use it
as a powerful and effective witnessing tool for &ord Jesus
Christ during these final moments of human histdndeed,
use it to bring many to Christ quickly, becaube time is
at hand!

Big Brother-NSA: Global
Techno-Tyranny Headquarters

Now, let's begin a serious study of Big Brother-NSA
diabolical computer network. Again, it is my wedlsearched
opinion that the NSA's 1000-acre facility in Manmyth soon
will be used as the Beastisternational techno-tyranny
headquarters for the entire planet. Indeed, the headquarters
of Satan's Mark-of-the-Beast systeis not in Europe, it's
right here in America! It's Big Brother-MSA.



INTRODUCTION 21

Appendix to the Introduction

Original Charter of the
National Security Agency

Date: Sun, 11 Feb 90 00:03 EST
From: CJS@cwru.bitnet
Subject: FOIA Jewel: Original Charter of the
National Security Agency
At 12:01 on the morning of November 4, 1952, a rfederal
agency was born. Unlike other such bureaucratithdirhowever,
this one arrived in silence. No news coverage, oogressional
debate, no press announcement, not even the whigparrumor.
Nor could any mention of the new organization benfb in the
Government Organization Manual of the Federal Regisr the
Congressional Record. Equally invisible were thewv nagency's
director, its numerous buildings, and its ten tlamasemployees.
Eleven days earlier, on October 24, President H&tryTruman
scratched his signature on the bottom of a sevge-mesidential
memorandum addressed to Secretary of State Deaiclzeson
and Secretary of Defense Robert A. Lovett. Cla=difiop secret
and stamped with a code word that was itself diassithe order
directed the establishment of an agency to be knasnthe
National Security Agency. It was the birth certfie for America's
newest and most secret agency, so secret in facotily a handful
in the government would be permitted to know of ésistence.
[Quoting James Bamfordhe Puzzle Palacgd982) at 15.]

The Presidential Memorandum

A 20707 5/4/54/0S0O
NSA TS CONTL. NO 73-00405
COPY: D321

Oct 24 1952
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MEMORANDUM FOR: The Secretary of State
The Secretary of Defense

SUBJECT: Communications Intelligence Actist

The communications intelligence (COMINT) activitiesf the
United States are a national responsibility. Thewysimbe so
organized and managed as to exploit to the maxirthenavailable
resources in all participating departments and @gsnand to
satisfy the legitimate intelligence requirements atif such depart-
ments and agencies.

1 therefore designate the Secretaries of StateDmfdnse as a
Special Committee of the Mational Security Courfoi COMINT,
which Committee shall, with the assistance of th&edor of
Central Intelligence, establish policies govern@@MINT activities
and keep me advised of such policies through thective
Secretary of the Mational Security Council.

| further designate the Department of Defense a&swdive agent
of the Government, for the production of COM1MTdmhation.

1 direct this Special Committee to prepare andeisdinectives
which shall include the provisions set forth belawd such other
provisions as the Special Committee may deternaifie thecessary.

1. A directive to the United States Communicatiortelligence
Board (USC1B). This directive will replace the Muatal Security
Council Intelligence Directive Mo. 9, and shall gcebe USCIB's
new composition, responsibilities and procedureghim COMINT
fields. This directive shall include the followipgovisions.
1. USCIB shall be reconstituted as a body acting fud ander
the Special Committee, and shall operate in acooelawith
the provisions of the new directive. Only those at&épents
or agencies represented in USCIB are authorizedngzage in
COMINT activities.
2. The Board shall be composed of the following mersber
1. The Director of Central Intelligence, who shallthe
Chairman of the Board.
2. A representative of the Secretary of State.
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3. Arepresentative of the Secretary of Defense.

4. A representative of the Director of the Federaldur

of Investigation.

. The Director of the National Security Agency.

. A representative of the Department of the Army.

. A representative of the Department of the Navy.

. A representative of the Department of the Air Force

. A representative of the Central Intelligence Agency

3. The Board shall have a staff headed by an execusiezetary

who shall be appointed by the Chairman with thereyg of

the majority of the Board.

4. It shall be the duty of the Board to advise and ena&com-

mendations to the Secretary of Defense, in accoelamith the

following procedure, with respect to any matter atiely to

communications intelligence which falls within thigrrisdiction

of the Director of the NSA.
1 The Board shall reach its decision by majority vadiach
member of the Board shall have one vote except répee-
sentatives of the Secretary of State and of thetr@lemtelli-
gence Agency who shall each have two votes. Theckir
of Central Intelligence, as Chairman, will have wmote. In
the event that the Board votes and reaches a decisiny
dissenting member of the Board may appeal suchsideci
within 7 days to the Special Committee. In the ¢vémat
the Board votes but fails to reach a decision, amymber
of the Board may appeal within 7 days to the Specia
Committee. In either event the Special Committeeaallsh
review the matter, and its determination thereorallsibe
final. Appeals by the Director of NSA and/or thepnesenta-
tives of the Military Departments shall only beefil with
the approval of the Secretary of Defense.
2. If any matter is voted on by the Board but —

©O© 00 ~NO O

1 no decision is reached and any member files an

appeal;
2. a decision is reached in which the representatife o
the Secretary of Defense does not concur and fies
appeal; no action shall be taken with respectdo th



24

BIG BROTHER NSA & ITS "LITTLE BROTHERS"

subject matter until the appeal is decided, pravide
that, if the Secretary of Defense determines, after
consultation with the Secretary of State, that sbbject
matter presents a problem of an emergency natule an
requires immediate action, his decision shall goyver
pending the result of the appeal. In such emergency
situation the appeal may be taken directly to the
President.
3. Recommendations of the Board adopted in accord-
ance with the foregoing procedures shall be binding
the Secretary of Defense. Except on matters whilre h
been voted on by the Board, the Director of NSAllsha
discharge his responsibilities in accordance wiik h
own judgment, subject to the direction of the Seaye
of Defense.
4. The Director of NSA shall make such reports and
furnish such information from time to time to the
Board, either orally or in writing, as the Board yna
request, and shall bring to the attention of thearBo
either in such reports or otherwise any major jedic
or programs in advance of their adoption by him.
5. It shall also be the duty of the Board as totenatnot falling
within the jurisdiction of NSA,;

1 To coordinate the communications intelligence &ty

among all departments and agencies authorized ley th

President to participate therein;

2. To initiate, to formulate policies concerning, asuabject

to the provision of NSCID No. 5, to supervise altaage-

ments with foreign governments in the field of coomn

cations intelligence; and

3. to consider and make recommendations concerning

policies relating to communications intelligence afmmon

interest to the departments and agencies, includaayrity

standards and practices, and, for this purposivestigate

and study the standards and practices of such tdepais

and agencies in utilizing and protecting COMINT oirrha-

tion.
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6. Any recommendation of the Board with respect to the
matters described in paragraph e [5] above shallbibeing
on all departments or agencies of the Governmentt ifs
adopted by the unanimous vote of the members ofBibard.
Recommendations approved by the majority, but tiptoé the
members of the Board shall be transmitted by ith® Special
Committee for such action as the Special Committey see
fit to take.
7. The Board will meet monthly, or oftener at the call the
Chairman or any member, and shall determine its @no
cedures.

2. A directive to the Secretary of Defense. Thigdive shall

include the following provisions:
1 Subject to the specific provisions of this direetivthe
Secretary of Defense may delegate in whole or i @athority
over the Director of NSA within his department assees fit.
2. The COMINT mission of the National Security AgengySA)
shall be to provide an effective, unified orgarnaatand control
of the communications intelligence activities ofe tiUnited
States conducted against foreign governments, twigw for
integrated operational policies and procedures ajméiny
thereto. As used in this directive, the terms "camitations
intelligence” or "COMINT" shall be construed to meall
procedures and methods used in the interceptionoofmuni-
cations other than foreign press and propagandadbasts
and the obtaining of information from such commatimns
by other than intended recipients, but shall exelegnsorship
and the production and dissemination of finishedlligence.
3. NSA shall be administered by a Director, designdigdthe
Secretary of Defense after consultation with thetJ&hiefs
of Staff, who shall serve for a minimum term of days and
who shall be eligible for reappointment. The Dicgcshall be
a career commissioned officer of the armed servaesactive
or reactivated status, and shall enjoy at leagti8mnk during
the period of his incumbency.
4. Cinder the Secretary of Defense, and in accordamitle
approved policies of USCIB, the Director of NSA klha
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responsible for accomplishing the mission of NSAar Rhis
purpose all COMINT collection and production resasr of the
United States are placed under his operational taetinical
control. When action by the Chiefs of the operatamencies
of the Services or civilian departments or agentsesequired,
the Director shall normally issue instruction pariag to
COMINT operations through them. However, due to timque
technical character of COMINT operations, the Divecis
authorized to issue direct to any operating elememtder his
operational control task assignments and pertiriestructions
which are within the capacity of such elements ¢oomplish.
He shall also have direct access to, and directnugmcation
with, any elements of the Service or civilian COMINgencies
on any other matters of operational and technicaitrol as
may be necessary, and he is authorized to obtaih #for-
mation and intelligence material from them as hey meguire.
All instructions issued by the Director under thetharity
provided in this paragraph shall be mandatory, estibjonly
to appeal to the Secretary of Defense by the ChieService
or head of civiian department of agency concerned.
5. Specific responsibilities of the Director of NSAclude the
following:
1 Formulating necessary operational plans and pelicie
for the conduct of the U.S. COMINT activities.
2. Conducting COMINT activities, including researchdan
development, as required to meet the needs of dpartd
ments and agencies which are authorized to rectiee
products of COMINT.
3. Determining, and submitting to appropriate authesit
requirements for logistic support for the conduttCOMINT
activities, together with specific recommendatioas to
what each of the responsible departments and agerufi
the Government should supply.
4. Within NSA's field of authorized operations preborg
requisite security regulations covering operatingcpces,
including the transmission, handling and distribnti of
COMINT material within and among the COMINT elensent



INTRODUCTION 27

under his operations or technical control; and @&@serg
the necessary monitoring and supervisory contratjuding
inspections if necessary, to ensure compliance \iité
regulations.
5. Subject to the authority granted the Director G#ntral
Intelligence under NSCID No. 5, conducting all diain on
COMINT matters with foreign governmental communica-
tions intelligence agencies.
6. To the extent he deems feasible and in consonaiitetke
aims of maximum over-all efficiency, economy, anfedive-
ness, the Director shall centralize or consolidhte performance
of COMINT functions for which he is responsible.idt recognized
that in certain circumstances elements of the Arnkexices
and other agencies being served will require clG@MINT
support. Where necessary for this close supporecdiopera-
tional control of specified COMINT facilities anasources will
be delegated by the Director, during such periaud for such
tasks as are determined by him, to military commamdor
to the Chiefs of other agencies supported.
7. The Director shall exercise such administrative ticdnover
COMINT activities as he deems necessary to thectffe
performance of his mission. Otherwise, administeaticontrol
of personnel and facilities will remain with the pdetments
and agencies providing them.
8. The Director shall make provision for participatioby
repesentatives of each of the departments and iegentgible
to receive COMINT products in those offices of NS¥here
priorities of intercept and processing are fingllgnned.
9. The Director shall have a civilian deputy whosemaiy
responsibility shall be to ensure the mobilizatiand effective
employment of the best available human and sdientfsources
in the field of cryptographic research and develepm
10. Nothing in this directive shall contravene tesponsibilities
of the individual departments and agencies for fthal evalu-
ation of COMINT information, its synthesis with @rmation
from other sources, and the dissemination of fmikhntelli-
gence to users.
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3. The special nature of COMINT activities requitbst they be
treated in all respects as being outside the framewf other or
general intelligence activities. Orders, directjvpslicies, or recom-
mendations of any authority of the Executive Bramehating to
the collection, production, security, handling, sgéisination, or
utilization of intelligence, and/or classified miaéd shall not be
applicable to COMINT activities, unless specifigaio stated and
issued by competent departmental or agency aughoepiresented
on the Board. Other National Security Council lidehce Directives
to the Director of Central Intelligence and relatiplementing
directives issued by the Director of Central Irigglhce shall be
construed as non-applicable to COMINT activitieg)less the
National Security Council has made its directiveedfically

applicable to COMINT.

/sl HARRY S. TRUMAN
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The Biggest Secret in the World—
The National Security Agency

They may be the biggest secret in the world, bey tare
no longer attempting to operate covertly; in fabgy are very
public about their future plans (at least somehant!). They
are rapidly becoming "Big Brother, Inc." Among thenany
activities, they have much information available dhe
Internet. . ."information,” perhaps, may be intetpd better
as "propaganda,” but regardless what you call heytare
filling cyberspace singing their own praises anterapting
to convince all who see their "pages” that they @n@viding
a better, a safer, a more secure future for allsof(Never mind
that all it will cost us is our privacy, and evealty our
freedom!)

Physical and Internet Addresses

This is probably the most underplayed of all therego-
ment agencies, yet their facilities and equipmemt enough
to boggle the mind, and they are adding to thenenewow,
to arrive at a staff of about 80,000. Throughous tthapter
you will find that | have included many maps andfas of
this location—even some aerial shots. Careful stoflythis
documentation will give you an idea of the immensif this
organization.

Here is how you can reach them, if you wish:

National Security Agency, Public Affairs Office
Fort George G. Meade, Maryland 20755-6000
Phone:(301)688-6524
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Internet addresses: www.nsa.gov:8080
www.odci.gov/ic/usic/nsa.html
www.fas.org/irp/nsa/nsafacil.html

National Security Agency

Identification Division/Biometrics Consortium

R221, DIRNSA, Fort Meade, Maryland, 20755-6000
Phone: (301) 688-0278

Internet address: www.vitro.bloomington.in.us: 80/

The Bible says that there is nothing new under thm,
and it surely applies to the goal of the NSA. Hisaly, men
have recognized and spoken in protest of suchitesy

The first stage of the collapse of empirestli® consoli-
dation of political and financial power under one
government machine into which all problems are
fed and from which all wisdom is to emerge. . .Can
politicians not sense the disasters toward whichy tlare

heading? Can they not perceive what the future shold

for them and for us? [Emphasis added.]
— C. Northcote Parkinson

Does this not sound exactly like the NSA? Againeythmust
be proud of the following, because they aren'tngyito cover
it up—it appears in one of their own brochures.

Internet Reports

Throughout this chapter, 1 will be inserting infation
about the NSA that appears on one or more of theieb
sites." The following information concerns their i%sion
statement” and was found at http://www.hpcc.goworesp
reports-nco/a.9.html (I won't be giving the locatioin the
future. . . sufficient to say, it is extensive).

Information security is a primary mission of the tiNaal
Security Agency.In pursuing this mission NSA develops
security technology and security products. [Author'
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THE NSA INSIGNIA

Courtesy of NSA s Public Affairs Office, Ft. Meadaryland.

The National Security Agency'snsignia of an eagle
inside a circle symbolizes "Supreme power and
authority" and "perpetuity of its continuance, the
symbol of eternity." [Emphasis added.]

— NSA Brochure
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note: As you read this further, keep in mind thecwsity
may apply to others,but not to them—nothing will
keep them out of your business; in fact, speciatdres
are incorporated to let them in! (When we get to ribte
carefully the term "backdoor.")] Network securityppdi-
cations present significant challenges for the e
Information  Infrastructure  [translate that "Intetfe
NSA will initiate programs that address autheniaat
wireless interoperability, and real-time operatirggpects
of network security. NSA will develop authenticatio
techniques (e.g., biometric)for network access control
and will create a mechanism for establishing staigla
of security and interoperability in emerging wirsde
PC's and cellular networks. NSA and NIST will iriztg
Smartcard and biometric technology to permit auihen
cation of a person to a network. In collaboratiorithw
NIST and hardware and software manufacturers, NSA
will develop technology to integrate real-time ardhta
communications in a secure multimedia, multi-tewhin
network environment. [Emphasis added.]

Now, before we move on, let's examine in laymemsms
what was covered in that previous paragraph. On \lmmle,
it adds up to the fact that they want positive iedric) identi-
fication on all of us, and they're getting there fast as they
can, at the expense of the taxpayer.you're footing the bill
for your own surveillance and controBut let's redefine some
of their specific terms (above).

In addition to the "Author's notes" | have insertedo the
copy furnished above, it is important that | commem a
number of the other phrases in the revealing teslogy
(double-speak). "Information security is A primargnission”
—they have many, and personally I'm more conceraddut
what they are planning to do with the informatiohmart with
how they are "protecting” it and us.

The term “wireless interoperability" means they can
observe and/or access information from a numbeesig-
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nated sources via wireless operation, such as lapbeine,
wireless PC, or other such devices. They readilyu® that
the "authentication [identification] techniques”eyh plan to
use are biometric in nature, and if you aren't appd “for
network access,” you won't be doing any businessthan
Super Information Highway. Note that they want énaipera-
bility" again in the "emerging wireless PCs and luafl
networks." This just means that they want all fatwvireless
communications networks to develop their systems tlom
drawing boards with "interoperability”, supposedip they
can "talk" with anyone, but basically they don'tnivasome
entrepreneur out there developing and encryptingystem
that they don't have the capability of accessingvsllance).

You notice they claim thatthey will integrate Smartcard
and biometric technology;'prior to this revelation, it was
assumed that the international banking industry thasorgani-
zation planning to biometrically identify us by rigi biometrics
with the Smartcard, specifically Citicorgt al (and I'm con-
vinced that they still are heavily involved). .ow we find MSA
claiming it is part of their mission to establish séandard
for this positive identification.

“In collaboration with NIST and hardware and softeva
manufacturers,” means that they are using your dabars
to underwrite private companies, to have them dagvehese
"security” devices (more will be mentioned later this
chapter and further in the next chapter).

Finally, they want to "develop technology to intagr... in
a secure multimedia multi-terminal network'—intexpr
"multimedia” as "anyone" and "multi-terminal” asnyavhere,"
and you will arrive at the fact that this is an moron—
because once anyone (interoperability) has acaessyone,
anywhere,there's nothing secure about iBelow are several
more statements about their mission which 1 muditess.

Over the past few years there has been a sigrifican
research program funded by ARPA, NSA, and other

government agencies.... [Author's note: ARPA has
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been very instrumental in this area; again NSA ostihg
the bill, via the taxpayer].

. ARPA, NSA, and other agencies have conducted
and sponsoredresearch programs to develop. . . speech
recognition [and it is their goal to teach their anaes
to read foreign languages, in addition to those Wdrich
we are footing the bill]. [Emphasis added.]

Another paragraph that they consider a "near-teroal'g
is the development of a computer that will analyttee in-
formation and tell the "human" what ieelevant. What? You
mean you're not ready to let your computer analyamir
information and determine what you ought to knowhem
you'd better not read the next paragraph!

A major effort needs to be initiated for developmen
of efficient and reliable text summarizationtechnology.
Prototype developmentor text summarization and
relevance feedbacktrom users is anear-term goalof the
program. [Emphasis added.]

Now, speaking of secure, how secure do you fedlinget
a computer analyze your data? What if it sees dungetthat
it dismisses as unimportant (or not relevant), Imight make
you alter your determination on a subject, if sosmall piece
had not been overlooked? Mo matter how sophisticatiee
hardware, the best computer is no better than therator
who feeds it the data. What if they had a fight hwitheir
spouse before breakfast, and the kids were late shnool,
and by Murphy's Law if their day could get any wersit
probably would? It all boils down to that decadé&s-acronym:
Gl - GO (garbage in, garbage out). Still think yswant your
computer to summarize your data and tell you whatwants
you to know? The following paragraph doesn't reguiany
interpretation—it is very self-explanatory, and eaft sharing
it, 1 will move on to another topic. . . rememtadt this
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information has been gleaned from oohepage from their
Internet site.

. access to multiple heterogeneous databagss...
the major component of a large-knowledge base teffor
NSA will develop a prototype. . .where the end-usér
the data, the application builder, and the data irmdm
trator all see, not a collection of relatively unintelligible,
difficult-to-access databases, but antegrated infor-
mation space in termsdirectly meaningful and
accessible to them[Emphasis added.]

Foreseeing the Future with
George Orwell and Aldous Huxley

In the 1940s, George Orwell wrote his famous (darmous)
futuristic book titled 1984, the year in which his futuristic
novel was set. Many of the technologies postulaes no
longer science fiction—in fact, many are quite cooniplace.
But his introduction of "Big Brother is watching ybseemed
too farfetched ever to occur; unfortunately, thehtelogy
for this kind of ruthless surveillance has passed testing
stage and is being inducted into use in any nunubenew
electronic facilities that soon will be in our hosne€lhere is
the modem experience, E-mail and E-money, and rbgte
(ust as in1984) two-way television sets. Keep in mind that
anything that is "two-way" can be accessed by eiiharty
or parties, and if you are planning on that segutiitat the
NSA promises you, just remember that they are theso
holding the "key" to the "backdoor'—the ability tdecode
any encryption you may use and enable them to moany
or all of your activities conducted on the system.

The television is probably the most prominent appule
of entertainment in our homes, and now with intivac
capability (via the cable companies and fiber ®)tiany
number of banks and a myriad of businesses andr othe
groups are pushing for the day when your televismmeen
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also becomes your correspondence screen, your eepkig
screen, your Internet screen, your check-writingeesc, your
direct-deposit/direct-transfer/direct-payment soree et al,
in addition to selecting your pay-per-view movie tife week.
Here is what George Orwell said about the premise his
book:

| do not believe that the kind of society | deserifin
1984] necessarily will arrive, but | believe. . .that s®m
thing resembling it could arrive. | believe alsoatthtotali-
tarian ideas have taken root in the minds of iaeteilals
everywhere.
— George Orwell

His concept was right on the money—only the dates wa
premature; the events were still in the covert dngwboard/
testing stage in 1984. But by 1994—just ten morearse-
the situations he described not only were possitiey were
impending!

Even before Orwell, in the 1930s, Aldous Huxley teroa
book titled Brave New World,about which Huxley had this
to say in 1947:

The theme ofBrave New Worldis not the advancement
of science as such; it is the advancementscience as
it affects human individuals . . .The sciences of
matter can beapplied in such a way that they will
destroy life or make the living of it impossibly complex
and uncomfortable.... A really efficient totalitarian
state would be one in which the all-powerful executive
of political bosses and their army of managearsntrol
a population of SLAVES who do not have to be
coerced, becausghey LOVE THEIR SERVITUDE. To
make them love it is the task assigned, in present-day
totalitarian states, to the ministries d?PROPAGANDA,
newspaper editors, and school teachers. .Unless we
choose talecentralizeand to use applied science, not
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as the end to which human beings are to be made the
means, but as the means to producing a racefres
individuals, we have ONLY TWO ALTERNATIVES to
choose from; eitherA NUMBER of national, militarized
totalitarianisms, having as their root the terror of the
atomic bomb and as their consequence the desinuctio
of civilization. . .or else ONE SUPRANATIONAL
TOTALITARIANISM, called into existence by the
social chaos resulting from rapid technological
progress in general and atomic revolution in particular,
and developing, under the need for efficiency and
stability, into the welfare-tyranny of Utopia.

[Emphasis added.] —Aldous Huxley, 1947

Mr. Huxley was incredibly prophetic and correct ihis
analysis of the two proposed alternatives to futugevern-
ment. It appears, however, that hg&econd alternative vision
for the future state-of-the-world was the more aam®
alternative. It appears that th&rave New-World-Order of
supranational totalitarianismis finally about to emerge and
materialize through the supranationdUnited Nations (or
the (U.N. will become the "middle-man" between &em and
a completely totalitarian state). This will result a totalitarian
system of global communism (probably via some inter
system of welfare-state socialism). Mote that haints we
will  embrace this supranational totalitarian-typeoverment
because of the social chaos brought on by the raparess
of technology and the need for “efficiency and #itgbh in
our lives.

Consider that even though Huxley so accurately ybass
these events, he viewed these events as a blegsimgankind,
rather than detrimentalThere is none so blind as he who will
not see!

Origin, Location, and Definition of the NSA

The National Security Agency was founded in 1952 by
President Harry Truman, not by legislation but bg of those
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infamous Executive Orders that permits a Presidémt do
an "end run" around both houses of Congress andt einto
law something that he never could get passed by Itggs-
lature. At the moment, NSA consists of three majacilities:
(1) the main facility at Fort Meade, Maryland; (#)e second
facility, National Business Park, near Fort Mead8) the third
facility, Friendship Annex, by the Baltimore-Wasgion Inter-
national Airport.

A new reference book written by Thomas Parrish, and
published as A Henry Holt Reference Book in 199§, titled
The Cold War EncyclopediaThis 500-page book is replete
with interesting information. | am quoting here offt page
227) what they have to say about the NSA.

National Security Agency (NSA). With headquarters
occupying a 1,000-acre tract at Fort George G. Mead
MD, and personnel numbering at times more than 80,000,
the NSA during the Cold War was clearige largest intel-
ligence body in the non-Communist world. was also by
far the most secret U.S. intelligence agency. Histadd
not by legislation (as was the Central Intelligence
Agency—CIA) but under an order signed by President
Truman on October 24, 1952, the NSA quietly camm® in
being on November 4, 1952, a day when the attention
of the news media was focused on the presidential
election. The level of secrecy was so high thatnlam's
order not only carried the Top Secret classificatibut
was labeled with a code name that was also secret.

Charged with the responsibility for all Department
Defense [DOD] activities relating to communications
intelligence, the NSA operated an array of listgniposts
around the world, decrypted and analyzed the iepted
messages, and created U.S. signal intelligence INSIG
capacities—codes and ciphers, together with trasssmi
sion methods and devices, withavy emphasis on the
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Note NSA's unguarded entrance on the road appragdhie NSA facility
at the Ft. Meade, Maryland, army base. Photos byyTe Cook, 1996.
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development of computerizatiorin addition, the agency
held the responsibility for preserving the security its
operations. [Emphasis added.]

The 1994 Grolier's defines the National Security Agency
and references James Bamford's excellent bobke Puzzle
Palace (1982). 1 have quoted below the general definititiren
subsequent excerpts pertinent to our subject matter

National Security Agency
The largest and most secret of the intelligencencge
of the U.S. government, the National Security Agenc
(NSA), with headquarters at Fort Meade, Marylands h
two main functions: to protect U.S. government com-
munications and to intercept foreign communications
It protects government communications by enciplgerin
messages and taking other measures to ensure their
secrecy. In its foreign intelligence function the SA
marshals a vast corps of intelligence analysts wise
sensitive electronic equipment to monitor, deciphand
translate the communications of foreign governments
It could follow space rocket launchings in the ferm
USSR and can overhear conversations between aircraf
pilots and ground-control personnel in remote arexs
the globe. The NSA was established in 1952 as a sep
arately organized agency within the Department of
Defense. It replaced the Armed Forces Security Agen
.The National Security Agency (NSA) issponsible
for collecting signals intelligencdrom all over the world
and for overseeing the integrity of American secret
communications. [Author's note: Can you see what an
easy step it is to move from exclusively militagygrn-
ment secret communications to personal, banking,
buying, selling, trading, et al, communications, since
they have been made "responsible. . . for overgedie
integrity of American secret communications"?] Some
sources suggest that there is a third highly secret
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national intelligence agency responsible for siaell
surveillance. . . .
responsible for satellite surveillance. . . .

A second form of clandestine collection is known as
signals intelligence—the interception of electron@om-
munications and other emissions. Signals are iepted
by a variety of methods, including the tapping aflet
phone lines and the monitoring of radio transmissio
.. . [Emphasis added.]

Grolier's has this to say regarding the economic impact of
NSA on the surrounding urban areas:

Maryland's economy is dominated by activities ine th
Baltimore-Washington = metropolitan areas, and these
have changed markedly in the decades since World
War Il. Baltimore's traditional heavy manufacturingnd
port and rail activities have declined. At the sartmme,
the growth of the federal government and government
related activities have spilled from the nearby tilis
of Columbia to Maryland, including Baltimore. Today
government-related business is of major economic
importance to the state. Federal-government imstall
tions include Andrews Air Force Base, the Goddard
Space Flight Center, the Agricultural Research i8erv
and Fort Meade, including the National Security Age
Aberdeen Proving Ground, and Fort Detrick in theltiBa
more metropolitan area.

It is easy to see how an organization with threeilif@es and

a payroll for 80,000 + employees could have a tredoes
impact on the economics of the surrounding communit
In 1995, HarperCollins of Great Britain published ook
by Christopher Andrew, titledFor the President's Eyes Only:
Secret Intelligence and the American President fidfashington
to Bush. Professor Warren Kimball, Rutgers University, has
this to say about the book:



NATIONAL SECURITY AGENCY
-, WELCOMES
PRESIDENT RONALD REAGAN

Above:ln September 1986 Reag
became the first president to e
NSA headquarters at Fort Meaf
NSA had tried without succesgté §

persuade previous president (
visit. Reagan made unprecede
public use of SIGIN

Right: Bush at NSA in May 1991.
He was the first president to
the word SIGINT in public; it wa
he claimed, a "prime factor" in his
foreign  policy. (Both courtesy o
the National Security Agency)

Courtesy of NSA arfgor the President's Eyes Only, Christopher Andrew.
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Christopher Andrew has written far and away thet bes
study of how American presidents have used and mis-
used secret intelligence. The evidence is solide th
argument persuasive. It should be required readiog
presidents, national security advisors, and Cosgeal
watchdogs.

David Kahn, author of he CodebreakemndHitler's Spies,

provides even more accolades for this publication.

This is the most important book ever written about
American intelligence. Andrew has done what hardigy
other studies do—tell how the intelligence gatherby
so many people at such risk and cost is actuallgdus
by the most powerful men in the world.

Next, 1 would like to quote some relevant passafyjem this
book, from the following pages (respectively): 19798, 250,
273, and 537.

.On October 24 Truman signed a top-secret eight
page presidential memorandum entitted “"Communica-
tions Intelligence Activities," putting into effecthe main
recommendations of the committee, with one sigaific
addition. In keeping with its enhanced authority SR
was renamed the National Security Agency (NSA).

Whereas CIA was brought into being by an act of -Con
gress, NSA was thus founded by a secret presidlentia
signature. The date of its foundation, November 1852,
was deliberately chosen to keep it out of the news.
Before long, both the new agency's budget and its
personnel outstripped those of the CIASA possessed
the largest bank of computers in the worlbr more than
two decades, however, even its existence was unknow
to the vast mass of American people. Those in thewk
in Washington joked thatNSA stood for "No Such
Agency."
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.. In 1947, Truman promoted the National Security
Act, which founded the CIA. In 1948 he authorizede t
beginning, and during his second term the rapidaexp
sion, of peacetime covert action by U.S. intelligen
agencies. And in 1952, as one of his final actspeesi-
dent, he founded NSA.

During his twenty-year retirement, Truman sometimes
seemed amazed, even somewhat appalled, at the size
and power of the intelligence community he had ghbu
into being .... [Even as late as 1964 he wrote Ltnk
magazine] that he had never intended CIA to do more
than get "all the available information to the pdest.

It was not intended to operate as an internaticaggncy
engaged in strange activities." NSA was so secleit t
Truman did not mention it at all. He would probabitave
been pleased that his biographers have shown alasimi
disinclination to dwell on his responsibility fohe crea-
tion of the biggest peacetime intelligence communit
in the history of Western Civilization. [Emphasidad.]

The pertinence of the following quote will be cleathen you
understand that the NRO manages satellite commtigrica
for the NSA. (See the next chapter, "NSA's Sistetelligence
Organizations.")

. Eisenhower approved the creation of a newn@ge
the National Reconnaissance Office (NRO), to manage
satellite reconnaissance programs for the entirgellin
gence community. For the next generation, NRO was t
be the most secret of all U.S. intelligence agenciks
existence was not discovered by the media until 3197
and not officially acknowledged until September 299

Now, of course, the NRO is the second most secrghniza-
tion. . .second to the NSA and its global actigitieThe
following references are quoted because of the owoisviimpli-
cations, and the not-so-obvious. Therefore, allamwtongive
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you a head start to pick-up on key words. You \iilld William
Baker, president of Bell Labs mentioned signifibanbelow
—Hint: the tie-in is via BelllAT&T/Lucent Technoloegs.

ts most influential members were two brilian
scientists: William Baker, the president of Bell bisa and
Edwin Land, the inventor of the Polaroid camera.héT
tutelage of Drs. Baker and Land,” wrote Cliffordturhed
all of us into missionaries for intelligence cotiea by
‘technical means" that is, electronic, photogr@phand
satellite espionage." Baker and Land brought to eetm
ing. . .some of the first ultrahigh-resolution 4t

photographs. "We were awed and amazed," Clifford

recalls, "as we gazed for the first time upon pbmphs

taken of a tennis court from one hundred miles abov
the ground, with resolution so clear that one could
clearly see a tennis ball lying on the court!". .[the]
collection, however, seemed in danger of becoming a
victim of its own success. The intelligence explosi
generated by NRO and NSA threatened to swamp the
analysts who had to deal with it... . NSA's proldem
were even greater. . . .collection by satellite,ougd
stations, ships, and aircraft expanded so rapidhat,t
even with the world's largest and most advancedkdan
of computers and more personnel than any other aifest

intelligence agency, NSA could barely cope with it.

.the National Security Agency [is] the largeshd
most expensive intelligence agency in the history o
Western civilization.

The Strange Chain of Command

Referring again to the documents available on theerhet,
furnished directly by MSA, | have learned that tlsrector
of Central Intelligence (DCI) serves both as heddtle CIA
and the IC (Intelligence Community). The 1C is Hemtion
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of 13 intelligence agencies, including functionstive Depart-
ment of Defense, Departments of Justice, Treasknergy,
and State, as well as the CIA (see next chapteny, \hile not
a military organizationper se,NSA is one of several "elements"
of the 1C administered by the Department of Defense

Former DCI and CIA Director
CFR and Trilateral Commission
Member. Courtesy of the CIA.

Therefore, technically the DCI (formerly John Ddytc
presently George Tenet) is head of the CIA and hkad of
NSA and other entities. Currently Lieutenant Geh&enneth
A. Minihan, USAF, is the Director of NSA (William.FCrowell
is the Deputy Director). However, 1 have it on gaadhority
that this is a case of "the tail wagging the dapAt is, the
NSA Director really runs the show, even though tecdlly
he is under the headship of the DCI. Even the C3& their
own web page and offers a myriad of selections, tlyos
directed toward proving how "open" they are, onewdfich
is a photo and full-page resume of John Deutch. tdobe
outdone, the NSA proudly supplies a color photo é&nub-
raphy/resume for Lt. Gen. Kenneth A. Minihan, GSAR, the
Internet. (Photo appears later in this chapterg efedentials,
training, and experience are impeccable. He idigendexan
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who is married with three children. He has beertha Air
Force since 1966. A complete list of his educatond assign-
ments are described in detail, including seven majwards
or decorations. (All these other related agencresdisscussed
in the next chapter, "NSA's Sister Intelligence &igations.")

Even though the current CIA Director/DCI is nottéid as
an official member of either the Council on Foreigelations
(CFR) or the Trilateral Commission, John Deutch haen
affiliated with them for years.

Another of those Executive Orders that have beeed us
so treacherously was signed into Law by Exec. Oa®3833
of December 4, 1981, and describes in more defedl free
to interpret that as "expands their area of cofjtrahe
responsibilities of the NSA.

The Public Affairs Department of NSA has printedb@-
chure on itself, which they will be happy to sefd/ou care
to request it. Or if you just want additional infwation you
may contact the NSA Public Affairs on (301) 688-852r
you may "Visit the NSA Homepage on the Internethtp://
www.nsa.gov:8080/". The brochure offers information the
following topics (and there is no question that ttopy was
prepared by a PR. Department).

Establishment of NSA

NSA/CSS

NSA's Role in the Intelligence Community
The NSA Mission

Inside the NSA

NSA Facts and Figures

The Cipher Disk

The NSA Insignia [discussed in detail below]
The National Cryptologic Museum



THE BIGGEST SECRET IN THE WORLD — THE MSA 53

The NSA's Occultic, Blasphemous, and Satanic
INSIGNIA is Symbolic of Lucifer's Control
Over the Entire Organization!

The above occultic insignia was designed by NSA1B65,
under the direction of then NSA Director Lt. Gen.arghal]
S. Carter, US Army. Its design is blasphemous aathns!
For example, the information brochure to which Ifereed
earlier that was supplied to me by the Public A§aiOffice
in Fort Meade, Maryland, conveys the nature of thecultic
and freemasonic thought that was incorporated irttee
insignia’'s design at the time it was created. Thisa very
important spiritual issue. Therefore, I'm going $pend a con-
siderable amount of time analyzing this evil symbmkcause
it is vitally important that we fully comprehendsitsatanic
origin. Accordingly, let's first consider what th&SA itself
has to say about its insignia, then we'll analyzkatwoccultic
and freemasonic literature (includingrhe Secret Teachings
of All Agesby Manly P. Hall) reveal about this kind of symbol-
ism. The NSA's brochure reads this way:

The created [symbol] is described as: an insignikickv
shall be a circle [meaning Lucifer is eternal] bordered
white. In the Chief semicircle border, the wordi&tional
Security Agency. In the base semicircle border, the
words United States of America, separated on eitide
by a five pointed star, silver; in a field, bluen &merican
eagie [an occultic phoenix bird] displayed, wings
inverted, all proper. The dexter andinister talons
clutching a key, silver. On the breast of the eagle, the
escutcheon, chief blue, supported by paleways of
thirteen [the number 13 is a very powerful, satanic
number in the occult and freemasonry] pieces redl an
white.

In heraldry, the eagie is a symbol of courage,
supreme power, and authority. Use of the eagle in
theNSA insignia symbolizes the national scope of
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the mission of the agency. ..The key in the eagle's

talons, representing the keyo security, evolves from the
emblem of St. Peter the Apostleand his power to

loose and to bind. The shape of the insignia,a circle,

represents perpetuity of its continuance, the SYM-

BOL OF ETERNITY [emphasis added].

It should be extremely obvious to anyone who had hgen
a little Bible training thatthe NSA is mocking and blaspheming
God with this occultic claim to divine poweFor instance, let's
turn to the appropriate Scripture in the Bible far better
understanding of this heresyn Matthew 16:19 (KJV), Jesus
told Peter the Apostle this:

And 1 will give unto thee the KEYSof the kingdom
of heaven: and whatsoeveéhou shalt bind on earth shall
be bound in heaven: and whatsoevrou shalt loose
on earth shall be loosed in heaven [emphasis added]

Jesus Christ gave to Peter(not to the NSA) thekeys to
heaven and thepower to "loose and bind." Furthermore,
only the kingdom of God is perpetual and eternadt the
satanically inspired National Security Agency! When we
pray for our leaders, as God has ordained, letimemeber
to pray for all of the deceived souls at the NSA owkvar
(usually unaware) against God's kingdom in thesst ldays.
Now let's dissect the insignia and study the syisbol of
each part (where available 1 have inserted illtistrg).

Freemasonic/Occultic Definitions of What US
Government and NSA Insignias Truly Represent

On page number "XC" (90) of a highly occultic ansteemed
Freemasonic book calledhe Secret Teachings of All Agdsy
the late Manly P. Hall, a 33rd degree Mason, dwultic se-
crets of the OS government's origin and history &mel NSA's
occultic insignia are revealed.



Agency Signals That
Lucifer's Spirit Is Really
Running the Show from
Behind the Scenes!

The late Manly P. Hall, highly esteemed freemasbaacultic author.
Courtesy of his bookhe Secret Teachings of All Ages.
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National Security Agency Souvenir Coin.

European mysticism [occultism/freemasonry] was
not dead at the time the United States of America was
founded. The hand ofthe Mysteries [secret Masonic cults]
controlled the establishment of the new governmefay
the signature of the Mysteries may still be seen on the
Great Seal of the United States of Ameriggee pyramid
and eagle on back side of the (IS. dollar bill, aeged
below]. Careful analysis of the seal discloses nsmss of
occult and Masonic symbols, CHIEF AMONG THEM
is the so-called American EAGLE... Here again,
only the student of symbolism [Masons] can see uino
the subterfuge and realize that the American EAGLE
on the Great Sealis but a conventionalized PHOENIX
BIRD, a fact plainly discernible from an examination of
the original Seal design. . . .The Phoenix is tmtml



THE BIGGEST SECRET IN THE WORLD — THE NSA 57

of spiritual victory and achievement.... Both the
single and double-headed eagles are, in realtgpenixes,
a symbol of the accomplishmenttbe Great Work

[meaning Satan's evil plan]. [Emphasis added.]

From Hunc's History of the Seal of the United States.

Obverse and Reverse of the Great Seal of the UBitdds of America
The Great Seal of the United States of Americ, kgitoccultic Eagle/
Phoenix bird, pyramid, and Lucifer's "All-SeeingeEyare evil occultic
insignias symbolizing America's involvement inNtey World Order.

Author Manly P. Hall warned us clearlyot to doubt free-
masonry's occultic presenceand influence in the Great Seal's
symbolism on page "XCI" (91) of his book as follows

If any one doubts the presence ofMasonic and
occult influences at the time the Great Seal was
designed, he should give due consideration to tbhm-c
ments ofProfessor Charles Eliot Norton of Harvard,
who wrote concerning theinfinished Pyramid and the All-
Seeing Eyewhich adorned the reverse of the Seal, as
follows: "The device adopted by Congress is pradfic
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incapable of effective treatmentjt can hardly look
otherwise than as a dull EMBLEM OF A MASONIC
FRATERNITY." [Emphasis added.]

Furthermore, on the same page Hall had this to alagut
who really created the United States in 1776:

Not only were manyfounders of the United States
Government Masons, but they received aid froma
secret and august [majestici body existing in
Europe which helped themto establish this country
for a PECULIAR AND PARTICULAR PURPOSE
KNOWN ONLY TO THE INITIATED FEW [meaning
to bring forth The New World Order]. The Great Seal
[of the United States]is the signature of this exalted
body—unseen and for the most part unknowr-
and the unfinishedpyramid upon its [the Seal's] reverse
side is a trestle board [supporting structure] irsgttforth
symbolically the task to the accomplishment of
which the United States government was dedicated
from the day of its inception.[Emphasis added.]

Manly P. Hall's occultic explanation of America'sational
insignia should clarify what's presently going opirisually
in this country, because thdive Latin words inside the
satanic circle of the Masonic pyramid, with Satan's "All-
Seeing Eye," translate to readAnnouncing the birth of
the New World Order" (ANNUIT COEPTIS NOVUS
ORDO SECLOREM).

Note in Hall's statement above how he freely admits
that freemasonry is "occultic" in nature. But what does
the word occultic mean? Rodale's Synonym Findesums it
up fairly succinctly as follows:"Occultism—cabalism, mysti-
cism, esoterism, supernaturalism, theosophy, sglidm,
mediumism, magic, black magic, sorcery, witchcraft, and
diabolism [of the devill. Roget's International Thesaurus
defines occultism similarly. Therefore, we may dade
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clearly, without reservations whatsoever, that rfragonry is
deceptive and anti-Christian. A few top-level Fresons have
admitted it openly in some of their Masonic pubiiocas. So
why should Christians argue with them about whoraytlwor-
ship and serve?

But what does all this have to do with the MSA'sigmia?
We are getting to that, so let's continue. | realihat for some
of you, | may be "teling you more than you want koow"
about the NSA, but 1 feel it's necessary, since NSA
presently has the capacity to track, eavesdrop, amahitor/
watch everybody, and they are enhancing their {eahn
abilities of surveillance and control even more heagear,
funded by "black chambers projects® (undesignateahds
used for top secret expenditures, hidden in the gétsd of
other legitimate intelligence organizations; reder to by
Portland's major newspapefThe Oregonian, May 20, 1997,
as " 'black budget'. . . hidden inside false actoun .within the
Pentagon's budget”). NSA is becoming the "clearinguse"
or "watchdog" into which the other intelligence hging
organizations, both direct and indirect [defined the next
chapter] are funneling the information they colledthey cur-
rently have the second largest supercomputer in wWearld
(allegedly) and are linked by satellite with Worldlide Web's
"CERN" database center in Europe, as well as NS&n
facilities scattered throughout the world. In ordgr improve
the way they are perceived by the nation, in aoditto an
all-out "PR." campaign, they are trying to "decifds their
secretive image by declassifying some of the oldecuments
(30 to 40 years) whose data is no longer sensitovenational
security. Don't fall for this illusion. . .the tlge that are really
going on at present—and that will affect your livéss the
immediate future—are still very muckclassified/Top Secret.
They are collecting information from all over theond, which
politically speaking would be a very dangerous ghito do,
concentrating that much power in the hands of omgaroza-
tion, even if it had no connection with fulfillmendf biblical
prophecy (which it obviously could: read Revelatid).
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Exposing the NSAs occultic background and covertivides
is one of the major thrusts of this bodRlease take advantage
of my extensive research to enlighten yourself, asubse-
quently share with others as an evangelizing tdol. believing
God that the information in this book will be ingtmental
in leading a multitude of people to a saving relaship with
Jesus Christ.

Breakdown of the NSA Insignia

The National Security Agency conveys to Luciferiamsany
occultic messages with its esoteric insignia. Thisignia uses
two five-pointed stars inside a satanic "eternaiclei" Again,
Manly P. Hall explains the occultic significance dhese
symbols in his book,The Secret Teachings of All Age&nd
in spite of the fact that the stars are not inwkrtélall still
refers to them agpentagrams(p. CIll—103). This book of pre-
Masonic occultists is a rare and prized possessidn the
Masonic Order. It displays and defines/explains ynatcultic,
freemasonic drawings that define the true satanigino of
this kind of thought. Please take a moment to ertie
following illustrations from this publication, in ddition to
those appearing above.

Freemasonic writer Manly P. Hall defindbe circle occult-
ically in this manner:

The circle is the Plan of Divine Activity [esoteric
language meaning Lucifer's unholy plan]. According
Qabbalists, the life of the SUPREME CREATOR [he
means Lucifer here because Satan is the god of- free
masonry] permeates all substance, all space, ard al
time, but for diagrammatic purposes, the Supremdl; A
Inclusive Life is limited bycircle 3, which may be called
"the boundary line of Divine existence." The Divirgfe
permeating the area bounded layrcle 3 is focused at
Point 1, which thus becomes the personification of the
impersonal life and is termedthe First Crown." The
creative forces pouring throudtoint 1 come into
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Note the "nine" five-pointed (penta-
gram) stars inside the satanic circle,
along with "nine " drops, symbolizing
the Ninth Degree of freemasonic

| initiation rites, during which Masons
# become "born again. "Also note the
atanic "skull & bones " in the center
of the serpent-circle, symbolizing
death. Occultists celebrate death
frequently with the use of this symbol
It also mocks Christ's death at
Golgotha, the place of the "skull. "

Egyptian Phoenix

From Wilkinson'sManners and Customs
of the Ancient Egyptians.
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The double-headed eagl¢he supreme symbol. (The resurrected phoenix
bird.) Courtesy ofrhe Secret Teachings of all Ages.
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GRAND ARCHITECT OF THE UNIVERSE

*it one takes into consideration the
immense development which these
secret societ'as have attained; the
length of ume they are perservering
in their vigour; their furous
aggressiveness: the tenacity with
which their inembers cling to the
association and to the false
principles it prolesses; the
persevenng mutual cooperation of
so many diferant types ot men in

the promotion of @vil; ona can
hardily deny that the SUPREME COUNCIL OF

ARCHITECT of these associations

{seeing that the cause must be COUNCIL 0
proportional to the etiect) can be

none other than he who in the THE "300"

sacred writings is styled the
B'NAI B'RITH

-, LUMINATI
PRINCE OF THE WORLD: and that
Satan himself even by his physical
coopetation, directs and inspires at
least the leaders of these bodies
physically cooperaung with them.®

r”
[
Acta Sancia Sedis, vol, 1, p. 203, AL J
1

July 13th, 1665, RIER 4
/ COMMUNISN

SCOTTISH RITE

YORK RITE

WHITE MASONARY: ROTARY, ELKS, YMCA, ETC.  \

/ BLUE LODGE
/ PRO-MASONS — "MASONS WITHOUT THE APRON" \
/ BRITISH ISRAELISM N\
/ CATHOLIC and PROTESTANT-LIBERALISM \
MATERIALISM DEIFICATION OF MAN OCCULTISM

THE MASONIC PYRAMID

ILLUMINISM AND FREE MASONRY — FATHER OF LIES

Reprinted from The Mark of the New World Order.



Time capsule monument to be opened in 100 yea®gl2Rote caption
below date: "New World [Order] Airport Commissidn.

Note the occultic/Masonic floor tile a short distafrom the dedication plaque.



New Denver airport Masonic dedication plaque, Mat&h 1994. Photos
by Terry L Cook, 1997, Denver International Airpd@olorado.

Photo of the State of Colorado s Masonic Seal enwihll of the Colorado
Capitol Building in Denver, Colorado. Note the Magb "All-Seeing-Eye"
of Lucifer inside the occultic triangle (similar tbe dollar bill).
—Photo: Courtesy of Rodney
Frank
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manifestation as the objective universe¢he inter-
mediate space, circle ZEmphasis added.]

What Hall is really saying here is that "the cifcie nothing
more than a secret, hidden, or esoteric symbol ofskp. This
Luciferic circle symbol is typical of various witctaft circles
used internationally by devil worshipers, in fat¢he initiation
rites of freemasonry and witchcraft are virtuallydemtical.
This is why Masons call their meeting lodges "Maschemples."
A temple is a place of worship and Masons secrettyship
Satan in their "Blue," "Scottish Rite,” and "YorkKbdges or
temples.

Below | am going to quote a number of excerpts frblal's
comprehensive book on occultism/mysticism and itstohy,
filtering down to modern times.Please receive this warn-
ing: you will note that there is much reference to théld3
and the scriptures therein; to Paul and other &msto God,
even to the great "1 Am." This is a perfect caseddtorting
the truth and making it a lie. Without exceptionhem they
interpret biblical truths, they twist them out ohape or use
them out of context, so that they no longer cout#itsound
doctrine. Anytime an authoreadily admits that the historical
evidence documents an occultic history, you can rest assured
that it does, and any use of scripture will be teds out of
context, and manipulated to support some occultigstical
principle, including their use of symbolism, botlmaghic and
verbal.

Every pagan nation had (and has) not only its state
religion, but another into which the philosophice@l alone
have gained entranceMany of these ancient cults van-
ished from the earth without revealing their sexrebut
a few have survived the test of ages and their arigas
symbols are still preservedviuch of the ritualism of free-
masonry isbased on the trials to which candidates were
subjected by the ancient hierophants beforthe keys
of wisdomwere entrusted to them. [Author's note:
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these are also the keys to loose and bind, memtione
earlier, that Jesus gave expressly to Peter and the
Church.]

Few realize the extent to which the ancient secret
schools influenced contemporary intellects and, odlgh
those minds, posterityRobert Macoy, 33 °, in hisGeneral
History of Freemasonrypays a magnificent tribute to the
part played by the ancient Mysteries in the reariofy
the edifice of human culture. He says, in part: dfipears
that all the perfection of civilization, and all ethadvance-
ment made in philosophy, science, and art among the
ancients are due to those institutions whiamder the
veil of mystery, sought to illustrate the sublimest truths
of religion, morality, and virtue, and impress theon
the hearts of their disciples. . . [p. 21 (XXI)].

"There is a certain bird which is called a Phoenbhis
is the only one of its kind and lives five hundred
years...."

.the general resemblance in shape between the
phoenix and the eagle [is] a point which the reader
should carefully consider, forit is reasonably certain
that the modern Masonic eagle was originally a
phoenix. . . .The phoenix was regarded aacred to the
sun. . . .Modern Masons should realize thepecial
Masonic significance of the phoenix. ..The phoenix was
a most appropriate symbol of the immortality of the
human soul, for just as the phoenix was reborn ofit
its own dead self seven times seven, so again &ain a
the spiritual nature of man rises triumphant fronis h
dead physical body [reincarnation?].

In the Mysteries it was customary to refer to
initiates as phoenixesor men who had been born again,
for just as physical birth gives man consciousnassthe
physical world, so the neophyte, afterine degrees in
the womb of the Mysteries, was born into a con-
sciousness of the spiritual world. This is the
mystery of initiation to which Christ referred when
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he said, "Except a man be born again, he cannot
see the kingdom of God" (John iii:3) ... [p. 90 (XC),
emphasis added].

DON'T YOU BELIEVE IT! They are misusing this scrip-
ture to support their theory of reincarnation. he.t phoenix
bird goes down in flames, then is resurrected, nses from
the ashes." Hall says, "The phoenix is a fittingnbgl of this
spiritual birth." Not even close! They carefuly namge to
ignore the Bible's words about "it is appointed ountman
once to die, and after that the judgment.” We will naser
from the ashes "seven times seven," as Hall claiFs. the
human race, it will be "ashes to ashes, and dustlust" until
the day the Lord returns to resurrect the "dead Christ,"
which in one place the Bible tells us will rise sfir and in
another place "those who are alive will not precedese who
are asleep [dead]." But the ones (in Christjwho aliee and
remain will be changed in the twinkling of an eye. and so
shall they ever be with the Lord. Quite a differestenario
than Hall postulates.

However, he wants us to know that this occultic/as
mysticism had (and still has) great influence ore thffairs
of the United States. He continues on page 90 (XC):

European mysticism was not dead at the time the
United States of America was founde@ihe hand of the
Mysteries controlled in the establishment of the
new government, for the signature of the Mysteries
may still be seen on the Great Seal of the United
States of America. Careful analysis of the seal dis-
closes amass of occult and Masonic symbols,chief
among them the so-called American eagle-a bird
which Benjamin Franklin declared unworthy to be s
as the emblem of a great, powerful, and progressive
people. Here againonly the student of symbolism
can see through the subterfugeand realize that the
American eagle upon the Great Seal is but a conven-
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tionalized phoenix,a fact plainly discernible from an
examination of the original seal.. In a colored
sketch submitted as a design for the Great SeaWiljam
Barton in 1782, an actual phoenix appears sittiqgonu
a nest of flames. This itself demonstrates a temnden
towards the use of this emblematic bird. [Emphasis
added.]

On page 91 (XCI), Hall has this to say:

If any one doubts the presence of Masonic and bccul
influences at the time the Great Seal was desigred,
should give due consideration to the comments of
Professor Charles Eliot Norton of Harvard, who wrot
concerning the unfinished pyramid and the All-Sgein
Eye which adorned the reverse of the seal, as wsllo
"The device adopted by Congress is practically pabée
of effective treatment; it can hardly (however siitally
treated by the designer) look otherwise than as ud d
emblem of a Masonic fraternity" (thelistory of the Seal
of the United States).

. Not only were many of the founders of thetddhi
States Government Masons, but they received aidn fro
a secret and august body existing in Europdyich helped
them to establish this country for a peculiar and partiaula
purpose known only to the INITIATED FEWhe Great
Seal is the signature of this exalted bodyrseen and
for the most part unknown—and the unfinished
pyramid upon its reverse side is a trestleboaetting
forth symbolically the task to the accomplishment o
which the United States Government was dedicatedn fr
the day of its inception.[Emphasis added—you will
recognize part of the above from earlier use, buwanted
you to see it context.]

On page 99 (XCIX) Hall goes into the mythologicehsch
for the Holy Grail and the Spear of Longinus (alédgo be
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the weapon used to spear the side of Christ at ctioeifixion
to assure that He was dead). He concludes his ezton
of the evidence with this bit of heresy: "Moreovetg the
Christian, the search for the Holy Grail is therskdor the

real Self..." (The capital "S" on self is Hall's.)

As Hall continues to lay his foundation for the tfabat free-
masonry is built upon occultism and mysticism, heeld that
we should have a basic knowledge about the "bladk—a
black magic."

The Theory and Practice of Black Magic

Some understanding of the intricate theory and -prac
tice of ceremonial magic may be derived from a fbrie

consideration of its underlying premises.

First. The visible universe has an invisible counterpart,
the higher planes of which are peopled by good and

beautiful spirits; the lower planes, dark and famdihg,
are the habitation of evil spirits and demons undiee
leadership of the Fallen Angel and his ten Princes.

Second. By means of the secret processes of cere-

monial magic it is possible to contact these imlési

creatures and gain their help in some human under-

taking. Good spirits willingly lend their assistendo any
worthy enterprise, but the evil spirits serve onflgose
who live to pervert and destroy.

Third. It is possible to make contracts with spirits

whereby the magician becomes for a stipulated titine
master of an elemental being [demon].

Fourth. True black magic is performed with the aid of
a demoniacal spirit, who serves the sorcerer foe th

length of his earthly life, with the understandindpat
after death the magician shall become the servdnhi®
own demon. For this reason a black magician will
to inconceivable ends to prolong his physical lifsince
there is nothing for him beyond the grave.

The most dangerous form of black magic is the scientifi
perversion of occult powdor the gratification of per-
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sonal desire. Its less complex and more univergam f
is human selfishness, foselfishness is the fundamental
cause of all worldly evilA man will barter his eternal
soul for temporal power, and down through the ages
a mysterious process has been evolved whadiually
enables him to make this exchange.ln its various
branches the black art includes nearly all forms cefe-

monial magic, necromancy, witchcraft, sorcery, and
vampirism. Under the same general heading are also

included mesmerism and hypnotism, except when
used solely for medical purposes, and even then
there is an element of risk for all concerned.
[Author's note: This is a position by Hall on th&ubject
that even most ‘“intellectual" Christians refuse
acknowledge.]

Though the demonism of the Middle Ages seems to

have disappeared, there is abundant evidence that

many forms of modern thought. . . black magic has
merely passed through a metamorphosis, and although

its name be changed its nature remains the samel(dp.
(CI), emphasis added].

As Christ was leaving, one of the last commissidies gave
to His disciples and the Church included "casting demons"
until His return. Knowing that this function is n&onger a
very frequent part of the ministry of the local othy one
preacher 1 knew impertinently asked in a sermor, thlere
are no more demons to cast out, where'd they aft" gof
course, this is a rhetorical question. . . sindke Ithe angels,
they don't die—there are still plenty to go aroufgossibly
by different names, as Hall suggests). When He, |€fhrist
seemed to think there would be plenty, since He veas
specific in His instructions to continue castingerth out till
His return. Therefore, we cannot agree with Halisevious
paragraph that demonism disappeared in the MiddigesA
although we do agree with him that the black adst jkeep
changing their names and reappearingnaybe they 're the
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phoenix bird!

On page 117 (CXVIl), Hall gets into the fundamesntadf
Qabbalistic teachings, including what | call theccoaltic/Ma-
sonic circle" with its mystical, complex mathematicinterpre-
tations (it is pictured above). This is the sectiwhere he de-
scribes "l AM" as a point in the middle.

In the chapter titled "The Mystery of the Apocalgps
(page 185, CLXXXV), he addresses, from mythological
position, the prophecies we find in the biblical Book of Reve
lation. Naturally, everything means something othéan the
Christian sound doctrine, which we espouse, but twhise
would you expect? (That, too, is a rhetorical qoesy

Did you think 1 forgot The Mew World Order? Mot séfall
discusses "the new order" of things, people, and thorld
to come many times, especially on page 203 (CCidijpwing
his statement that .eventually civilization llwidestroy
itself in one great cataclysmic struggle..." and aoburse
the "new order" will be built upon the foundationf dhe
former world order (by then allegedly defunct ),tehich he
furthers refers as: " . . .this spherical ant-hill Chaos." The
final paragraph in his book (p. 204, CC1lV) sums tine lie
and encourages you to "jump right in"—in much thame
way as we would present salvation to a non-Chrstighen
invite him to accept Christ. Remember how we alvehdeen
taught that in the Church there could not be a toteit
if there were not an original truth to copy andtais Well,
| think this is one of Satan's biggest counterfeits

.Only transcendental philosophy knows the path.
Only the illumined reason can carry the understagdi
part of man upward to the light. Only philosophynca
teach man to be born well [Author: Now, who canedet
mine how or where he is born, or to whom?], livellwe
to die well, and in perfect measulge born again.Into
this band of theelect—those who have chosen the life
of knowledge, of virtue, and of utility [hardly aibfical
definition of the elect}—the philosophers of the eag
invite YOU [emphasis added].
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The Leadership of the NSA

| Lieutenant General

enneth A. Minihan, USAF
| Current Director of the
National Security Agency and
Central Security Service
Fort Meade, Maryland

Courtesy of NSA's Public
Affairs Office.

Lieutenant General Kenneth A.
Minihan 5 the combined
Director of both the NSA and the Central Securign&e
(NSA/CSS). Remember this connection as we delvéhdur
into the workings of the NSA and its sister inggdince organi-
zations (see next chapter). He is stationed atFtive George
G. Meade Army Base, Maryland (the location of th&AN
headquarters). As the Director of both of theseawizations,
he is responsible for the NSA, as well as a condogiport
agency of the Department of Defense with militang aivilian
personnel stationed around the gloB@e&neral Minihan is THE
senior uniformed intelligence officer in the entiDepartment
of Defense.

The General first entered the Air Force in 1966aadis-
tinguished graduate of the Florida State Univerdtgserve
Officer Training Corps program. He has served innyna
prestigious positions throughout his career, inicigdsenior
intelligence officer for the Air Force and in othsenior staff
officer positions in the Pentagon, Electronic SaéguCom-
mand, Kelly Air Force Base, Texas, and the Defeimselli-
gence Agency, Washington, DC, among others. Hecbas
manded squadrons, groups, and a major air comnahd b
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in the United States and abroad. He has been thistad
chief of staff, intelligence, Headquarters US Aworée, Wash-
ington, DC, and most recently the Director of Deferintelli-
gence.

His experience and education appear to make himi-imm
nently qualified to run this agency, or at leastwvetl as anyone
can be expected to. | suspect at the moment thatait be
a case of "the tail wagging the dog" around the N5'S.

His education is also very impressive. He holds.A Begree
in Political Science from Florida State Universiign M.A.
degree in National Security Affairs from the Nawrdstgrad-
uate School, Monterey, California, and is a graeluat the
Harvard University Program for Senior ExecutivesNational
and International Security in Massachusetts, ad a®l the
US Air Force's Air War College, Alabama.

General Minihan has worked in the intelligence didbr
most of his very impressive military career. It retd at
Langley Air Force Base and concluded with his pmese
assignment as Director of both the NSA/CSS at Feade,
with one stint along the way as Chief of the OffafeSupport
to Military Operations and Plans at the NSA.

The general is a native Texan and a family man,rigthr
to Barbara Gleason of Elkhorn, Wisconsin, with ¢hahildren,
Mike, Tom, and Katie. This has been a condensede&ti
version of General Minihan's resume, but the uniged
version is available on NSA's website, if you darpursue it.

General Minihan is obviously a very bright, talehtend
respected intelligence leader. The fact that heblees chosen
to run Big Brother's NSA, the most sophisticatetklligence
organization in the entire world (as well as theeotpositions
that fall within his job description), leads me lelieve that
the New-World-Order leaders must trust him implyciand
unequivocally.
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Who is the Real Leader of the NSA? Could it
be Minihan's Civilian Deputy Director, William
P. Crowell?

Very little is known or available regarding this madt is
possible, however, that Mr. Crowell may be the teader of
the NSA behind the scenes, with Minihan simply seyvas
the covering front man. It is further possible thathas strong
ties to the New World Order globalists and thatnhay take
orders directly from them.

How | Was Able to Obtain This and Other
Unclassified Information about the lllustrious
National Security Agency

Ooops! | almost wrotenotorious instead ofillustrious. |
wonder if that's what is referred to as a "Freudsip"?
According to Miriam Webster's Collegiate Dictionarylenth
Edition, it is "a slip of the tongue that is motied by and
reveals some unconscious aspect of the mind." & thase,
I'd better confess... it was probably a Freudig sl

Although theinternal operations of the National Security
Agency are kephighly secretthere is quite a bit ouperficial,
publicly obtainable information available if one may knows
where to look. Obtaining this information requirdsing a
little basic research and investigation and makingw phone
calls. But with a little investigation, some commsense, and
a small amount of cash, one readily can acquirebstantial
amount of information about the NSA. For examplespent
about a month gathering the above and below infooma
and documentation.

As a former police investigator and a commercistgnsed
pilot with a strong background in aeronautics, kdughis
knowledge, background, and training to contact Hesleral
Aviation Administration in order to obtain aeronaat air-
space charts of the NSA's facility in Maryland. ékfta few
phone calls, 1 was sent the Fort Meade aeronauticaits
that pilots use for navigating over that area. 8sinly, |
discovered that there wene restrictions against civilian
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pilots flying near or over that area. Frankly, | expected to
see depictions of "restricted airspace" on thesartghnear
the NSA headquarters area, but | was shocked tenabsone
whatsoever! | have reproduced portions of thesecti@sal"
and "World Aeronautical Charts" below for your ghlien-
ment and perusal.

WASHINGTON
SECTIONAL AERONAUTICAL CHART
SCALE 1:500,000

Lambert Conformal Conic Projection Standard Parallels 33°20' and 38 °40'
Horizontal Datum: North American Datum of 1983 (World Geodetic System 1984)
éo TH EDITION August 15, 1996
<= airspace amendments effective August 15, 1996
md al ather acrenautical data received by June 20, 1996
it haaot op s chart wiii chaige, consolidated updates of chart changes are avaiiable every
B na AIRPCRY / FACILITY DIRECTORY (A/FD). Aiso consult appropnrate NOTICES TO
MiTaMs) and other FLIGHT INFORMATION PUBLICATIONS (FLIPs) for the latest changes.

This chart will become OBSOLETE FOR USE IN NAVIGATION upon publication of
the next edition scheduled for FEBRUARY 27, 1997

PUBLISHED IN ACCORDANCE WITH INTERAGENCY AIR CARTOGRAPHIC COMMITTEE
SPECIFICATIONS AND AGREEMENTS. APPROVED 8

DEPARTMENT OF DEFENSE * FEDERAL AVIATION ADMINISTRATION * DEPARTMENT DF COMMERCE

The Washington Sectional Chart. Note on this aantical chart that there
is no restricted fly zone over the NSA facility.
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WORLD AERONAUTICAL CHART

SCALE 1:1,000,000
Lambert Conformal Conic Projection Standard Parallels 33°20’ and 38 °40’

Horizontal Datum: North American Datum of 1983 (Worid Geodmc System 1984)
Topographic data corrected to January 1988

2 7 TH EDITION September 12, 1996
Includes airspace amendments effective August 15, 1996
and all other aeronautical data received by July 18, 1996
Consult appropriate NOTAMs and Flight Information
Publications far supplemental data and current information.
This chart will become OBSOLETE FOR USE IN NAVIGATION upon publication of
the next edition scheduled for OCTOBER 9, |

997
PUBLISHED IN ACCORDANCE WITH INTERAGENCY AIR CARTOGRAPHIC COMMITTEE
SPECIFICATIONS AND AGREEMENTS, APPROVED BY:

DEPARTMENT OF DEFENSE + FEDERAL AVIATION ADMINISTRATION * DEPARTMENT OF COMMERCE

World Aeronautical Chart No. CG-21
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Then | called the local Chamber of Commerce in NSA'
area and requested a good street map of the awratime
NSA in Fort Meade. They were delighted to send me a
excellent highway map of the entire area that adigtuepicts
where the NSA is located relative to nearby freesyajreets,
and airports. A portion of this map also is showiotw.

L]
. ARLURNE
© HIts
PERSHING o/ ELEM SCH

Lm;n s

Zoning map showing NSA headquarters. Courtesy néAmundel County.
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Since I'm also a licensed real estate broker witktrang
background in real estate, 1 called the Anne Aru@minty
Planning and Code Enforcement Division in Annapditary-
land, to ascertain the availabilty of any publielyailable tax
assessment maps of the NSA complex at Fort Meadey T
sent me a copy of Tax Assessment District Zoningo M4,
which covers that area. They also told me how tachea
company that sells aerial maps of the area.

On calling that company, 1 learned that they predseveral
publicly available high-definition aerial and infeal maps
of Fort Meade (and many other areas) for variougegonent
and private organizations. After paying substantiakes
(believe me, they were not cheap!), | was ableliaio several
excellent aerial and infrared photographs of thetiddal
Security Agency complex located near the Fort MeAday
Base.

Furthermore,the NSA itself will send you a wealth of
basic information on its history, background, ancespnt
leadership, if you simply call its Public Affairsfii@e at the
number indicated at the beginning of this chapteraccess
its Internet website address atww.nsa.gov:8086-this is
what | did to acquire all the information in thikapter. But
again,don't allow this apparent availability and openndss
deceive you! The NSA is still the most secretigamrzation
on earth.They simply are attempting to convince us otherwise
by launching this very impressive, effective, aneceptive
public-relations "marketing” maneuver. . . so ddaoliget the
term "doublespeak” from Orwell's book984—they are
masters of its use! Keep in mind that all intelige agencies
are experts at playing mind games via deceptivécta@and
the spread of "disinformation.” That's what theeligence
business is all about in the first place! With tlskck PR.
smokescreen, the NSA is hoping that most of us il the
illusion that theyare not as secret as they truly arewhen
in fact, there is no other organization in the rentworld that's
more clandestine than they!

Throughout this book I will be referencing excerfotsn



86 BIG BROTHER NSA & ITS "LITTLE BROTHERS"

a myriad of publications, and in a few cases | wdcommend
highly that you obtain a copy for your own use arehd it
in its entirety. Such a book is James Bamfordilse Puzzle
Palace: A Report on Americas Most Secret Agefdere were
many attempts to prevent its publication, and a mem
hensive dossier was compiled on Bamford, under tuogle
nameEsquire.

Another item | believe you should purchase and ystiid
its entirely is a six-part special feature ®he Baltimore Sun,
which ran from December 3-15, 1995 (it is still datale for
purchase fronThe Surin a combined format for $6.95).

The large (all caps, 1-3/8" tall), bold headline ads:
"AMERICA'S FORTRESS OF SPIES," but above the photo
(which appears above that gigantic headline), appear the
words: NO SUCH AGENCY. After you have read enough t
be "in the know," you will recognize this as a pumgsed on
a joke that was going around early in the existemtethe
secret group ultimately emerging as the NSA. It wakeged
in humor that the acronym NSA stood for "No SucheAgy."
Here are a few comments from that special editi@ntamning
to Bamford.

Author unearthed dossier spies had collected on
him

In 1982, AFTER author James Bamford published
his landmark book on MSAThe Puzzle Palacehe filed
a Freedom of Information Act request for any filése
agency might have compiled on him. He was told eher
was nothing.

Then, on a hunch, he repeated the request, thig tim
asking for files that used the code name Esquire, a
mysterious notation he'd spotted on another doctimen

He hit the jackpot. MSA officials nervous about his
research had assigned the code name to Mr. Bamford,
a lawyer. Over many months, he received hundreds of
sanitized  Esquire-related documents  showing  that
dozens of employees, up to the MSA director, agprn
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hap: www.sunspotnet sun sunsource-nsagp2.him

unsource -

an Bformation strvice of the Baltimore Swi

NSA: America's Fortress of Spies

Here's what's in The Sun'sNSA series. Full-color reprints of the entire NSA eries are
available for $6.95 through SunSource, The Baltima Sun Information Store. Call
410-332-6800 to reserve your copy now. Outside tBaltimore area call (800)
829-8000, Ext. 6800.

Part 1
NSA eavesdrops on allied presidents, military sfroen, drug dealers and trade
negotiators. Click here to read it on-line.

Part 2
Maryland's largest employer is one of America‘arsjest workplaces.

Part 3
NSA has a secret within a secret: eavesdroppemroodger abroad.

Part 4
Scores of countries thought their coded messages seeure. Was NSA reading over
their shoulders?

Part 5
Trolling for foreign secrets, NSA routinely pickp Americans' overseas calls. And it's
legal

Part 6
The next war may be fought with computers NSA idige ready.
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general, and national security adviser, had beerohiad
in discussions of what to do abolihe Puzzle Palaceand
its author.

The Esquire files showed that NSA officials hadedri
to acquire early proofs of the book from the puidis,
Houghton Mifflin Co., without revealing their idetyt
Memos detailed MSA's attempts to keep track of Mr.
Bamford's research at other government agenciesingno
which documents he inspected and copied.

And the files revealed that serious consideratioas w
given to prosecuting the writer for revealing séxre
about NSA.... [Ultimately] no charges were filedlhe
Puzzle Palace became a best seller. And an updated
edition is planned for publication next year.

References to NSA are rare in government docu-
ments

Compared with the tightlipped NSA, the CIA is about
as secret as an Elks lodge.

The Library of Congress catalog lists 522 books on
the CIA and just 12 on NSA—and four of those are
different editions of The Puzzle Palacestill the only book
devoted exclusively to NSA.

The Puzzle Palacehas become the definitive publication
on the dealings of the NSA—secret and otherwisemfBal
is now considered and quoted as the top authority toe
NSA, and invariably whenever a newspaper, magazioe,
government agencyet al, do an article, speech, etc. on NSA,
without fail they will quote fromThe Puzzle Palaceas the
undisputed authority. 1 wholeheartedly concur witthis
evaluation, therefore, |, myself, will be quotingorh Bamford
throughout this book, beginning below with excerptsom
pages 133 to 141.

Office of Telecommunications and Computer Services:
Whereas most government offices or large corparatio
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measure in square feet the space taken up by their
computers,NSA measures it in acres."l had five and a
half acres of computers when 1 was there,” said e@én
Carter. "We didn't count them by numbers; it wasefi
and a half acres.” Even though the emphasis today i
on increased capacity and decreased size, one MSA
employee, when recently told the statistic, comment
"It's double that today."

Resting today in the cavernous subterranean expanse
below the National Security Agency's Headquarters-
Operations Building is probablythe greatest concentra-
tion of computers the world has ever known.lIt is a
land where computers literally talk back and fortb
each other and where, using what is known as "brute
force,” they are able to spit out solutions to ctaxp
statistical problems in nanoseconds rather than the
decades it once might have taken.

NSA, like its predecessors, has been a silent @artn
in America's computer growth from the very begimnin
yet because of what one NSA computer expert called
its "policy of anonymity,” NSA's role has been abho
totally hidden. When the Association for Computing
Machinery sponsored an observance in honor of the
twenty-fifth anniversary of its founding, NSA simpl
observed in silence. Likewise, when the "pioneers"
gathered at COMPCON-76, the quarter-century anniver
sary meeting of the Institute of Electrical and dilenic
Engineers’ Computer Society, NSA again exhibited an
advanced case of shyness. Apparently, the fact that
America uses computers in its SIGINT and COMSEC
activities is still a national secret.

.Today the NSA's enormous basement, which
stretches for city blocks below the Headquartersr@p
tions Building, undoubtedly holds the largest and
most advanced computer operation in the world.

.On top of this [the capacity and speed of rthei
computers], NSA in 1983 plans to put into operation
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secretly an enormous worldwide computer network eeod
named Platform which will tie together fifty-two arate
computer systems used throughout the world. Focal
point, or "host environment,” for the massive netwo
will be MSA headquarters at Fort Meade. Among those
included in Platform will be the British SIGINT a@gi-
zation, GCHQ.

About 1976. . .all Agency computer functions
were transferred to the newly reorganized Office Tafle-
communications and Computer Services, known gen-
erally as the T Organization.

. . . Several floors above and to the rear of Gaisé
3, behind a solid steel-gray door pasted with wayni
signs and controlled by cipher lock, is the certérMSA's
worldwide eavesdropping net. If NSA is America'sr,ea
the T Organization's massive Communications Center
is the ear's drum. Inside, row after row of ratdtatting
crypto machines bare the world's secrets on midtied,
six-ply carbon paper, each sheet repeating the word
CLASSIFIED on one side while the other side repmligte
warns against disclosure under penalties specifigd the
espionage laws.

The chatter of Soviet transport pilots, the latésime
communique from the Kuwaiti ambassador to Algeria,
the singsong of a Chinese merchant telephoning an
order for spare parts to a supplier in Kuala Lumpur
whatever the net snares crackles back to the Puzzle
Palace over the Agency's own supersecret communi-
cations network, SPINTCOM, which is short for Spéci
Intelligence Communications. The intercepts makeeirth
way via SPINTCOM to a synchronous satellite 22,300
miles over the equator and are then beamed down to
a pair of giant dish antennas hidden in a woodeéa ar
behind MSA. From there the intelligence flows via a
$500,000, three-quarter-mile-long underground cable
past a $2.2 million antenna control facility andtointhe
COMM Center to be distributed to analysts, lingjisind
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codebreakers.

Also zapping in to the Puzzle Palace via the twartre
terminals is another worldwide circuit, this oneseae/ed
for the most important and immediate of intelligenc
messages. The Critical Intelligence  Communications
network, or CRITICOM, is designed to flash to theedt
dent and a handful of other senior officials ingghce
alerts and warnings of the highest priority—an immi
ment coup in a Middle East sheikdom, for example, o
the assassination of a world leader, or the sinkaiga
Soviet sub. It is the goal of NSA to have such alTdR
message on the President's desk within ten minutkes
the event. [Emphasis added.]

Budget and Personnel of the NSA

Usually one can determine the magnitude or scopearof
organization by examining its annual budget and thember
of personnel involved in supporting the functiond the
organization.

Recently, the CIA was sued to force it to revea #ize of
the budget for US espionage. The article below amok
in the May 20, 1997, edition of Portland's largestwspaper,
The Oregonianin Section A-5, National.

Scientists sue to reveal CIA's spy budget

The Federation of American Scientists sued the
Central Intelligence Agency(CIA) on Monday to force
it to reveal one of Washington's worst-kept secrdte
size of the budget for U.S. espionage.

The amount of the "black budget," is hidden inside
false accounts and classified compartments withire t
Pentagon's budget. It has been reported to be a$Hp8t
billion a year, give or take a billion.

The CIA spends about $3 billion a year. The agsncy'
director and the secretary of defense allocate maofst
the rest to military intelligence services suchtes
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National Security Agency(NSA), which conducts elec-
tronic eavesdropping, and the National Reconnatgsan
Office (NRO), which builds spy satellites. [Read details
about the NRO and CIA in the next chapter on "8iste
Organizations of the NSA.)

Intelligence spending is officially a state secretnd
it has been since the CIA was created 50 years Bgo.
the veil of secrecy has slipped somewhat.

The Federation of American Scientists, founded

1945 as a research group concerned with national

security policy, has decoded some of the secretiossc
of the Defense Department's budget where inteliigen
spending is hidden. But the number remains official
classified. [ Some of the findings of the FAS onedfic
topics are examined later in this chapter.]

Although | seriously question the validity of thefarmation
contained therein, the FAS website reveals the ovioilg
details of the NSA budget and staff (which | susppobably
are grossly underestimated because they reallyt downt
the "enemy" to obtain this info and use it agairtkem in
some way).

Budget and Personnel

While the CIA budget is regularly the subject ofbli
reports which are generally rather consistetlie NSA
budget is less frequently subject to press specula-
tion, and published reports vary widelywith some
estimates running as high as $10 billion.A principal

source of confusion is the distinction between NSA

proper and the associated military elements of
Central Security Service (CSS). These service el&sne

have historically been quite expensive, encompgssin

many thousands of personnel at overseas groundbnstat
In fact, the NSA turns out to be not much largeanth
that of CIA, and surprisingly, much more readilysadirn-
able from official public sources.
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The annual R-I and P-I military budget documents
provide total figures for RDT&E and procurement fafl
Defense Agencies, as well as funding for each iddal
agency, except for NSA and the Defense Intelligence
Agency (DIA). Simple arithmetic reveals the totabrf
these two agencies, and since NSA is much largan th
DIA, the bulk of this remainder must be NSA&ontracts
with  NSA are routinely announced by the Defenseaibep
ment, which shyly refers to NSA as the "Maryland-Pr
curement Office."

Unfortunately, there was until recently no "O-1"r fo
the operations and maintenance account, but eadr ye
testimony is given to Congress which displays thgera-
tions and maintenance budget for Defense Agencies.
with the R-1 and P-l, this display provides a tofajure
for all Defense Agencies, as well as funding forctea
individual agency, with a few exceptions. One ofe th
amusing examples of the foolish inconsistency with
which the "secret" budget is publicly discussed the
presentation of the operations and maintenance dbudg
which coyly provides anaggregate figure for intelli-
gence and communications (about $2.8 bhillion).
This includes NSA and DIA, as well as the Defense
Information Systems AgencyDISA), which is included
in the aggregate to avoid revealing the intelligenc
portion of this account (a reticence which does not
extend to the RDT&E and procurement accounts). How-
ever, D1S has no reticence in revealing its anmyara-
tions and maintenance budget (nearly $400 millian)
its annual report. Again simple arithmetic reveatllse
total for DIA and NSA, and the bulk of this remagnd
(about $2 billion) must be NSAlemphasis added].

Remember what | told you about "disinformation"?eTh
previous paragraph is a perfect example of a caontedl
explanation of their funding. Perhaps they didret (which
I never would rule out!), but they have made iteafusing
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that even if it's the truth and you use the "simpléthmetic"
which the FAS recommends, you'll be lucky to arrie¢ a
conclusion anywhere near the actual spending dilf.

By the way, if you are having trouble with all tkee$alpha-
bet soup" abbreviations, there is an exhaustiveergig in
The Puzzle Palace(seven pages) entitted "Acronyms and
Abbreviations," in which Bamford identifies the argzations
pertinent to his study on the NSA, and many havéailde
descriptions, making it a very handy tool.

The FAS website continues on budget and personnel
information:

The operations and maintenance account consists of
spending for contractor services and civilian emp&s
(uniformed service members are funded through the
military personnel account). NSA reportedly has wubo
20,000 employees in Maryland, with a $831.7 million
payroll in 1990. Based on the precedent of othefeixe
Agencies, most (over 90%) of these are civiianthe T
reported 20,000 civilian employees is consistenthwan
operations and maintenance budget of about $2omjlli
as seen by dividing the typical cost of a civiligovern-
ment employee (about $100,000, which is about d&gual
divided between direct pay and purchases of supplie
and contract services). These estimates are also- co
sistent with the approximately 5 million square tfeef
NSA office space at Ft. Meade, somewhat less thHan t
Pentagon, which houses somewhat more than 20,000
personnel. Other published estimates that NSA has
between 38,000 and 52,000 employees clearly also
include the personnel of the Central Security Servi
military components, as well as contractor persbnne
As many as 12,000 of these personnel are housetheat
Friendship Annex at Airport Square near the Baltieno
Washington International Airport.

I'm glad there is an organization, such as the R, is
willing to fearlessly call these entities to accbfor their
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spending and actions—if our Congress won't do ibwebler,
all this fancy dancing footwork—such as "all thespecula-
tions seem like they would be about right," etct¢.-ecould
be avoided if they would just come right out andues a true
budget in black and white, at least to Congressnaf publicly
through the media.

That very thorough article 1 mentioned ifhe Baltimore
Sun, arrived at a decidedly larger amount... $8 billioand
they had this to say in reference to the budgéte@NSA:

An $8 billion effort

Keeping the world wired isn't easy, and it isng¢ap.

NSA listens from a fleet of billion-dollar satedlg and
through an ordinary electrical socket on the wafl @
foreign mission. The eavesdroppers are in the vimga
Embassy Row in Washington and in the bunker at Wésa
Air Base on the northern tip of Japan. They're aboa
that U.S. Navy cruiser steaming through the Mediter
ranean and in the cockpit of the U-2 spy plane abov
the Bosnian landscape.

The price tag for the entire budget network is a&gcr
but it only begins with NSA's annual budget of abou
$3.6 billion [probably inflation since the NSA's pat
of about $2 billion in 1990 (above)]. Those eavepdr
ping satelltes may cost another $3 billion, fronhet
budget of the National Reconnaissance Office. The
Army, Navy and Air Force provide NSA with 30,000 or
so servicemen and women who staff listening posts,
adding about $2 billion.

The total: at least $8 bilion a year for U.S. silgn
intelligence, by the calculation of John Pike, amelii-
gence watcher at the Federation of American Sacisnti
[FAS] and ardent student of the Pentagon's "black"
budget that conceals NSA's spending.

The Sun'special feature also addresses the size and how
it affects the Maryland economy.
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National Security Agency headguarters

n National Business Park tower:
Private office tower leased by NSA
since 1992 for its Technology and
Systems Organization, which buys
and maintains the agency’s
computers and other hardware.

18] Supercomputing facility (under
construction): A $47 million
building to house supercomputers
used to break foreign codes and
sort the intelligence that streams
into the agency.

C] Museum and conference
center: Former Colony 7 Motel —
purchased by NSA to prevent
foreign spies from using the motel
to eavesdrop — houses the
National Cryptologic Museum.

D] Operations complex: The hub

From this 650-acre campus, NSA operates its global eaves
network and designs secure communications systems. In
buildings is the largest concentration of computing pc
mathematicians and linguists in the world.

of NSA’s eavesdropping or signals
intelligence (SIGINT) operations.
The 3-million-square-foot
compound includes four buildings:
the U-shaped original 1957
headquarters; the nine-story 1966
building, dubbed the “SIGINT
Hilton”; and the pair of glass towers
— encased in copper mesh to
prevent leaking electronic signals
from reaching enemy
eavesdroppers — completed in 1984
and 1986.

[ support Activities Building 1:
Administrative offices and storage.

[ F] Military housing: Dormitories
for military intelligence battalions
that provide support for NSA.

E Child Development Center: The

|
largest day-care center i

opened in 1992 with spa
children.

[ Microwave tower: L:
capacity microwave rele
used for government
communications. Likely
used to intercept micro
between foreign officials
York and Washington.

ﬂ St(xPport Activities B
Includes the recently re
NSA archives, holding 1
pages of records.

Bl mformation Security
Headquarters for NSA’s
writing the codes and d
the equipment to make
government communics
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tflobal eavesdropping
systems. Inside these

mputing power,

-care center in the state
1992 with space for 305

‘ave tower: Large-
icrowave relay tower
vernment

ations. Likely has been
ercept microwave links
reign officials in New
Vashington.

t Activities Building 2:
1e recently renovated
7es, holding 11 million
cords.

ition Security complex:
ers for NSA’s other role:
codes and designing
1ent to make sure U.S.
it communications are

not picked up by foreign spies.

K] Microchip plant: Wearing white
spacesuits to prevent dust
contamination, agency employees
craft the microchips that are the
brains of NSA computers. The air
is changed 360 times per hour
inside the “clean room.”

ﬂ Research and Engineering:
This scientific research center
opened in 1988 and includes a
15,000-book library. A site for NSA’s
Secure Distance Learning Network,
a two-way round-the-world video
hookup for technical courses.

[ satelite communtication fleld:
The four huge microwave dishes

serve as the principal downlink site
for information beamed by satellite

A
from NSA’s worldwide field sites.

upport Activities Building 3:
Inclu es 1.6 million data tapes in
tape library. Also includes lockers,
classrooms and armory for NSA’s
police force.

[] support Activities Building 4:
Includes office space and a
warehouse.

ﬂ Systems Processing Center:
Includes the NSA model shop as
well as workshops for plating,
woodworking, welding, metal
working and painting; research
labs; echo-free chambers for
acoustic testing.
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Sprawling complex fuels Md. economy

It is not a nest of spies. It is more like a cifytieem.

The National Security Agency's campus off the Balti
more-Washington Parkway swells with enough spies
every day to populate College Park or Salisbury.

The 7 million square feet of office space at MSA's
headquarters and the outlying locations could 10 U.S.
Capitol buildings. The electricity consumed thereuld
keep the lights glowing in a city of 50,000 peopJelow-
ever, when the city loses its lights, for any ofrgriad of
reasons, you can be guaranteed that the NSA wosé |
theirs'—they have adequate alternate power sourites
place to protect their operation.]

The agency's day-care center is the largest in stage,
with room for 300 children. And the shuttlebus andr-
pool service is the largest on the East Coast.

NSA has its own 400-member police force, television
network, and power plant. . ..

NSA's $930 million Maryland payroll is the largest
the state....

Though some Marylanders confuse NSA with NASA
and few know more than its name, the agency may be
the state's most powerful economic engine.

In 1993, NSA gave Maryland companies 14,000 con-
tracts totaling more than $700 million. . . [notcluding
all the secret projects NSA is subsidizing in otlstates
and around the globe].

"It's a tremendous economic impact,” said James D.
Fielder, deputy secretary of DEED. "Those busirgesse
that work off the contracts have employees andlitiasi
It multiplies.”

And what do its neighbors in the community have day
about NSA? | would describe their attitude as orfe "ean't
live with them—can't live without them!"The Sun included
the following information.
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Officials use subterfuge to get data they need

Anne Arundel County planners sometimes become

so frustrated with NSA's secrecy that they turn thlges
and spy on the spies: They shoot aerial photosgehcy

parking lots in an attempt to estimate the numbkr o
employees. [Remember, | told you about aerial photo

which will appear throughout this chapter.]

"NSA is Anne Arundel County's largest employer,”

say Alexander D. Speer, the county demographer.

Obviously, they are having difficulty with fiscallgmning for
the county when any reliable statistics are topeteand you
have to depend upon the accuracy of the informatiguplied
to you by NSA. That's kind of like asking the foa guard
the hen house. Mr. Speer continues, "It makes usouns
not to know how many people are employed there.didd
get a new business here with 100 employees andk ftis
a great thing, but even [as small as] a 2% droNSA could
blow it out of the water." 1 wouldn't want to bespensible
for maintaining a sound fiscal policy in the countyth a
situation this volatile on my hands. Although, llyr am
amused at their solution. . .turning the tables tbem and
spying on the spies. More power to you!

Before 1 conclude my referencesTibe Baltimore Suiarticle,
1 want to call one more thing to your attentiontheir website
page describing the contents of this special feaamd how
to obtain it, they state: "And you'll learn how N®¥peratives
may practice by eavesdropping on you." | don't Khthat
requires any more comment—it's self-explanatory!

Employment Opportunities at NSA

The NSA has to have an elaborate hiring systemmntplay
such a large number of people, although | wouldeekphem
to have a relatively small turnover—it doesn't sbulike
leaving would be very good for one's health! Théosite calls
them Employment Opportunities and, of course, desldhat
the NSA is an equal opportunity employer and Ct2emship
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is required for all applicants.

The National Security Agency expects to fill a lied
number of full-time positions and student positioms
the following fields:

MATHEMATICS
COMPUTER AND
ELECTRICAL/ELECTRONICS ENGINEERING

COMPUTER SCIENCE
ASIAN, MIDDLE EASTERN, OR SLAVIC LANGUAGE
(EXCEPT RUSSIAN)

| guess they have all the Russians they can user .maybe
they assume that Russia is "over the hill" so peak, and
their needs are not likely to increase. (This wolld a pre-
mature assumption, indeed!)

Have you ever given consideration to how the CIAd &fBI
recruit bright young people into an area of emplegin that
will require them to learn how to "lie, cheat, d$teand Kkill*?
Well, NSA has given its brain-power to that probleend
arrived at an ingenious solution. . .just like dmy else you
want to indoctrinate into adolescentgpu start them young!
I'l bet they would sure know how to put all thoseeaky little
juvenile hackers to good use. Let's face it—if thase smart,
they'd rather have the hackers on their side than tbe
outside hacking in to everything they are working $ard
to keep secret. The Employment Opportunities HLuallealso
states: "In addition CLERICAL, COMPUTER, ANALYTICAND
ACCOUNTING positions are available to locdligh, school
studentghrough theHigh School Work Study Program."

Following are copies of the website pages, whichhave
highlighted.
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Mathema&ical
clences
HD rogram

Mathematics and NSA: A Long Term Parfnership ...

Granty Information
Sabbatical Information

9 Back fo the NSA Home Page

MATHEMATICAL SCIENCES PROGRAM
Grants for Research in Mathemslics and Cryptology
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Full-time positions are listed asMathematicians(virtually
every mathematics discipline finds some applicatiath the
NSA, primarily in cryptography and cryptanalysi§pmputer
and Electrical/Electronics Engineers, Computer Bists,
and Language Specialists. They offer a better theerage
benefits package, and they tell you about the egijin
process.

Employment Programs for College Students—Fhey
offer a "limited number" of opportunities to "eawhile you
learn™ through theCooperative Education (Co-op) Program.
They tell you the eligibility requirements, the béts package,
and the application process.

Summer Employment Work Program—Students work
full time during the summer following their juniorear, in
some form of electronics, computers, mathematicsspeci-
fied foreign languages. They tell you the eligilyilirequire-
ments, the benefits package, and the applicatiocess.

Director's Summer Program—A 12-week summer
workshop program for outstanding college mathersatic
students. They tell you the eligibility requiremgntthe
benefits package, and the application process.

The Undergraduate Training Program (UTP)}—A unique
opportunity for a select few of the nation's finkéggh school
students. They tell you the eligibility requiremgntthe
benefits package, and the application process.

Employment Programs for High School Students—
The High School Work Study Prograamd the Gifted and
Talented Progranoffer excellent opportunities for high school
students. They tell you about eligibility requiramee benefits
packages, and application processes.

Next, they get into their opportunities for the "te-
matical $ciences Program—Mathematics and NSA: Ag:on
Term Partnership... " (That is an exact quote! #&sgusince
they are spending our $$$ they can afford to getore.)

In addition to the research and development conggani
the NSA is surreptitiously supporting, they offer Grant
program for research in mathematics and cryptol®ge.
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website pages introduce you to the program, tell WSA's
areas of interest, selection criteria, technicalaleation,
disclosure of information, who may submit, whenstadomit,
where to submit. The Four Funding Categories atg:The
Young Investigator's Grant; (2) The Standard Gr#8}; The
Senior Investigator's Grant; and (4) ConferencesykRahops,
and Special Situations. Then they tell you whatstdomit,
information on joint submissions, and grant adntiaison.
The next program is theNSA Mathematical Sabbatical
Program. It gives a general introduction, then answers these
questions: "Just what is the NSA? What is the NSAthm
environment like? Will | still be able to publishymwork?
[Answer: Publishing is important to all serious henati-
cians. NSA provides ample opportunity to inform yaon-
temporaries of your work. The in-house publicati@rypto-
logic Quarterly,is one such forum. Because of the nature of
the work, howeverpublications outside the NSA community
must be cleared through our public information a#fi This is
also true after you leave our empldyyt only for work directly
related to your research at NSA. And of course, @agsified
techniques you are involved with cannot be repdrtétbw
long do NSA sabbaticals last? What kind of comptoisa
can | expect? How are sabbatical applicants scd&emtow
do | apply?"

NSA Employee Handbook

Of course, what good is a good employee withoutoadg
employee handbook? The NSA apparently has a guiene
sive manual, but the following is first and forernwsit.

Security Guidelines

This handbook is designed to introduce you to some
of the basic security principles and proceduresh wit
which all NSA employees must comply. It highlights
some of your security responsibilities, and proside
guidelines for answering questions you may be asked
concerning your association with this Agency. Alidjo
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you will be busy during the forthcoming weeks laagn
your job, meeting co-workers, and becoming accustbm
to a new work environment, you are urged to become
familiar with the security information contained itnis
handbook. Please note that a listing of telephonan-n
bers is provided at the end of this handbook shoydd
have any questons or concerns.

Introduction

In joining NSA you have been given an opportunity
to participate in the activities obne of the most impor-
tant intelligence organizationsof the United States Govern-
ment. At the same time, you have also assumed st tru
which carries with it a most important individuakspon-
sibility—the safeguarding of sensitive informatiowital
to the security of our nation.

While it is impossible to estimate in actual ddllaand
cents the value of the work being conducted by this
Agency, the information to which you will have asse
at NSA is without question critically important teohe
defense of the United States. Since this informatimay
be useful only if it is kept secret, it requiresvary special
measure of protection. The specific nature of tipso-
tection is set forth in various Agency security ulagjons
and directives. The total NSA Security Program, Hhow
ever, extends beyond these regulations. is based upon
the concept that security begins as a state of .mifitk
program is designed to develop an appreciation loé t
need to protect information vital to the nationa¢fahse,
and to foster the development of a level of awassne
which will make security more than routine compdan
with regulations.

At times, security practices and procedures cause
personal inconvenience. They take time and effond a
on occasion may make it necessary for you vtduntarily
forego some of your usual personal perogatiBes.your
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compensation for the inconvenience is the knowledge
that the work you are accomplishing at NSA, within
framework of sound security practices, contributes
significantly to the defense and continued secuwty the
United States of America. [He might just as welbhnst
up and wave the flag!]

| extend to you my very best wishes as you entesnup
your chosen career or assignment with NSA.

Philip T. Pease
Director of Security

INITIAL SECURITY RESPONSIBILITIES
Anonymity

Perhaps one of the first security practices withictvh
new NSA personnel should become acquainted is the
practice of anonymity.In an open society such as ours,
this practice is necessary because information hwhis
generally available to the public is available aldo
hostile intelligence. Therefore, the Agency mission is best
accomplished apart from public attention. Basically
anonymity means that NSA personnel are encouragsed n
to draw attention to themselves nor to their assian
with this Agency. NSA Personnel are also cautioned
neither to confirm nor deny any specific questicasout
NSA activities directed to them by individuals raffiliated
with the Agency.

The ramifications of the practice of anonymity are
rather far reaching, and its success depends on the
cooperation of all Agency personnel. Described welo
you will find some examples of situations that yooay
encounter concerning your employment and how you
should cope with them. Beyond the situations citgdur
judgment and discretion will become the deciding
factors in how you respond to questions about your
employment.
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Answering Questions About Your Employment

Certainly, you may tell your family and friends tha
you are employed at or assigned to the Nationalur@gc
Agency. There is no valid reason to deny them this
information. However, you may not disclose to themy
information concerning specific aspects of the Ayen
mission, activities, and organization. You shoultboaask
them not to publicize your association with NSA.h§T
secrecy begins!]

Should strangers or casual acquaintances question
you about your place of employment, an appropriate
reply would be that you work for the Department of
Defense. If questioned further as to where you are
employed within the Department of Defense, you may
reply, "NSA." When you inform someone that you work
for NSA (or the Department of Defense) you may ekpe

that the next question will be "What do you do?"idt
a good idea to anticipate this question atad formulate
an appropriate answer [in other words, plan your lie
in advance!]. Do not act mysteriously about your pkay

ment, as that would only succeed in drawing more

attention to yourself. [Emphasis added.]

Naturally, this is only one part of the Employee ndhook
and is not an exhaustive description of the cowgperations
and training required. In fact, they are told tadst it carefully,
as the security is explained in greater detail hierton in the
Handbook.

NSA Operations Division

The "Federation of American Scientists (FAS)," dolwced
earlier in this chapter, seems to have appointesklfitthe
watchdog over NSA and its affiliates. This is thamg group
that is trying to get the intelligence budgets jmipl revealed.
On their website location, they have some very gaotbr-
mation on a wide array of subjects pertaining te tNSA.
I will be referring to pertinent items, but willfieish reduced
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copies of the entire sheets for your perusal, legg with
this title, "Operations."

The SIGINT or foreign intelligence mission of NSAGS
involves the interception, processing, analysig] dissemina-
tion of information derived from foreign electricabmmuni-
cations and other signals. SIGINT itself is compbsé three
elements: Communications Intelligence (COMINT), ided
from the interception and analysis of foreign comioations;
Electronics Intelligence (ELINT), technical and aligence
information derived from electromagnetic radiationsuch
as radars; Telemetry Intelligence (TELINT), teclahicand
intelligence information derived from the interdept proc-
essing, and analysis of foreign telemetry.

1 find it almost amusing that these scientistsestaat: "All
requirements levied on NSA must be for foreign lligence.
Yet, the precise definition of foreign intelligentse unclear"
[emphasis added]. In the same paragraph they StS8A
limits its collection of intelligence to foreign womunications
and confines its activities to communications linkaving
at least one foreign terminaNevertheless, this is based upon
an internal regulationand isnot supported by law or executive
branch directive. Although NSA limits itself to collecting
communications with at least one foreign terminalmay
still pick up communications between two Americarigen
international communications are involved. . . .\\eer
NSA chooses particular circuits or 'links' known ¢arry
foreign communications... it collectall transmissions that
go over those circuits. Given current technologjye only
way for NSA to prevent the processing of communica-
tions of CIS citizens would be to control the seléon,
analysis, or dissemination phases of the process"
[emphasis added].

In case you had any remaining doubts, they shoaldlib-
pelled by now. . .they readily admit above that thay the
current technology operate®N\SA would have to set up
special parameters in its software programsin order to
prevent eavesdropping on CIS Citizend-dowever, neither
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should this information surprise you, since we ussed
earlier in this chapter how they practice and hthregr skills
by spying on individuals, via the phone lines (avitatever
other devices they are using these days which tdrailsra
top secret).

The FAS prepared these many papers on the NSAéor t
Intelligence Reform Projecnd theProject on Government
Secrecy.

Organization and Functions of the NSA

The FAS has addressed the subject of "Organizatiah
Functions" of the MAS on their website. Remembgyou
want to pull this stuff off at full size, it's aleadily available
on the Internet.

This eight-page paper delves deeper in the relshipn
between the intelligence communities and divisiohNSA.
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I'll just touch on the highlights.

"COMINT [one of the three SIGINT divisions] is teatbal
and intelligence information derived from foreignonemuni-
cation by other than the intended recipients Intercept and
processing of press, propaganda and other publ@adoasts,
except for processing encrypted Ohidden meaning" passages
in such broadcasts; oral and wire interceptions daooted
under DoD Directive 5200.24; or censorship."

Next, a lengthy analysis is given on the Centralcuiey
Service, which we have proven previously in thisagter to
be operating under the auspices of the NSA, whetliszctly
or indirectly. This FAS paper describes the CSS gmments,
as well as NSA's Directorates and Groups.

Unlike other intelligence organizations such as CIA
or DIA, NSA s particularly reticent concerning its
internal organizational structure. The following sdep-
tion is based on the best available current inféiona

The best comprehensive treatments of NSA's organiza

tion are found in Jeffrey Richelson®he U.S. Intelligence
Community (Ballinger, Cambridge, 1989) and James
Bamford's The Puzzle Palace(Houghton Mifflin  Company,
New York, 1982). [Author's note: | wholeheartedlyncur
with their conclusion on these two books—I haveeady
used and praised and recommendébe Puzzle Palace,
and now | would like to encourage you to get a cady
The U.S. Intelligence Communitas well. This publication
contains many excellent "organizational charts" ohhi
really simplify getting a mental image of how these
intelligence-gathering groups are connected in theb."
I am including the one on the NSA in this chaptand
a number of them in the next chapter on Sister zga
tions.] It was reported (Bill Gertz, "Electronic pg
Reoriented at NSA,"The Washington Times27 January

1992) that the A Group had been expanded to include

all of Europe, in addition to Eastern Europe anck th
USSR, and that the B Group, focused on Communist
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Asia, had been combined with the G Group, collectin
against the rest of the world. The most detailedigimt
into NSA organization is found in thé&SA Employee's
Security Manual, posted on the Internet on 6 April
1994 (grady@netcom.com in igc:alt.pol.org.ns), whic
provided building locations for the security officeof
each of the groups, among other interesting tidbits
Additional information, primarily related to infortion
security developments, is reported in the computade
press, such as "More Changes at NSRgderal Computer
Week22 August 1994, p. 4.

We are informed further that NSA is organized infive
Directorates [although there are six shown in theaoiza-
tional chart included above]: Operations DirecteraflTechnol-
ogy and Systems Directorate, Information Systemscuigg
Directorate, Plans, Policy, and Programs Direcéyratand
Support Services Directorate. A brief descriptioh what they
do and to whom they report is included. Then theSFgives
definitions of all those "Groups" mentioned abowdpng with
a paragraph on the function of each. 1 will just Ithem for
you below.

A Group — Former Soviet Bloc

B Group — Asia

C Group — Policy & Resources (??) [Note: question marks are
the FAS', not the author's.]

D Group — Director

E Group — Contract Support (?)

F Group — (no group with this designation has been
identified)

G Group — Operations (?) / All Others (?)

H Group — (no group with this designation has been
identified)

| Group — Information Security Programs

J Group — Legislative Affairs

K Group — Operations Research (?)
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L Group — Logistics

M Group — Administration

N Group — Programs

O Group — no group with this designation has been
identified)

P Group — Production

Q Group — Plans & Policy

R Group — Research & Engineering

S Group — Standards & Evaluation

T Group — Telecommunications

Cl Group — General Counsel

V Group — Network Security (?)

W Group — Space

X Group — Special Access Systems (??7?) (The function and
designation of this Group is undetermined.)

Y Group — ??? (The function and designation of this Group

is undetermined.)

Z Group — (no group with this designation has been

identified)

Of course, there's just an off chance that my gvesus-

picious nature makes me say this, but Il just ble¢ ones
they fail to identify (F, H, O, Y, and Z) are thaes that would
interest us most. . .and very well may affect usstincAnd

would you care to speculate on what goes on In Xh&roup,
titted "Special Access Systems," for which the FASuld not
obtain information?

NSA Facilities and the Trojan Spirit

The FAS has given a good oversight of the manylifigsi
and locations of the NSA. . . both the headquartats Ft.
Meade, as well as the other divisions. In this afledave
included many photos/mapsl/illustrations to aid you getting
a mental picture of the layout.

In addition to the general details, they have idelli an
enlightening description of businesses sponsored N$A,
such as Laboratory for Physical Sciences, Collegk,MD,



THE BIGGEST SECRET IN THE WORLD — THE NSA 119

Supercomputer Research Center, Bowie, MD, and Ee®s
(which was an NSA company) and a chart revealimgrifiture
and number of E-Systems' supercomputers (see mk bno
supercomputers). E-Systems was founded by NSA but i
now owned by Raytheon Corp. In the same report fireyide
another chart with this caption: "Gunter Ahrendtist of the
World's Most Powerful Computing Sitssows the NSA at Fort
Meade as the world's second most powerful superatenp
1 suspect that if you included the supercomputérallotheir
affiliates around the globe, they likely are nodenin second
place.

"The National Security Agency operatesglabal network
of ground stations for thenterception of civil and military
satellite communications traffic" [emphasis addethey are
located at: Bad Aibling, Kasserne, Germany; Menwithil,
Harrogate, UK; Misawa Air Base, Misawa, Japan; Rasm
Communications Research Station, Rosman, NC; SGgave
Naval Communications Facility, Sugar Grove, WV; ¥a&
Research Station, Yakima, WA. "Additional COMSATtertept
activities are conducted at Geraldton, Australiad eéBude,
Cornwall, UK,... [as well as] facilities at Pine GaAustralia
and Buckley Air National Guard Base, Colorado." Have
included some maps and photos of the Pine Gap tope)a

There is one last point that | want to call to yattention.
"The CBOF incorporates tactical and strategic uhitsugh
TROJAN and other satellite networks... TROJAN SPIRI
supports split-based connectivity between CONUStas
processing and production centers and forward-geplo
forces.” As in so many other examples of their nociegure,
they have selected occultic, mystical, mythological al,
names for their activities.

"Trojan" may prove to be an apt name for projedtshe
NSA. Here is a definition (first), followed by sonm@&ormation
from Grolier's Encyclopedia.

Trojan Horse A huge wooden horse left behind on the
beach by the Greeks, who harétended to give up the
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FACILITIES

Most NSA employees, both civilian and military, dreadquartered at Fort George G. Meade, MD. The
rest of the workforce is scattered at CONUS andrseas field locations. NSA is one of the largest
employers in the state of Maryland. Its workforepresents an unusual combination of occupational
specialties including engineers, physicists, mattaians, linguists, computer scientists.

NSA reportedly has about 20,000 employees in Madjlavith a $831.7 million payroll in 1990 (1). This
estimate is consistent with the approximately Slioml square feet of NSA office space at Ft. Meade,
somewhat less than the Pentagon, which houses dwmhewore than 20,000 personnel. Other published
estimates that NSA has between 38,000 and 52,0Gfogees clearly also include the personnel of the
Central Security Service military components, ai agcontractor personnel (2).

NSAFACILITIES FOCUS PLAN - 1989 (3)

NSA conducted the most significant upgrade of NSfawilities in its history, based on a blueprirtet
Facilities Focus Plan, prepared and approved im19®e 1989 Facilities Focus Plan provided for the
upgrading of over 2.5 million square feet of spaoe will involved the movement of over one-halftbé
NSA work force. When completed, NSA will have ackeie a long-sought goal of a minimum of 70
square feet of office space per person across NSA.

In 199] alone, NSA added over one million squaret fef new space to the NSA inventory by opening
the new REE Building, the SPL state-of-the-art wedectronics Production Facility, the System
Processing Center, and the Columbia Annex. Thesditiss were occupied by thousands of NSA
employees. In addition, the total renovation of theadquarters Building was 60 percent complete and
the offices were partially re-occupied, providingnw space for another 1,000-plus employees. As NSA
moved people into these new spaces, the areas I¢hee were fully renovated and other employees
moved into expanded spaces, (a process NSA calledotmpression”). In 1992 NSA completed the
renovation of SAB | for parts of ISL and begin trenovations of FANX 2 for the National Cryptologic
School and FANX 3 for another key component.

In addition to executing the Facilities Focus Plarany other major facilities projects are under veay
have been completed. The Twin Towers Utility Upgradn the Headquarters Building provided
improved air conditioning for people and equipmeHhe 3,000-tonChiller Plant constructed in front of
the Headquarters Building provided much-neededimgdior OPS | occupants. The Chiller Plant's Main
Distribution Loop delivers over 430,000 gallonsdffiled water per hour to OPS 1. This project reegli
over 200 helicopter airlifts to put equipment iage on the OPS 1 Building. The Road Improvements
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Project provided a much-needed upgrade to the roadvork throughout the NSA Headquarters
complex, The replacement of the 16-year-old Uniofgled Power Systems protected NSA's most
critical mission operations. The OPS | Sprinklerojeect met the latest fire/safety codes. Extensive
asbestos removal was conducted in OPS | and thelddegers Building to provide an asbestos-free
environment for NSA employees.

Upgrades in 1991 and 1992 included the installabbradditional landscaping and efforts to repaint a
clean up the corridors prior to President Bushsst v 1991, along with the addition of a marblgrgiost

at the intersection of Route 32 and Canine Road, the redecorating of the OPS 2B lobby — all of
which were intended to “create a dignified and @ssfonal look,” at NSA. But some work spaces
remained overcrowded and unattractive (with sonfecesf working under such crowded conditions that
everyone in each row must interrupt their work toven each time a teammate enters or exits the aisle)
Work space requirements and safety regulations mareomplied with.

NSA DRAWDOWN PLAN - 1992 (4)

In 1991 NSA planners anticipated possible persomamel Operations and Maintenance budget cuts, and
began planning for reduced lease, utility, andlifgcsupport costs commensurate with projected letidg
reductions. The NSA Drawdown Plan was approved hgy Eritical Issues Group (the current Board of
Directors) in January 1992, briefed to and approbgdDIRNSA in February 1992, and presented to and
approved by several Congressional staffs in Magd921

The Plan's strategy focused on the reduction o¢ mésed buildings. This would not only decrease re
and utility costs, but also such facility suppodsts as security, grounds, maintenance, bus semviaé
runs, and local travel time.

Another major goal of the plan is to accommodate 1992 NSA agency restructure by consolidating
several key components into fewer buildings, briggmany of the elements in closer proximity to NSA
Headquarters at Ft. Meade and enhancing the eftigi®f SIGINT resources and support services. The
Technology and Systems Organization will be house#lBP 1, R&E, and CANX; Operations elements
are to be consolidated at the Ft. Meade complexer@é Support Services elements will be relocated t
the OPS 3 and APS 20 buildings, and the Informa8gsatems Security Organization will be consolidated
in FANX 3 and OPS 3.

Over the course of the four year implementatiore rawdown Plan will affect 21 NSA-owned or
leased buildings — over 1.2 million square feetl Wwé involved — and 506 organizations, ranging frifn

to 200 people will be moved. The plan compromisewenthan 1,700 activities, ranging from building
designs and construction to furniture and commuinioa installation to the actual organizational ®®v
The plan is further complicated by over 3,000 camsts, or dependent activities. Constraints are
activities that must precede or succeed one anofftegrefore, if one activity is delayed, it can alel
another activity, which in turn delays two moreidtes, which in turn delay several more activitieand

so on and so on... These constraints, combined thithlarge volume of work to be accomplished, are
what make this plan so complex.

From the beginning, the Drawdown Plan assumed ameagive schedule. However, since the original
plan was devised, two major changes occurred.

The first involved a key aspect of the plan, thasieg of NBP 1. Prior to the 1992 NSA reorganizatio
the building had been completely designed for isvroccupants, the majority of whom were coming
directly from the OPS 1, OPS 2B, and APS 20 bugdiRlowever, as a result of the Agency
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reorganization, the slated occupants of the bujldiompletely changed; elements from throughout NSA
were scheduled to move to NBP I, home of the newhiielogy and Systems Organization This meant
that the floor plans, seating arrangements, comecatiphs systems, etc, had to be readjusted. The
Drawdown team was able to rectify the situatiorhwio delay to the already tight schedule.

The second major alteration involved the relocatioh the Naval Security Croup (NSC) from its

Nebraska Avenue headquarters to OPS 3, a direatt res the Federal Base Closure Act. Prior to the
decision to relocate NSG, FANX 3 was scheduled ¢oréhabbed, floor by floor, over the course of 3
years. However, because DDI personnel must vadet# OPS 3 spaces to make room for the 1995
arrival of NSG, the rehab of FANX 3, DDI's new hgmewust be completed in 18 months. This
aggressive schedule requires that the entire FANMUiBling be empty during the rehab. The Drawdown
Plan had to be altered to allow for temporary rédenof ITB and indefinite retention of APS 20 to

accommodate the FANX 3 personnel. This major remisiid not lengthen the original 4-year Drawdown
schedule

The NSA Drawdown Plan includes the termination eéses for FANX 1, APS 8, and APS 9; the

complete renovation and occupancy of FANX 2; thesodidation of the National Cryptologic School in

FANX 2; the consolidation of the Operations Orgatian in the Headquarters complex; and the transfer
of all personnel from FANX 3 in preparation of thmiilding rehab, with scheduled completion by

mid-1995.

Equally significant is the complete interior comstion and occupancy of NBP 1 When leased in 1992,
NBP 1 was essentially a "hollow building." Crewsdha construct everything from floors and ceilirgs
heating and air conditioning systems to commurnealines and sprinkler systems to walls and furaitu

By late 1996, the plan's scheduled completion dd@®A will fully reoccupy the newly renovated FANX
3 and termination of leases for Parkway Center, APAPS 10, APS 11, APS 13, and the International
Tower Building.

The implementation of the NSA Space Drawdown Plaguired the combined efforts of many
organizations — the Support Services Organization design, construction, maintenance, custodial,
transportation, furnishings, and security operagothe Army Corps of Engineers for project lease
management; the Technology and Systems Organizddoncommunications fit-up and support, the
Plans, Policy, and Programs Organization for fi@n@rogramming and budgeting.

Focusing on quality customer support, the SpacevBoavn Plan tries to minimize the inconvenience to
NSA personnel as much as possible. Other than ithe tequired to pack and unpack, moves are
completed overnight, with minimal office downtime hdhever possible, customers may retain their
telephone numbers at their new location And, algiowouble (and sometimes triple) moves are
occasionally necessary, the team takes great painso "hopscotch” their customers all over the Age
The NSA Space Drawdown Plan is a team effort, raggithe coordination of many different Agency
elements, which continued until the final move wampleted in late 1996.

FORT GEORGE G. MEADE
Ft. Meade, Maryland

Fort Meade's mission is to provide a wide rangesgpport to 56 tenant organizations from all four
services and to several federal agencies. Majantennits include the National Security Agency (NSA
the US Army Intelligence and Security Command, Maval Security Group Activity, and the 694th
Intelligence Wing (US Air Force).
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Fort George G. Meade, Maryland, is an Army instafa dedicated to providing support to servicemen,
women, DoD civilians and their families. Locateddmay between the cities of Baltimore, Washington,
DC, and Annapolis, near the communities of Odentaayrel and Columbia, The installation lies four
miles east of Interstate 95 and one-half mile eaftthe Baltimore-Washington Parkway between
Maryland State Routes 175 and 198. Fort Meade imehto approximately 9,200 military personnel as
well as 29,000 civilian employees. Approximatel\b0Q family members reside on post. The economic
impact of Fort Meade to local civilian communitiess approximately $2 billion annually. This reachbs
community in the form of $300 million in militaryagroll, $1.2 billion in civilian payroll, and negri$500
million in contracts. Virtually a city in itself, dft Meade has 65 miles of paved roads, and 28 moifes
secondary roads and 1,670 buildings. There is aldoank, modern exchange mall, credit union, post
office, hospital, chapels and many other facilities

Fort George G. Meade became an Army installatiori947. Authorized by an Act of Congress in May
1917, it was one of 16 cantonments built for troapafted for the war with the Central Powers in
Europe. The present Maryland site was selecteduoe 23, 1917. Actual construction began in Julye Th

first contingent of troops arrived here that Sefitem The post was originally named Camp Meade for
Major General George Gordon Meade, whose defensikgtegy at the Battle of Gettysburg proved a
major factor in turning the tide of the Civil Wan favor of the North. During World War I, more than

100,000 men passed through Fort Meade, a trainitey fer three infantry divisions, three training

battalions and one depot brigade.

In 1928, when the post was renamed Fort Leonard d\V&ennsylvanians registered such a large protest
that the installation was permanently named ForbrGe G. Meade on 5 March 1929. This action was
largely the result of a rider attached to the Rag@lrmy Appropriation Act by a member of the Housfe
Representatives from the Keystone State. Fort Mdm@ame a training center during World War II. Its
ranges and other facilities were used by more @M units and approximately 3,500,000 men between
1942 and 1946. The wartime peak-military personfiglre at Fort Meade was reached in March,
1945-70,000. With the conclusion of World War llorE Meade reverted to routine peacetime activities,
but later returned to build-up status. Many crisesluding Korea, West Berlin and Cuba, along with
Vietnam-related problems, were to come.

One key post-World War Il event at Fort Meade whe transfer of the Second US Army Headquarters
from Baltimore, on 15 June 1947. This transfer btduan acceleration of post activity because Second
Army Headquarters exercised command over Army uthiteughout a then seven state area. A second
important development occurred on 1 January 19@temwthe Second US Army merged with the First
US Army, The consolidated headquarters moved froont Bay, NY, to Fort Meade to administer
activities of Army installations in a 15-state area

In August 1990, Fort Meade began processing ArmgeRe and National Guard units from several
states for the presidential call-up in support gfe€@tion Desert Shield. In addition to processirgsdRve
and National Guard units, Fort Meade sent two actilty units-the 85th Medical Battalion and the
519th Military Police Battalion-to Saudi Arabia. lall, approximately 2,700 personnel from 42 units
deployed from Fort Meade during Operation Desei¢l8Desert Storm.

The National Security Agency was established bysigemtial directive on 4 November 1952. In 1957
NSA consolidated its headquarters operations at B®orge G. Meade, Maryland. Its headquarters
complex at Fort Meade is dominated by two high-hsgldings completed in 1986 and dedicated by then
President Ronald Reagan in a special ceremony.cohglex includes an operations building, a technica
library and other facilities which house logistarsd support activities. NSA is supported by elemeiit
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the Army, Navy, Marines and Air Force, whose officend enlisted personnel constitute approximately
20 percent of the agency work force. The remairater civilians who are permanently assigned and who
reside in the Baltimore/Washington area.

A large number of the agency's semi-skilled andicdé employees have been drawn from the local.area
NSA has developed special educational programgomunction with local high schools, to help prepar
students for employment with the agency. NSA wonkith US employment offices and civic groups in
the area to promote employment of the handicap@dduates coming from high schools and college
campuses may move into one of three broadly defprefessional occupational areas. Some speciatize i
cryptology (making and testing US codes and ciphesthers become specialists in the data-processing
fields, and the remainder (especially mathematgiatientists and engineers) will work in reseaacid
development.

NSA has always placed great emphasis on the trpiaimd development of its people. The establishment
of the National Cryptologic School as a separatfegsional structure is a true symbol of this comce
and represents further enhancement of the ageabtgady extensive training activities. Additionalihe
agency has a number of educational programs-bottergraduate and graduate-established with the
Johns Hopkins University, American University, Gg®rWashington University, University of Maryland
and Catholic University, as well as its own specialirses. Also a number of NSA professional persbnn
teach part time at these local universities.

Gunter Ahrendt's List of the World's Most Powerfddbmputing Sites shows the NSA at Fort Meade as
the world's second most powerful supercomputers Tikting ranks sites according to ratings whiche"a
ratios to a Cray Y-MP1 based on NASA NPB BT Sizébénchmark reports. Figures prefixed '~' denote
approximations usually based on comparable progrdigures suffixed '?' denote relative guesses dase
on Intel Paragon peak Gflops ratios."

Number ECompu ter Type Total Y-MP1 {Each Y-MP1

[nstalled : equivalents iequivalent

1 [Cray T3D MC1024-8 220.16 344@16cpus
4 iCray C916/161024 183.04 286 @ 1 cpu

5 [Cray J916/161024 528 10.66 @ 1 cpu

q TMC CM-5/256-128 224 2.80 @ 32 cpus )
6 Cray Y-MPSE/81024 48 1.00 @ 1 cpu N
1 Cray T94/4128 16.4 410@1cpu

1 " sre Terasys ~9 -

1 |Cray 3/SSS [+3Q95] 179.73 2

FRIENDSHIP ANNEX
Airport Squares
Linthicum, Maryland

(5) As part of the effort to provide improved fatidls, reduce fragmented operations, and "decorspres
the work force, the FANX 2 and FANX 3 Buildings wmdent complete renovations, with FANX 2
housing the National Cryptologic Training Facil@MCS), and FANX 3 serving as the second campus for
the Information Systems Security Organization. MIFOSEC resources in the Parkway Center and
Airport Square Buildings 10, 11, and 20, as welelect elements from OPS 3, were consolidated with
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existing INFOSEC elements at FANX 3, and all nofr=@®SEC elements were relocated either within the
Airport Square Complex or back to Fort Meade.

Renovations on the two-story FANX 2 Building werempleted in the second quarter of FY94. As well
as meeting all Federal accessibility standardpravided the NCS with 100 classrooms of differeiaes;
space for nonsecure training; space for a satethi@ing/video center; and a 300-seat auditoridstate

of the art thermal ice storage system to supply cainditioning, raised floor throughout, a sprinkler
system, a central fire alarm system, a public axfdreystem, and 20 transport rooms to enhance
communications distribution were also provided.

The FANX 3 design was completed in October 1993ndfroiction began in January 1994 with planned
completion in July 1996. Final move-in of INFOSEE€rgonnel will take place in January 1997. FANX 3
renovations include an ice storage HVAC systemmary power, and energy efficient modular lighting.
In addition, FANX 3 will be equipped with a higheidire detection and prevention system, new elesato
select TEMPEST protection, and an emergency georerat

INFOSEC will occupy all operational space in FANXw&h the exception of the utility infrastructureda
support services on the first floor. While all soppservices will remain, several will be moved to
accommodate utility expansion and installation e Confirm System in the inner lobby. A joint Faigb
Engineering/Corps of Engineers/INFOSEC FANX 3 desand construction center has been opened in
Room B1119E of FANX 3.

As many as 12,000 NSA personnel are housed in llomisquare feet of leased space at the Friendship
Annex at Airport Square Technology Park and IndaktiPark near the Baltimore Washington
International airport (6). The Friendship Annex dennected to Ft. Meade and other Washington area
facilities through the Washington Area Wideband t8ys (WAWS), a coaxial cable network established
in the mid-1970s.

NATIONAL BUSINESS PARK
Ft. Meade, Maryland

An additional 240,000 square feet of office spacelaased at the National Business Park, acros8\ttie
Parkway from the main facility at Ft. Meade (7).

LABORATORY FOR PHYSICAL SCIENCES
University of Maryland
College Park, MD

NSA work in the design and development of speaalizhips for national security uses is supportediby
recently opened Laboratory for Physical Sciencefling at the University of Marylanat College Park.
This laboratory conducts research on a range ofeg® of interest to NSA, including optical
communications and computer networks (8).

SUPERCOMPUTER RESEARCH CENTER
Bowie, MD

NSA sponsors the Supercomputer Research CenteroimieB Maryland, which includes government,
academics and industry in an effort to benefisaditors from its research activities (8).
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E-Systems
Dallas, TX

Gunter Ahrendt's List of the World's Most Powerfdbmputing Sites shows E-Systems in Dallas TX
(formerly listed as "NSA") as the third most powsgrkite. This listing ranks sites according to mgs
which "are ratios to a Cray Y-MP1 based on NASA NBB Size A benchmark reports. Figures prefixed
'~' denote approximations usually based on compargbograms, figures suffixed '?' denote relative
guesses based on Intel Paragon peak Gflops ratios."

As of 10 July 1995 the third ranked facility wastdid as E-Systems,Dallas, Texas, with

Total Y-MP] Each Y-MP1
Computer Type . .
equivalents equivalent
Cray C916/16512 366.08 2.86 @ | cpu
Cray J916/16512 95.04 0.66 @ I cpu

This listing is compiled based in part on informati provided in confidence or anonymously. The Dalla
entry was based on information supplied by an idd& who indicated that during the summer of 1994
the NSA advertised employment opportunities a Ballmewspaper, with the advertisement noting that a
certain number of Cray C916's were being installed aaDallas site, with a planned increase in 1995 the
current number. As this listing is widely publicize on the internet, reader feedback usually corrects
erroneous entries, and thus far this listing hast heen disputed. In addition, the total number ofayC
C916's in the world (all of which are included inisthlisting) is consistent with published productioof
this computer by inclusion of the computers atDadlas facility.

E-Systems has two facilities in the Dallas vicinife-Systems, Inc. Form 10-K, For the Fiscal Yearddth

December 31, 1994, Securities and Exchange ConunissiFile Number 1-5237). Buildings at the
Greenville TX facilty cover 2.936,000 square feetyith activities including offices, engineering, search

and development, production: airborne electronic steys installation, and aircraft overhaul and
maintenance. The Garland TX facilty has 1,407,008quare feet of building, including offices,
engineering, research and development, producticecilities; radiation laboratory, electronic compote

high powered transmitters, and radar antennas @ed products.

It would seem that the NSA Crays are at one or tther site, most likely the Greenville site, which

would seem to be the S1GINT side of the companyrld¢@@d appears to be the defense electronics (ie non
SIGINT) side of the company, and thus the Crays amet at Greenville.) However, the 10-K form also

lists: "Other Properties" with a total of 1,243,008quare feet, including offices, production and alep

maintenance of electronic, equipment and systemsis Tincludes approximately 899,000 square feet at
various locations owned by the United States Gowenmt and operated by the Company, These would
appear to be depot maintenance for RIVET JOINT aotther airborne SIGINT systems, but it cannot be
excluded that this also includes some unacknowktdgeSA facilty where all the Crays have been
stashed (such as perhaps the overly large Fedeildirig) in downtown Dallas??).

REGIONAL SIGINT OPERATIONS CENTERS / SATELLITE INTRCEPT OPERATIONS

Army national SIGINT responsibilities include maeagent of the creation and operation of the Regional
SIGINT Operations Centers (RSOC) at Fort Gordon, B#d Aibling Station, Germany, and Menwith
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Hill Station, England, as well as continued Armypgart to the National Security Agency (NSA) and its
worldwide mission stations (10). Other RSOC loaadidnclude the Lackland Air Force Base Training
Annex, in San Antonio, Texas, which supports Sauth@ommand, and Pacific Command support from
Kunia on Oahu, Hawaii.

The National Security Agency operates a global ndtwof ground stations for the interception of Eivi
and military satellite communications traffic (11).

Bad Aibling Kasserne, Germany, conducts satelltenmunications interception activities, and is a#so
downlink station for geostationary SIGINT sateHite

Menwith Hill, located 13 kilometers west of Harrega UK, collects against Russian satellite
communications under Project MOONPENNY, and is asdownlink station for geostationary SIGINT
satellites.

Misawa Air Base, Misawa, Japan, satellite commuioea intercept activities include collecting agsin
Russian Molniya, Raduga and Gorizont systems umeject LADYLOVE at a facility 6 kilometers
northwest of the main airfield, known as the "Hill.

Rosman Communications Research Station, near RgsN@nhas a total of twelve antennas for satellite
communications interception, for communications remtivity with other intelligence facilities, and
possibly also for downlinks from geostationary Grsatellites.

Sugar Grove Naval Communications Facility, near &ugGrove, WYV, intercepts Pacific
INTELSAT/COMSAT satellite communications traffic uted through the COMSAT ground station at
Etam, WV. This facility has four antenna, with dieters of 9.2. 18.5, 32.3 and 46 meters.

Yakima Research Station, near Yakima, WA, intergefacific rNTELSAT/COMSAT satellite
communications traffic.

Additional COMSAT intercept activities are conduttat Geraldton, Australia, and Bude, in Corwall,
UK. The Bad Aibling and Menwith Hill facilities aralso used for downlink of high altitude S1GINT
satellite product, as are facilities at Pine Gapstfalia, and Buckley Air National Guard Base, Cato

Other NSA facilities, including: Clark AFB, Phillipes; Sinope, Turkey, Heraulion, Greece, Berlin,
Germany, and Eielson AFB, AK, have closed, witheosh such as San Vito dei Normani, Italy, have
transfered to other agencies (in this case, td-Aice Space Command) (12).

National SIGINT Operations Center (NSOC)
Ft. Meade, MD

The NSA National SIGINT Operations Center (NSOCpwvides round-the-clock continuous service and
support to customers through a worldwide commuitinat network, NSOC is provided with the most
modern integrated data and telecommunication itrfreire possible to meet the real time requiremient
of military and other intelligence consumers atrg\exhelon(13).

Medina Regional SIGINT Operations Center (RSOC)
Lackland (Medina) Training Annex
San Antonio, TX (14)
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The 19 August 1993 activation of the Medina RedioB#GINT Operations Center (RSOC) at the
Lackland Training Annex (also known as the Medimaifing Annex) in San Antonio, was a direct result
of the end of the Cold War, which confronted theeliigence community with a downsizing force
structure and withdrawal of forces deployed ovesseéhe Medina RSOC consolidates SIGINT assets,
analytical databases, and experience personnel Yamous locations. It also provided tactical astdyan
environment to keep their cryptologic skills shasppporting a pool of capable people which can alepl
wherever they are needed. By 1996, over 1,000 ArNgyy, Marine Corps, Air Force, and National
Security Agency civilian personnel will work at Mad. This consolidated SIGINT joint environment
improved the ability to deliver timely, tailoredt@iligence to customers.

CONUS-based Regional Operations Facility (CROF)/
Regional SIGINT Operations Center (RSOC)
513th Military Intelligence Brigade

Fort Cordon, (15)

In early 1993 the relocation of the 513th Militamntelligence Brigade's from Fort Monmouth New Jgrse
to Fort Cordon, Georgia was initiated. Under themte of the AR 5-10 Study, the 513th will be
developed into a power projection support eleméyd. part of this process, the NSA established a
CONUS-based Regional Operations Facility (CROF)Fatt Gordon. The Regional SIGINT Operations
Center uses current operations and troop faciliasswell as a new 38,000 square-fool building to
support 300 Army, Air Force, Navy and Marine CorB$GINT personnel. The CBOF incorporates
tactical and strategic units through TROJAN andeptbatellite networks to support requirements from
theater commanders and Joint Task Force (JTF) coemi®, as well as intelligence preparation of the
battlefield. TROJAN SPIRIT supports split-based mectivity between CONUS-based processing and
production centers and forward-deployed forces.

Menwith Hill
Harrowgate, UK

Menwith Hill in the UK is the principal NATO theateground segment node for high altitude signals
intelligence satellites (16). Although this fagilitis jointly operated with the UK's General

Communications Headquarters (GCHQ), GCHQ is notypto the intelligence down-linked to Menwith

Hill, since tapes containing the data are retunriadir to the United States for analysis.

Menwith Hill Station was established in 1956 by th&S Army Security Agency (ASA). Inside the
closely-guarded 560 acre base are two large opemtblocks and many satellite tracking dishes and
domes. Initial operations focused on monitoringeiinational cable and microwave communications
passing through Britain. In the early 1960s Menwtil was one of the first sites in the world tocesve
sophisticated early IBM computers, with which NSAt@mated the labor-intensive watch-list scrutiny of
intercepted but unenciphered telex messages. Siner, Menwith Hill has sifted the international
messages, telegrams, and telephone calls of atizeorporations ogovernments tselect information of
political, military or economic value to the Unit&dates.

Every detail of Menwith Hill's operations has bdept an absolute secret. The official cover steryhat
the all-civilian base is a Department of Defensengmnications station. The British Ministry of Deéen
describe Menwith Hill as a "communications relayitce." Like all good cover stories, this has a rsgro
element of truth to it. Until 1974, Menwith Hill'Sigint specialty was evidently the interception of
International Leased Carrier signals, the commuioiea links run by civil agencies — the Post, Tedga
and Telephone ministries of eastern and westerm@&an countries. The National Security Agency took
over Menwith Hill in 1966. Interception of sateflitommunications began at Menwith Hill as early as
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1974, when the first of more than eight large $isgetommunications dishes were installed.

In 1984, British Telecom and MoD staff completed$25 million extension to Menwith Hill Station
known as STEEPLEBUSH. The British government camséd new communications faciliies and
buildings for STEEPLEBUSH, worth L7.4 million. Thexpansion plan includes a 50,000 square foot
extension to the Operations Building and new genesato provide 5 Megawatts of electrical power.
The purpose of the new construction was to boostcater for an ‘expanded mission' of satellite
surveillance. It also provides a new (satellitejtrederminal system to support the classified systeat
the site. With another $17.2 million being spent special monitoring equipment, this section of the
Menwith Hill base alone cost almost $160 milliorildrs.

Rosman Research Station
Rosman, NC

The Rosman Research Station is located in the Riddgational Forest of North Carolina's Smoky
Mountains, near Balsam Grove, NC, off Route 215rapmately 11 kilometers north of Route 64. The
station, which closed in 1994, was operated by @pprately 250 NSA, Bendix Field Engineering and
TRW employees.

The National Aeronautics and Space Administratioegam operations at the Rosman Spaceflight
Tracking Station in 1963, and ceased activitiesethie January 1981. During NASA's tenure the statio
supported a number of space projects, includingApello and Apollo-Soyuz missions. The station at
Rosman was turned over to the General Services idimtion by NASA on 1 February 1981, The
facility was converted by the Department of Defefise use as a Communications Research Station, a
process which was completed in early July 198tiallyi there were approximately 35 contract persinn
living in the area, but when the project became ragmnal in July, this number increased to
approximately 75 employees. The NSA role at Rosmpparently began almost immediately thereafter.
By 1985 this number was reported to have grown50 @mployees, with annual payroll at $5 million, an
average of $20,000 a yeffhe Asheville Citizen 20 June 198%jor FY85 NSA requested $500,000 for
construction of an electric substation to providielidonal electric transformer capacity that is uiegd to
support station operations. It is difficult to ataé the total number of satellite receiving amizrat the
facility. These at least include two very largehais, approximately 27.5 feet in diameter (the siz¢he
biggest dish left by NASA), and a smaller 6.2 mesetome.

The Rosman Station was used to intercept telephmm# other communications traffic carried by
commercial and other communications satellites @ostationary orbit over the Western hemisphere.
Potential targets of interest could include Latiméyican military, diplomatic and commercial traffis
well as domestic US traffic and drug traffickerghie Caribbean.
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siege of Troy.Told by Sinon that it was an offering to
Athena, the Trojans broke down their city wall to bring
it inside. At night, warriors emerged and captutid city.

Trojan In Greek mythology the Trojan War pitted a
coalition of Greek principalities against TROY, atyc
located on the coast of what is now Anatolia, jgsuth
of the entrance to the Dardanelles. The war was the
subject of HOMER'tliad and Odyssey.

.Using a stratagem devised by ODYSSEUS, the
Greeks feigned retreat. . .leaving behind as a "gift"
the Trojan Horse. Inside the large wooden horse w@s
cealed a squad of Greek soldiers.... the soldiarered
Troy and great slaughter followed. [Emphasis added.

I am convinced that the NSA'strategem"is "feigning" open-
ness and accessibility, and that what they really doing is
using the "Trojan Horse" technique to undermine ramily
our current privacy, but our future activities, a®ll, including
those mentioned in Revelation about buying andhsgll

Fort George G. Meade

Fort Meade, like all the others, has its own pessoHome
Page on the Internet. After welcoming us, they tedl about
other information available "on-line,” including a&ouple of
E-mail addresses, then state: "The Meade Home Ragpart
of the Department of Defense computer system, arfld a
information from this resource is unclassified, fs@msitive,
and in compliance with Privacy Act requirements."”

On their second page they state: "Fort Meade pesvic
base of operations for numerous strategic, tacticahd
support organizations. Below is a listing of the jonatenant
organizations on the base:" The intelligence orusgc units
are: National Security Agency, 694th Intelligence Group,
902nd Military Intelligence Group, 704th Militaryntelligence
Brigade, Naval Security Group Activity, Defensedmhation
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School, 55th Signal Company (Combat Camera), ardGB
Army Central Personnel Security Clearance Facil@ther
groups operating from Fort Meade include: 1st R&og
Brigade, Defense Courier Service (this probablyusthdhave
been listed with intelligence gathering organizagip GS
Army Field Band, First Army-East, and the GS Armiai@s
Service.

This is one busy little beehive... aot so little! There are
reported to be in the neighborhood of 80,000 eng®eyjust
at the NSA. Rather like themot establishing a "no fly" zone
over their location, at their website they proughesent two
maps—regional and local—showing their exact locatand
how to get there. Aren't you overwhelmed with thedenness,
willing cooperation, and concern for the PrivacytAds that
a Trojan Horse | see?

FAS Maps of the NSA

The scientific "watchdog" of the intelligence commity,
with heavy emphasis on the NSA, has provided onvébsite
a number of maps of NSA facilities—Friendship Ann€&lose-
up view of Fort Meade grounds near the NSA Headqtsar
Building, a floor plan of the headquarters buildirapd the
National Business Park.

The photos that follow were picked up from the FA&Dbsite,
which accounts for the "third generation” qualityou can
see them clearer and full size (8 1/2" x 11") bguining at
the FAS Internet address:

(http://www.fas.org/irp/facility/nsaftmed.htm)

The photos are preceded by a couple of pagesgdlout
the dates of construction, naming of roads, anerothstoric
data about the facilities of Fort Meade.

Following the photographic evidence, the FAS predid
yet more maps and illustrations defining the féagciliayout.
Their title page reads: "National Security AgenEgrt Meade—
(Ground-Truth photos and description of this site also
available)—Floorspace Analysis."
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Note that E-Systems was originally an NSA operatiB+Systems Corp. since
has been sold to Raytheon Corp. (Raytheon Cormp atmtrols the HAARP
Program in Alaska. (See Chapter 12 on HAARP.)
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F Intelligence
A Reform
S Project

National Security Agency
Fort Meade, MD

When NSA moved to Fort Meade in 1957, the roadaratdhe original complex (OPS 1) were simply
named East, West, North, and South. It wasn't thgticonstruction of the Headquarters Buildingrfthe
known as Annex-1) neared completion in 1965 thafMf®ked at renaming those four roads and a new
loop road east of the building complex.

NSA requested thai the Fori Meade Post MemoriatinaBoard approve new names. Since Fort Meade
is an Army posi, memorialization projects suchaeds, parks, memorials, and buildings have to be
approved by the Base Commander

Army regulations allow memorializations for decehservice personnel and civilians from other Sewic
or the Department of Defense The overriding requoéet in all cases is that the individual had made
outstanding contributions or performed heroic atiovhich contributed materially to the Agency's
mission. Following approval in 1965. NSA began tennorialize deceased American cryptologists by
naming roads around the NSA huildings in their rono

As NSA expanded and buildings were added to itspdexn new roads were constructed connecting the
huildings through a huge web of parking lots anckas roads. Eventually nine roads were named for
deceased American cryptologists. A varied groupath civilians and military, these men and their
accomplishments reflect the diversity that makeshephistory of American cryptology.

The following individuals were honored.
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The following individuals were honored:

LTGEN Ralph Canine, USA, was the first DirectorNBA from 1952 to 1956. Before that he was
Director of NSA's predecessor, the Armed Forcesi@gcAgency. He served in various Army
commands and received numerous decorations ingutlDistinguished Service Medal, the
Silver Star, the Bronze Star, and the Legion ofiM&eneral Canine died in March 1969 at age
73.

RADM Jefferson R. Dennis, USN, was Deputy DirecibOperations at NSA when he died in
February 1958 at age 49. Admiral Dennis had a &mydistinguished career in Navy cryptology,
including Commander, Naval Security Group.

Dr. Howard T. Engstrom was Deputy Director of NS&m October 1957 to August 1958. Dr.
Engstrom died in November 1964 at age 65. He sdrvdte Navy, attaining the rank of Captain,
and was awarded the Distinguished Service MedalEBgstrom also served as Deputy Director
of Research and Development for NSA.

LTGEN Graves B. Erskine, USMC, died in 1973 atdlge of 76. Though General Erskine never
served at NSA, he was Assistant to the Secretabefgnse for Special Operations, who oversaw
NSA in its early days. He later was the DOD repnéssive to the United States Communications
Security Board. General Erskine had a long andndisished career in the Marine Corps. During
World War Il he was awarded the Distinguished SerWledal, the Silver Star, and the Legion of
Merit.

Henry I. Herczog, who had served NSA and its preggar agencies for 17 years, died in
September 1960 at age 40. Mr. Herczog was hedwediSA Office of General Studies and had
been president of GEBA since its inception.

LTGEN John A. Samford, USAF, was Director of NSArfr 1956 to 1960. Prior to his term at
NSA, he had been the Director of Intelligence fbe tUnited States Air Force and served under
General Canine. General Samford died in 1968 a6age

COL Harry H. Towler, Jr., USAF, an office chief,edi in October 1959 at age 45. Col Towler
played a major role in the formation of the Air €erSecurity Service in 1948-49.

RADM Joseph N. Wenger, USN, one of the pioneerarérican cryptology, died in 1970 at age
69. He was a major architect of the process théiednAmerican cryptologic efforts leading
towards the establishment of NSA. Admiral Wenges WSA's first Vice Director (Deputy
Director),

Dr. William D. Wray, a group chief, died in Novemt#962 at age 52. Dr. Wray had served with
NSA and its predecessor agencies since 1942 andwasled the Exceptional Civilian Service
Award posthumously.

Robert Hanyok, " Wray Road, Dennis Way -- How tH@A\roads were named,” NSA Newsletter,
January 1996, pages 6-7

Operations
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Operations

New Supercomputer Center
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Army INSCOM at Ft Meade

http:/Amww.fas.org/irpffacility/nsaftmed.htm
Maintained by John Pike
Updated Sunday. April 28, 1996 - 8:48:41 PM
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Maintained by John Pike
Updated Sunday, May 05, 1996 - 9:12:58 AM
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F Intelligence
A Reform
S Project

Menwith Hill, UK

"Overseas Collection Site
With Covered Antennae"

The 1996 Strategic Assessment by the National Befdniversity includes a chapter on Intelligence
which includes the following aerial photographticered “"Overseas collection site with covered

antennae."
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Next FAS provides us with detailed maps of the righip
Annex (FANX).

The FAS, as was mentioned earlier in this chaptoes
not concern itself exclusively with activities wiithour borders,
but reveals many foreign operations of the NSA. yTHeave
included a photo of the Menwith Hill, OK, projectith the
following caption: "Overseas collection site with overed
antennae."

One of the other foreign NSA observation/listeninmpsts
is located in Alice Springs, Australia. This linkedacility
(owned by the NSA) is also known as "Pine Gap.'t dasbring
you up to speed on Pine Gap operations, 1 am ¢xigac
several quotations from the excellent 554-page reafm
book, The U.S. Intelligence Community, Third Editiqda995),
by Jeffrey T Richelson, published by Westview Prebx. |
will be quoting Richelson through a number of cleapt in
this book, but the following comes from the -chaptetied
"Signals Intelligence," beginning at p. 180.

RHYOLITE/AQUACADE and MAGNUM  satellites
have been controlled since the beginning of theispec-
tive programs from a facility in Alice Springs, Atmaia,
commonly known as Pine Gap. Officially, the fagiliis
the Joint Defence Space Research Facility and ide-co
named MERINO. The facility consists of seven large
radomes, a huge computer room, and about twenty
other support buildings. The radomes (which resembl
gigantic golf balls with one of the ends sliced )ofire
made of Perspex and mounted on a concrete structure
They were intended to protect the enclosed antennas
against dust, wind, and rain and to hide some & th
operational elements of the antennas from Sovieaging

satellites.
The first two radomes at Pine Gap were installed in
1968 and remain the facility's largest. . . .Theves¢h

radome, which was built in 1980, houses a seconah-co
munications terminal.
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Originally, the main computer room was about 210
square feet, but it was expanded twice in the 19#Ds
its present size—about 60,000 square feet. Its msme
size requires that operators at each end of themroo
communicate with each other using headphones.

.The Signals Analysis Section is staffed solély
CIA personnel—no Australian citizens or contractor
personnel are included. Many of the individuals tine
section are linguists who monitor the voice intptse

As of January 1986 there were 557 people employed
at Pine Gap—273 Australians and 284 Americans.
Although in theory Pine Gap is a joint facility, ethfifty-
fifty relationship holds only with respect to therogs
number of personnel and is achieved by counting -Aus
tralian housemaids, cooks, and gardeners who wdrk a
the base as "equal" to the CIA personnel who canduc
the actual operation.

. . .Two other major control stations are located the
United Kingdom and Germany. In 1972-1974 NSA began
augmenting its listening posts at Menwith Hill (whi
it took over from the Army in 1966) and Bad Aibling
West Germany, to permit the planned CHALET system
to downlink its intercepted communications to those
sites. Information received at either location can
be transmitted directly via DSCS satellite to Fort
Meade [emphasis added].

Outside Input

In case you may be considering the possibility thoatly
right-wing radicals and/or Christians are concernedbout
the way things are headed with the tracking, spyilgiening,
surveillence techniques of the NSA and its sistegaoizations
(see the next chapter), | will share a few commniartisles
from the "loyal opposition," neither Christian naght wing.

An article by Charles Dupree appeared in the patiba,
Claustrophobia, August 1993, Vol. 2, No. 7. Here is what is
said about Dupree:
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Charles Dupree writes user documentation for a
Silicon Valley software company. In recent years has
become concerned atthe intrusive power of the
National Security Agency, but this is probably just
the effect of his antisocial habit of reading [erapls
added].

The Internet address for this article, titled "MSAhe Eyes
of Big Brother," is:
(http://www.austinlinks.com/Crypto/claustrophobian)

After referencing his resources (primarily the b®olwe have
already mentioned), he makes some pertinent oliEmrga
connecting what is occurring in this arena to thg Brother's
activities in the Orwell book,1984. Then the following topics
are discussed: The Creation of the MSA; Watchingd an
Listening; Project Shamrock; The Huston Plan; Rioje
Minaret; and concluding with Uncontrolled Activide The
MSA doesn't appear to beontrolled by or answer toanybody,
even Congressional committees inquiring about theimcern
with the legality of their operations. . . accoglino Dupree's
article, such a concern never crossed their mindsd (
probably was the least of their concerns). The MB#s taken
care to be sure that they aexempted from the same legal
restricions  concerning US citizens and eavesdrappi
without the wiretap authorization that regulates heot
agencies, corporations, and individuals.

In an inquiry by one of these committees, Dupreeports:
". . .CIA director William Colby had testified thathe MSA
was not always able to separate the calls of CIS citins
from the traffic it monitors. The general counsel of the
MSA, Roy Banner, joined Allen as witness. He wakeds if,
in his opinion, the MSA couldlegally intercept overseas
telephone calls from U.S. citizensdespite the legal pro-
hibition on wiretapping. He repliedThat is correct.'. . .When
the committee's chief counsel said to Allen, 'Yosalidve you
are consistent with the statutes, kihere is not any statute
that prohibits your interception of domestic commun-
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cations." When deputy director Buffnam was asked about
the legality of domestic aspects of the Huston Plhe said,
‘Legality? That particular aspect didn't enter intbe dis-
cussions.'" [Emphasis added.]

Dupree begins his conclusion with the followingudest
observation:

The unchecked ability to intercept and read communi
cations, including those of U.S. citizens withine tltountry,
would be dangerous even if carefully regulated tgcted
officials held to a public accounting.

And finally, Dupree concludes with a statement bgn&or
Schweiker of one of the committees investigatirgMBA.

Senator Schweiker of the Church committee asked
NSA director Allen if it were possible to use NSA's
capabilities "to monitor domestic conversations himit
the United States if some person with malintentirdds
to do it,” and was probably not surprised by ABenl
suppose that such a thing is technically possibleér-
tainly Senator Church feared the possibility:

"That capability at any time could be turned
around on the American people and no American
would have any privacy left, such is the capability
to  monitor everything: telephone  conversations,
telegrams, it doesn't matter. There would be no
place to hide. If this government ever became a tyranny,
if a dictator ever took charge in this country, tiech-
nological capacity that the intelligence communityas
given the government could enable it to impose |tota
tyranny, and there would be no way to fight backcduse
the most careful effort to combine together in ssice
to the government, no matter how privately it wasnel
is within the reach of the government to know. Sush
the capability of this technology.

"I don't want to see this country ever go across th
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bridge. 1 know the capability that is there to matyeanny
total in America, and we must see to it that thgerey
and all agencies that possess this technology tpera
within the law and under proper supervision, sot tiase
never cross over that abyss. That is the abyss findnch
there is no return. ..." [Emphasis added.]

And that was written some time ago, before the NSktest
increase in supercomputers! Imagine what the Senataght
say if this were written today, knowing that the ANShow
measures its computer power by the "acre." SenSthweiker
was inferring with absolute accuracy the informatiamplied
by the hearings with the NSA's leaders and counaal]l he
also accurately extrapolated that information te itltimate
conclusion, if left to continue uncontrolled and supervised,
with no accountability to the citizens and/or Cagy.

Again, | urge you to visit the website cited aboawed obtain
copies of this article.

In June, 1992, theHouston Chroniclerequested an inter-
view with the NSA to discuss NSA's activities retjag
cryptography. Apparently NSA wasn't willing to hawe face-
to-face interview with theChronicle's reporter, but to further
their "we-have-nothing-to-hide" image, agreed tosvesr in
writing questions presented to them. (See the néxb
pages.)

The October 12, 1996, edition ofhe Oregonian,Portland,
Oregon's, major newspaper, contained an article John
Hendren (Associated Press) titled "A career of emcl It
deals with companies trying to safeguard financi@hns-
actions. The sidebar reads: "A company founded by ex-
researcher of the National Security Agency develdpgh-
tech keys to keep transactions private." Doug Kozeas the
founder of Information Resource Engineering, and $eems
to have pushed ALL the right buttons on every froatthough
he obviously views each as "progress" and a boormmamkind
in the future. . .which if you have read my prewotook,
The Mark of the New World Ordgru will recognize as NOW!
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Houston Chronicle Interview with the NSA
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Here is a quote from the article. (The "datelireBALTIMORE
. . .a neighborhood of the MSA.)

You could say Doug Kozlay holds the key to the U.S.
Treasury.

Four million times a year, Uncle Sam makes computer
ized payments totaling $2 trillion to private comes.
Not a dollar goes through unless the electronic key
Kozlay invented turns in an electronic lock, verify that
the transaction is authentic and hacker-free. [éigh
note: That sounds as if you are putting all yougsedn
one basket and trusting Mr. Kozlay with theupposedly
only key. Then he tells us how safe it is. Seemsuliw
naive to me, especially since the worst offendere a
equipped with a key to the back door, the NSA, IRS,
al. There is much information available about the *“clip
per-chip" and other devices to gain access to Beeca
"private” information.]

A former researcher for the cloak-and-dagger
National Security Agency, Kozlay turned espionage
into entrepreneurship and founded Information Resou
Engineering in 1983. He makes the codes and scram-
bling devices that let seven of the nation's top Hdhks
and 1,400 European financial institutions and faian
transactions safely across computer networks.

Kozlay ponders issues such as what money will
look like in the future. He carries one likely farma proto-
type electronic checkbook.

People are counterfeiting checks using a lot of new
technology that everybody has access to today, sagh
personal computers and laser printers, he said.

He envisions future consumers using electronic
cash cards with all the anonymity and easy spending
of paper money. He sees us wearing tiny personal
computers as we now wear wristwatches[emphasis
added].
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Biometrics—A Rapidly Growing Industry

Biometrics— it no longer sounds like a term from the latest
sci-fi movie. In fact, the concept has been dewado@and
implemented in many different areas of businesskibg,
government, etc. Why? Because as technology pregges
toward the end times, absolute positive identifccatwill be
mandatory. A machine is unable to tell if a piedepaper
or plastic is really presented to it by you, rathban just
another stolen document. Therefore, it must havees&ind
of link to a part of your physical anatomy. . . sihing that
is unique only to you. Presently, equipment is tiedo your
fingerprints, palm prints, eyes (retinal scanninghermal
scanning of the blood vessels in your face (a @), voice
recognition, DNA genotyping, and some others whitie
high-tech industries have implemented in the cawse
security and limited access.

As with any new technology, lots of people wantget in
on the ground floor and advance to the cutting edgeere
the monetary proceeds loom large. (If you are cmisig
an investment in such an enterprise, please beedathese
newer companies may be obsolete before time to thay
first dividends, especially if they are not adeglatable to
fund research and development to stay ahead ofctinee.
At present, technology is doubling about every 18nths.
These high-tech corporations see the handwritinghenwall,
and they are doing all the research and developrttesy
can to try to advance with the rapidly moving pess; other-
wise, they will be producing things that are nogenneeded,
or can no longer be used.)

This is not an issue pertaining only to the Unitgthtes,
in fact, as usual with new technology, Europe maysbme-
what ahead of us. An organization has been edt&lolisn
London called Association for Biometrics (AFB). Istated
purpose is to get together a group of interesteghrozations
and (1) provide a single point of contact for pdgncus-
tomers, the media, government, and legislators(2ntb
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establish international standards and testing methodol-
ogies for biometrics. They claim that membership ingexpen-
sive and urge anyone to join who could benefit fronfor-

mation about this technology.

The media has not overlooked the importance of bioos
and its possible future implications. THe. E. Times Online,
February 2, 1997, Issue: 939, contained an artloje Larry
Lange titled: "Biometry: Human-Tracking System goes
global," with a dateline of Stanford, California.

Biometric identification using such technologies
as fingerprint and retinal scanning is well under
way worldwide. After debuting in Australia in 1987,
national computerized fingerprint  systems exist in
several countries. The Japanese telco giant NTT is
developing a fingerprint-recognition method, and e th
U.S. Department of Energy's Sandia National Labora-
tories is assessing equipment from several vendors
the retinal scanning industry, including EyeDentify
(Baton Rouge, LA) and Recognition Systems, Inc. n{@a
bell, CA).

Transponder technology is routinely implanted
in animals; the pet market most predominantly, at 3
million ID chips and counting. LifeChip, producedy kthe
Destron Fearing Corp. (St. Paul, MN) and the Trowec-
tronic identification tag, from Electronic Identétion
Devices, Ltd. (Santa Barbara, CA), offer a chip hett
with a 10-or 64-bit ID code. Available for $10 abcél
animal shelters, the chips are small enough toctinjgith
a syringe, and the ID number is read by a handheld
scanner.

These implantable transponders are finding theiry wa
into the livestock industry, as well, with tags iamed
in pigs, sheep, cows, and horse$exas Instruments,
Inc. is also manufacturing an alternative called
TIRIS, a radio-frequency identification technology
for vehicle identification and livestock monitoring
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Though the Trovan dealer's agreement prohibits
placing a chip under human skin, there's nothing
to say one can't be worn on a bracelet, and such
devices are being utilized by nursing-home and
prison administrators to track people [not to mention
the 50,000+ used by the military on the civiliarfugees
at Guantanamo Bay, Cuba, to track them and keegk tra
of services being provided]. Even ski resorts atdtinmg
the chips inside lift tickets.

Widespread tracking of human beings is not far
away. The Department of Defense's Advanced Research
Projects Agency (ARPA) [funded by the MSAgcently
awarded Eagle Eye Technologies(Oak Hill, VA) a
contract to build a bracelet-sized mobile terminal
designed for compatibility with existing satellite
communication systems. The contract is overseen by
the U.S. Army Space and Strategic Defense Command
at Huntsville, AL. Suggested usesaccording to Eagle
Eye, include "tracking Alzheimer's patients, cleldy
executives, probationers and parolees, and military
personnel'-a market that could conceivably EN-
COMPASS THE WORLD'S entire populace in just
a few decades.

So-called smart cards are widely catching on, tdbe
DoD's Multi Technology Automated Reader Card (MARC)
looks to "record, revise, and transfer medicaltiremt
data" and store soldiers' "readiness informatiosytich
as personal, legal, and medical informatidrhe MARC
card was developed for President Clinton's aborted
plan for universal health care.

France and Germany have incorporat@t their social-
services data into national ID systemks the United
States, with its rich store of digital data, poised
to follow suit?

Copyright ® 1997 CMP Media, Inc. [Emphasis adfed.
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The Human Identification System, An Identificatioand
Forensics Tool, has a website expanding on the amk newly
acquired speed for verifying fingerprints (see duling text
on the Biometrics Consortium).

NSA Enters the Picture

Now, you might be asking just how the NSA ties inthw
all this, especially on a global scale, supportegd ®S tax-
payers' funds. Below is another article obtainedmfr the
Internet titled "Spying," originating in Great Baibh. The GS
citizens definitely are not the only ones concerngdh the
activities of the NSA, particularly in Europe andher global
sites. Read these concerns, expressed from England.

Who runs Britain? It's not really a trick question;
I'm not after "The 100 biggest multi-nationals whumn-
trol 85% of world trade and most of the governmgnts
not "The Illuminati" nor "Thatcher! Still," even dhgh
any of them could conceivably be true. Nope, who
officially runs Britain? The Government, right? Whi
really comprises not just the Conservative Party blso
the civil service, the other parliamentary partie)e
House of Lords, the courts, the whole establishment
other words. Well, there are parts of Britain, nhanal
Britain, where there appears to be no control wieatsr
exercised by any OK authorities. Or indeed anyoise,e
according to the Government.

The areas in question arelectronic listening posts
operated by the AmericanNational Security Agency
(NSA), the most famous of which is that at Menwith Hill
near Harrogate in North Yorkshire, although the NSA
does operate other posts, including one in the West
Country and a brand new ultra high-tech operatian a
Edzell in Scotland. Menwith Hill has been the sceoke
repeated protest trespasses by a local woman, aPeEzy;
the Ministry of Defence has been trying for somearge
to get a British Court to issue an injunction bagnMs.
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Percy from the site. However, although the MoD rusigy
owns the site (they requisitioned the hill durinige twar),
they do not occupy it, and they refuse to say wloesd
courts in the past have refused to grant an injonct
against trespassers unless the occupier of the Iland
applied. The NSA, not "officially" occupying the nid,
didn't want to appear in open court, hence Ms. y®rc
irritating picnics continued. The MoD is now having
another crack at an injunction, this time in theghi
Court. Amongst other issues the Court will effeeljv
have to rule on whether Britain has sovereignty rove
foreign bases on our soil. But the Court will hatee reach

its decisions with no official information about ethbase,

its operations, its inhabitants, even other bases o
establishments with which it might come into cottac
because Malcolm Rifkind, the Defence Secretary, has
issued a public interest immunity certificate preusy
the disclosure of any relevant information to theouf,

or anyone else. So British Courts aren't allowed ktmw
about these activities on British soil. Max MaddeMP

for nearby Bradford West, asked to look around base;

he was told it "wasn't appropriate. MPs from both
sides of the Commons have asked questions about
the NSA in Parliament; no answers have been forth-
coming. The question has to be "Does the Government
know what's going on inside these bases?" and if it
doesn't know, how on earth can it control it?

What | can tell you that a British Court can't hear, is
that the NSA and the British GCHQ (the Government
Communications Headquarters)are working together
and are both upgrading their operations to monitor
British and European telecommunications.  In
recent years, developments in "neural network” com-
puter software have allowed the automation of telee
and telex monitoring. For instance it is believduhattall
overseas phone/telex calls are machine monitored fo
specific "key words," with up to a third of intetrzalls
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suffering the same treatment. Now improved teclmlo
and increased funding will allow a massive expamsio
of this activity. As well as phone calls and telmessages,
faxes will now be intercepted, but the real stepwéod
for Big Brother has to be the full-time monitoring of
all digital traffic, first between the new digitatell phones,
but especially between computers, i.e. as E-mail oor
the Internet. This new development of an ongoing
project is known as Steeplebush 2, but don't tell
anybody 'cus that's a secret.

What isn't secret, and what plants all this firmty the
flesh of reality rather than paranoia, is that tGevern-
ment has finally done the "decent" thing and placed
GCHQ's spying on its own citizens on a legal fogtin
The Intelligence Services Act 1995 allows GCHQ to
"monitor or interfere with electromagnetic, acoastior
other emissions” without a warrant, or Home Office
permission, or even a Court order of course. Overthie
States it's also no secret that the American Govenh
has for some years now been frantically pressuring
computer manufacturers to  manufacture chips and
software that cannot hold a code that the Government
cannot read. [Remember that clipper chip. . .thekba
door key?] The Yanks are still fighting against tlevil
liberties lobby to get the legislation through. tlet
things like the American Constitution apparently ame
nothing to the American Government. [Even the fymei
ers recognize the importance of the protectionsabest
lished in our Constitution, and that the politidarand
agencies are trying to ignore or change it, to |term
them even more surveillence and control in our qreak
lives.]

And they just told us the Cold War was over!
Instead, it looks like there's a new enemy for the
Western powers to fear, subvert, and destabilize
.. .their own people[Bold emphasis added.]
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Grolier's Defines the NSA

TheGrolier's 1994 Multi-Media Electronic Encyclopediafines
the National Security Agency (NSA) as follows:

The largest and most secret of the intelligence
agencies of the U.S. government, the National Stgcur
Agency (MSA), with headquarters at Fort Meade, Mary
land, has two main functions: to protect U.S. goment
communications and to intercept foreign communi-
cations. It protects government communications by
enciphering [encoding/encrypting] messages and ndaki
other measures to ensure their secrecy. In itsigiore
intelligence function, the MSA marshals a vast sorpf
intelligence analysts who use sensitive electroeiguip-
ment to monitor, decipher, and translate the conimun
cations of foreign governments. It could follow epa
rocket launchings in the former USSR and can owerhe
conversations between aircraft pilots and grounurob
personnel in remote areas of the globe. The MSA was
established in 1952 as a separately organized wgenc
with the Department of Defense. It replaced the édm
Forces Security Agency. [Emphasis added.]

The NSA's Biometric Consortium is "Big Brother"!

The MSA is behind biometric research at corporation
universities, and various other government reseatuh

The "stock" definition ofBiometric Consortiumappeared
in The 1997 Advanced Card and ldentification Technplog
Sourcebook,p. 105, as well as their E-mail and website
addresses. Please note that the address givene aSotisor-
tium's address is located at the MSA at Fort Meltdeyland.

Biometric Consortium
R221, DIRMSA
Fort Meade, MD 20755-6000
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(301) 688-0278; fax (301) 688-0289
E-mail: jpcamb@alpha.ncsc.mil

Joe Campbell, Senior Electronic Engineer

The NSA's new "Biometric Consortium,” Human |deotf
tion Division, has two Internet addresses, as faito

(http://www.alpha.ncsc.mil)
and
(http://www.vitro.bloomington.in.us:9090/BC/)
The Biometric Consortium was formed in 1993

provide a central organization for the U.S. govern-
ment's interest in biometric technology. The group

has representation from over 50 civiian and defens

agencies [now it is over 200]. Its main goal is siimulate

the  development of reliable, reasonably  priced
biometrics  through  the  establishment of testing

standards, test beds, and education. The Consortam

be seen at its new location on the worldwide web.

[Emphasis added.]

NSA Is Behind the National ID Card

The NSA is a major supporter of the Biometric Catiam,
both in encouragement and funding, and they areinbdelall
the efforts to identify us nationwide!l NSA funds ethFBl's
NCIC 2000 program. . .which, in turn, funds all tetaDMV's
to promote the new drivers' licenses/voter redisina
("motor/voter" national ID cards). It's just onegbiweb, and
the NSA is the spider!

In 1993, the National Security Agency created yeitlaer
sister organization (see the next chapter for othisisters"”
of the NSA) at its main facility in Fort Meade, Mé&nd. . .
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one that specializes in the biometric identificatiof people.

It was named the "Biometrics Consortium." Mr. Joanpbell,
Senior Electronics Engineer, is in charge (the fadidress,
phone/fax numbers, website, and E-mail addressese we
printed above).

According to NSA's "party line/hype,” the Biometic
Consortium was formed in 1993 for precisely the &am
reasons given in the above article froddvanced Card and
Identification Technology Sourcebodkith those stated goals
in mind, just why is our government so intenselyeiasted
in "biometrics"? And what does the term mean, aryAvkve
told you about some of the current methods routineded,
but I need to fill in the gaps with a more compretiee study.

The termbiometricsis defined as "automated methods of
verifying or recognizing the identity of a living person
based on physiological or behavioral charactesstifbold
emphasis added]. Physiological characteristics dimger-
prints, hand geometry, eye retinal patterns, aoidiféeatures.

In addition to the physiological characteristichere are
reliable behavioral characteristics that are unitmeyou and
no one else. They include: signatures, voice pafeand
computer keyboard keystroke dynamics. Why would the
government want to act aa central clearing house for
these identification methodologies? Well, it shoblkel obvious
by now thatthe government wants to positively identify
you so it can positively CONTROL YOU!

So, there you have it! Not only is the NSA alreadgring
nearly all available personal information on ustsidatabases
that's beencollected, consolidated, and centralizeftom
various civilian and military networks globally @luding
credit reporting agencies, the OS Postal Serviaayers
license bureaus, and others), they now are fundingtrol-
ling, and orchestrating many new “civilian and sk
programs designed to "stimulate the developmentbetter
ways to positively identify us. It should be obvious that
no one will be able to escape their systenNote above
how the NSA informs us of their reason for creatimg new
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agency in the first place: Indeed, it was formed firovide
a central organization for the GS Government's interest
in biometric technology.” What this actually meafs all
practical reality) is that the NSA is now plannitm consoli-
date, take charge of, and orchestraat identification
matters in the United StatesRemember, the key word
here is CENTRALIZE. In other words,the NSA will con-
trol all identification data on everyone from its data-
bases at Fort Meadel!lt is my sincere opinion that in the
future, NSA will be "centralizing" this data on #olgal scale;
in fact, we know that they already are involvedmach intelli-
gence-gathering on foreign soil, all of which idlected and
funneled into the main database at Fort Meade.

Various dictionaries define the worgntralizeas: "To bring
to a central point or under central control. . cnverge, to
consolidate, to come together as one, to focabaestream-
line, to unify, to join, to confederatéy nationalize” [empha-
sis added]. In addition, the worntral is defined as "consti-
tuting or being near a center." Therefore, we sthawhder-
stand clearly from this that it is the stat&DAL of the
"almighty” MSA to become theprincipal identification
authority in America! Look out, America, here comes the
satanically enslavinglew World Order! Big Brother isn't
coming. . .he's already here!

More Information About the Biometrics
Consortium

If we haven't proven our case that the NSA ownsBle
metric Consortium, it won't be difficult to do. Th&.S.
Government Biometric Consortium's" website offeraggs
and pages of (colorful, if you have color capabilinformation.
One of their pages is a list of "Full Members," @hiat the
time this was published consisted of 40, includihg GS
Postal Service, Federal EBT Task Force (electrananey),
Federal Highway Administration, NSA, and Social Sédy
Administration. Other groups/organizations/busieess are
referred to as "Associate Members." (There are P@vand
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the BC is growing daily.) The "Full Member" list gbvern-
ment entities is as follows:

Air Force

ARPA

Defense Commmissary Agency
Defense Protective Security Service
Department of State

DISA

Federal Bureau of Prisons

FDA

Marine Corps

N1ST

Office of Senate Security
Secret Service

Special Technologies Laboratory
US Postal Service

Army

Bureau of Engraving & Printing
Defense Logistics Agency
Department of Energy
Department of Transportation
Electronic Systems Center
Federal EBT Task Force

INS

Naval Surface Warfare Center
NRL

ORD

Security Policy Board

CIS Customs Service

Army Research Laboratory
DEA

Defense Nuclear Agency
Department of Justice
Department of Treasury

FBI

Federal Highway Administration
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IRS

Navy

NSA

Rome Labs

Social Security Administration

OS Food and Drug Administration

(Most of the above are self-explanatory, but inecgsu aren't
familiar with all of the abbreviations, check thecson,
"Acronyms and Abbreviations" in Bamford's bookhe Puzzle
Palace, previously cited.) Obviously, this list does notlude
all the commercial entities, banks, businesses,, etit of
which want to be in on enhancing the biometric @mtions
for the identification of their customers and cdunsnts.
1 have noticed that conspicuous by its absencdéenabove
list of government agencies, is FEMA. At presentddn't
know the implications of this omission. Howeverda know
that FEMA likely will play a major role in the cownt of people
and events in this country (using the informationthe NSA
computers) as it shifts to global operations. ndar the New
World Order. 1 will have to do further research BEMA's
participation (probably hidden) in the Biometric riSortium.
(See the next chapter for more information on FEMA.

The Biometric Test Center

A Biometric Test Center has been established at Jse
State University, San Jose, California. They opeiypounce
that "NSA is the sole source of funds to date.'However,
they invite funding from any "unbiased" source.

The CIS Government Biometric Consortium is chadere
as a Working Group under the Security Policy Board.

Self-described Mission and Function Statement

The website pages describe the Mission of the Bioose
Consortium as follows:

» Promote the science and performance of biometrics
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» Create standardized testing databases, procedimcts,
protocols

» Provide a forum for information exchange betweerndeao
ment, private industry, and academia

» Address the safety, performance, legal, and etissaks
surrounding biometrics

» Advise and assist member agencies concerning kbe-se
tion and application of biometric devices

The Function as stated is: "The Consortium planpuisue
the following over the next few years:"

» Develop standardized test methods for evaluatimgus
biometric systems

» Develop standardized methods for reporting testlii®es
and describing biometric performance

» Establish a national test facility

» Evaluate various biometric techniques of intereston-
sortium members

Much information about the Consortium's activitibave
been taken from the Internet and reduced on thegdgat
follow.

Biometric Security: Government Applications
and Operations

Among the many pages of information available, ehex
an extremely comprehensive paper (many pages) liaat
been prepared for the NSA/Biometric Consortium webs
I will be quoting from it quite extensively, andetie may be
a certain amount of overlap with what | already énahared
with you; but the new information gleaned will makiee
overlap insignificant. They begin by giving us abhsfract.

The information age is quickly revolutionizing theay
transactions are completed. Everyday actions are
creasingly being handled electronically, insteaditf

in
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The Biometric Consortium
Chair: Dr. Joe Campbell

Vice Chair: Ms. Lisa Alyea
Recording Secretary: Mr. Tom Whittle. P.E.

Support: Tracor Corporation

This information resides on a DOD interest compute@

Important conditions, restrictions, and disclaimepgly.

Introduction | BC Meetings [ Working Groups | Nab Biometric Test Center | Government Activities |
Publications | Periodicals j Events | Researchatizses | Examples of Biometric Systems | Related S
Employment And now for something completely diéfet... | Finding What You Want | Join the
Biometric Consortium's LISTSERV

Last updated 7 August 1997

Introduction
Biometrics: Automatically recognizing a person usig distinguishing traits (a narrow definition)

* Biometric Security: Government Applications and @piens (CardTech/SecurTech Government
1996)

Update on the US Government's Biometric Consor{i@ardTech/SecurTech 1996)

Update on the US Government's Biometric Consor{i{@ardTech/SecurTech 1995)

Security Policy Board (SPB) and SPB Statement by Winite House Press Secretary

National Security Council (Asst. to the PresidemtNational Security Affairs)
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Biometric Consortium Meetings

* BC9, 8-9 April 1997, Holiday Inn, Crystal City, A/
° Business Meeting (13 slides). Joe Campbell. W [Frames and Java required)
Progress Repo(8 slides). Lisa Alvea. US DoD (Frames and Java regir
* BC8, 11-12 June 1996, San Jose State University
° Business Meeting (17 slides). Joe Campbell. &S D
° Estimating Performance Characteristics of Biatoaterifiers (11 slides), Kathleen Diegert.
Sandia National Laboratories

Working Groups

Testing and Reporting Group: Carl Pocratskv and Kkea

(Test Center Director: Capt. John Colombi. PhD)
Responsible for establishing testing standardseldping performance testing protocols, designing
a test facility, deciding upon the format for tleported results, providing a mechanism for the
dissemination of final reports, and defining a iEfmyy for reported information

Vulnerability Group (no vendors): Anonymous
Same responsibilities as the Testing and Repo@iryip, but as viewed from the standpoint of
internal or external vulnerabilities of biometrievdces.

Database Group: Dr. Jim Wayman
Responsible for defining standards for each pdatidype of database, collecting databases into
one central location, and disseminating databdeenmation to those that require it for testing
purposes

Ground Rules Committee: Winnie Lehman and Tim Bedgél
Responsible for disseminating information about@oeasortium, promoting external relations and
contacts, encouraging internal interaction, defif@onsortium operating procedures, and
addressing any legal or ethical issues that affecConsortium.

Research and New Technologies Group: Dr. Alan Higgi

Responsible for keeping abreast of the latest reBemd innovations in the field of biometrics, as
well as providing a repository for such information

National Biometric Test Center

Government Test Center Director: Capt. John ColofbD
San Jose State University Test Center DirectorJbm.Wavman

The National Biometric Test Center (located at $ase State University's Biometric Identification
Research Institute)

Biometric Testing Factors
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Government Activities

* Electronic Signatures (FDA: 21 CFR Part 11: Elegitdrecords)
* Agencies scan biometrics for potential applicatidiegleral Computer WeeRQ January 1997
« Automated Fingerprint Identification System (AFISBD, 26 Sep 1996, PSA#1688 SOL
RFP-7046
« Fingerprint Capture Devices. CBD. 17 May 1996. PI58#
« Standards for the Electronic Submission of Fingatfards to the FBI
¢ H.R, 2202 Immigration Bill/Senate Bills S. 269 &d1361
* Draft Authentication Module Interface Standard
* Integrated Automated Fingerprint Identification &ys (IAFIS)
» National Crime Information Center (NCIC) 2000 Neet#r (here is an alternate link)
* INS Passenger Accelerated Service System (INSPASS)
o INSPASS Update
o INSPASS
o INS Automation Blastedsovernment Executive
o Customs upgrade trims travelers' waiSA Today
o Securing America's Borders (DoJ)
o Inspection (AIT)
« Electronic Benefits Transfer: Use of Biometricdeter Fraud in the Nationwide EBT Program.
GAO Report Number OSI-95-20, September 1995, Ratv Aglobe Acrobat PDF. GAP
» For Support of Health and Welfare Data Center (Galia Budget. Subcommittee #5. Governor's
Line-Item Vetoes)
» U.S. Prisons to Use Biometrics (Oct 1994)
» Federal Information Processing Standards Publicdt#i; Guideline for The Use of Advanced
Authentication Technology Alternatives
« Information Security and Biometrics at the NatioBaturity Agency under the High Performance
Computing and Communications Program
¢ Los Angeles County Stops Fraud with Automated Fipget Matching System (AFIRM)
« lllinois Department of Public Aid: I-SCAN ProjedRétinal Scanning)
« Connecticut's Digital Imaging of Fingerprirfte Welfare Benefits
o Biometrics in Human Services User Group Newstelfl, NI (see above for official Word
version)

Other suggestions?

Publications

* Who knows who you arethfoWorld

* The Body as Password/ired

» IBM's Advanced Identification Solutions

 Laboratory Evaluation of the IriScan Prototype Bairit Identifier, Sandia National Labs. April.
1996

» Biometric identification looms on landscape of netwlog-ins: High-end technology is becoming
more affordablePC Week26 March 1997

» Brave New Whorl: ID Systems Using the Human Bodg Mere, but Privacy Issues Persist
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« Digital identification: It's now at our fingertipgnd sidebar Novell. NIST push standards for
biometrics.EE Times

Biometry: human-tracking system goes glol, Times

Touching Big Brother: How biometric technology wfilise flesh and machine

MOSCOM and Chemical Bank to Commence Voice VerifwaTrails (3/21/96)

Biometric References Database

Speaker Verification References (BibTeX format)

Speaker Recognition Tutorials

Testing with The YOHO CD-ROM Voice Verification Gurs (ICASSP-95)

Protecting Privacy and Information Integrity of Couterized Medical Information
Identification vs Society

Human Identification in Information Systems: Managat Challenges and Public Policy issues

Other suggestions?

Periodicals

ACM Special Interest Group on Security, Audit aneh€ol
Automatic I.D. News

Biometric Digest

Biometric Technology Today, The Biometrics Reict,

EE Times

Infosecurity News

IEEE Transactions on ...

IEEE Transactions on Speech and Audio Processing

IEEE Transactions on Pattern Analysis and Machimtelligence
PIN's Advanced Card & Identification Technology Bebook,Ben Miller's annual publication
Security Management (ASIS)

Speech Communication

National Institute of Justice's Headlines & Teclogyl News Update

Other suggestions?

Events

Biometric Consortium Meetings (by invitation only)

* BC10 Meeting: late 1997-early 1998
» To propose a presentation, please click here dnastabout it.
» Every BC presentation should address these keyspoin

Biometric Conferences and Seminars
» IEEE Image and Multidimensional Digital Signal Peesing Workshop 98, Alpbach, Austria,

12-16 July 1998
» Association for Biometrics Conference (in assooiatiith the Department of Trade and Industry),
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London, 4 December 1997

Workshop On Automatic Identification Advanced Teclugies. Stony Brook. NY. 6-7 November
1997

31st Asilomar Conference On Signals, Systems, Amhgliters. Asilomar Conference Center;
Pacific Grove. CA. 2-5 November 1997

» Speech Technology in the Public Telephone NetwRHades, Greece, 26-27 September 1997 and
Speaker Recognition in Telephony (COST250)

CardTech/SecurTech '97 Government, Arlington, V&,16 September 1997

Past Events

Other suggestions?

Research

Biometric Systems Laboratory (lItaly)
Chip Architecture for Smart CArds and secure pdet&Evices (with biometrics)
European Cooperation in the field of Scientific drethnical Research (COST)
MIT Media Lab's Vision and Modeling Group
NIST's Visual Image Processing Group (fingerpriiate, etc)
DNA
° Cloning and Ethics

Animals As Inventions: Biotechnology and Intellesit&roperty Rights
Biotechnology & Science
Cloning Humans
Cloning Sheep (Dolly)Phil Inquirer
Cloning Sheep (Dolly). Byte This
Cloning Rhesus Monkeys, CNN
Cloning Rhesus Monkey$®Vash Post
First Adult Mammal Cloned, Yahoo's large index
NatureWeb Special Cloned Sheep
Nature,the "international weekly journal of science," lsasated a web page to
accompany the ground-breaking letter it publishethé February 27, 1997 issue:
"Viable offspring derived from fetal and adult mawiran cells," by I. Wilmut, et al.
The letter is available, as well adNatureOpinion piece, and short articles of
commentary by Axel Kahn of the INSERM LaboratoryRefsearch on Genetics and
Molecular Pathology at the Cochin Institute of Mnl&ar Genetics, Paris, and Colin
Stewart of the NCI-Frederick Cancer Research anglpment Center, Frederick,
Maryland. (Note that the site is free, but regisdrais required )
Shaping Genes: Ethics. Law and Science of Using Senetic Technology in
Medicine and Agriculture
m Unraveling the Code of Life

° DNA Fingerprinting in Human Health and Society

° Yahoo's Human Genetics
» Face
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The Face Recognition Home Page
Facial Analysis
° Facial Animation
» Fingerprint
° "Automated Systems for Fingerprint AuthentioatlUsing Pores and Ridge Structure.”
Proceedings of SPIAutomatic Systems for the Identification and Indmetof Humans
(SPIE Vol 2277V San Diego. 1994. p. 210-223. (8B2ostScript)
Cal Tech
Carieton U/DEW Engineering
The FBI Fingerprint Image Compression Standard
An Introduction to Wavelets: FBI Fingerprint @pression
FBI Fingerprint Compression Standard WSO Safviar UNIX Sun under SunOS 4.1.1
(uncertified)
° FBI Fingerprint Compression Standard WSO Safewfar Windows 3.1 (uncertified)
° Free Software to Measure the Spatial Frequ&®esponse (MTF) of Fingerprint Scanners
o The Human Identification System Project
° ImEdge Technology
* Handwriting
° Document Understanding and Character RecognifldMUND)
° Handwriting Recognition Group
o International Graphonomics Society
° OSCAR
° Script & Pattern Recognition Research Group
° The UN1PEN Project
» Voice
° CAVE - The European CAller VErification Project
° N1ST Speaker Detection Evaluation
° Speech Research (links at UCSC)

o o o o

o

Other suggestions?

Databases

FacE REcognition Technology (FERET) (facial)

FBI's Operational Capability Demonstration (OCDjadset (fingerprints)
Linguistic Data Consortium (voice)

Manchester Faces Image Database

N1ST Standard Reference Data

NIST's fingerprint CD-ROM

Oregon Graduate Institute (voice)

YOHO (voice)

See the Research sites above for additional daabas

Other suggestions?

Examples of Biometric Systems
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* Face

Cambridge Neurodvnamics

Identification Technologies International

Intelligent Vision Systems

Miros, In-your-face securitfpC Weellabs Review, 26 March 1997

Keyware Technologies

MIT Media Lab's Photobook

NeuraWare Face Recognition Systems

Siemens Nixdorfs Face VACS

USC's Elastic Graph Matching

Viisage

» Facelt at Visionics and Rockefeller U
» Fingerprint
° Live Scan Vendors

m 3M
m American Biometric Company
m Biometric Identification Inc.
m Central Research Laboratories
m Digital Biometrics
m Fingermatrix

m |Deas International

n

n

| |

| |

| |

| |

© 0 0o 0o 0 o 0 o o o

Identicator
Identix
Security Print
Sony: /0O Software
Startek Engineering
Ultra-Scan
m Vitrix
o The FBI's IAFIS and NCIC 2000 Programs
m Lockheed Martin
m Mitretek Systems
m Harris (and Criminal Justice Products)
m Also see the IAFIS and NCIC 2000 links
* Large-Scale AF1S Systems
m Cogent Systems and HP
m North American MORPHO Systems
= NEC
m Printrak International
m TRW (uses Cogent Systems)
m Unisys (uses NEC)
° Various
m AND Identification - System integrator
m Biometric Tracking. L.L.C. - Smart card and bioneplug-in
m Cambridge Neurodvnamics
m Comnetix - Fully integrated criminal justice soft@asolutions
m Cross Check - Imaging
m Fingerprint Technologies - Australian consortiuntofmpanies
m Harris/AuthenTec FingerLoc - Fingerprint chip
m Jasper Consulting - Fingerprint identification smns
m Mytec - Fingerprint as security key
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National Registry Inc. (NRI) - Finger image ideiut#tion; Your fingerprint is your
password. c|net

PrintScan International - Software for fingerpriecognition

Security Print - Anti-Fraud Use of Fingerprint

Thomson-CSF Semiconducteurs Specifiques Finger@hmip(Fingerprint chip
Veridicom - Fingerprint chip; 'Fingerprint Chip' Tited for ATMs, PCSNYT

° Related

| |

| |

| |
« Hand

AFIS and Live Scan Links
CJ Tech News
Fingerprint USA's Fingerprint Links

° Recognition Systems' ID3D

« Handwriting
° AEA's Chequematch and Countermatch
° CADIX

°cIc

° PenOp

o

e lris

o

Security & Identification's Automatic Signatwéerification using Acoustic Emission

British Telecom: Keeping an eye on Iris ands@eal Secure Access to Networked

Applications - the use of Iris Recognition for Us&lidation
° IriScan
° Sensar

« Vein

o

Security & Identification's Veincheck

° Veincheck

« Voice

° BI Voice Verification

° Brite Voice Systems

° ImagineNation's Vault

o INTELITRAK's Voice Verification Gateway for WW\VBervers and CITADEL GateKeeper
Adds New Dimension to Network Security by IntrochgiSecured-Server. Two-Key,
Biometric System: ITT Industries' SpeakerKey PresiCore Technology
Keyware Technologies
ITT's SpeakerKey and FAQ
MOSCOM Corporation

°0 0O °o0O

°0 o

« Various

Qvoice's Star Trek Deep Space Nine Voice Print
Sensory ("Voice Password on a Chip")
Sprint Voice FONCARD
T-NETIX's SpeakEZ
Veritel and Veritel Canada
Voice Control Systems' SpeechPrint ID
Speaker Recognition (comp.speech 06.6)
Speaker (and Speech) Recognition (comp.speech links

° "biometric" search at IBM
° CardTech/SecurTech Exhibitors
° NCSA CBDC Links to Biometrics Vendor Sites

Other suggestions?
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Related Sites

« Biometric Groups
° Association for Biometrics (AfB). UK and therfoer AfB site - excellent reference
materials!
° Commercial Biometrics Developer's Consortium [ZB
° Financial Services Technology Consortium (bitfodraud prevention)
° International Association for Identification (A
° Security Industry Association (SIA)
» 1997 Automated Fingerprint Identification Systent(8) Committee
Australian Biotechnology Association
» Automatic Identification Technology Commerce andi€ation - About Biometric ID
Consultants & System Integrators
° Julian Ashbourn's Technology Corner
° Fingerprint Technologies
° FingerPrint USA
° O&A Consulting
* DARPA's Internet for Security Professionals
* EAGLES' Assessment of Speaker Verification Systems
« East Shore Technologies (check the EST Challenge)
« EDI HotLinks (standards, etc.)
» Federal Security Infrastructure Program (for seaymelications: tokens, keys, and authorization)
« Justice Technology Information Network (JUSTNET)
¢ 20G4 Multi-technology Automated Reader Card (MARRZ)ject
* NIST's Computer Security Resource Clearinghouse
« Physical Security Equipment Action Group
* Privacy
° Electronic Privacy Information Center
° Personal Information Goes Public. SA
Privacy in the Digital Age, c|net
° Privacy International
Protecting Human Subjects
» Rainbow Security Book Series (eg,. "Orange Book")
* The Smart Card Cyber Show (with museum)
» Speaker Verification API (SVAPI)
° SVAPI Notes
° Quintet Signature Verification API (OAPI)
+ Standards
° American National Standards Institute
° International Standards Organization
* Twins
0 Gilia Angell's TWINSource
% Twin Pages in the World Wide Web
University Biometric Curricula
% Purdue's Automatic Data Collection (biometrics)
° San Jose State University's Biometric Iderdtiien Research Institute
¢ UPS is Testing NETDOX
US Postal Service's Electronic Postmarks
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* Warning: 666 is Coming!
* Yahoo's Biometric Links (updated each visit)

Other suggestions”

Employment

» Biometric Employment Opportunities
o Visionics
o Cross Check

* Biometric Resumes
° Students

Other suggestions”

And now for something completely different...

« Hilgers' Links to Biometry

» CSIRO Biometrics Unit

* Biometrie und Populationsgenetik

« Carolina Biological Supply Company

Other suggestions?

Finding What You Want

» MetaCrawler. Easy to use keyword/phrasarch.
Yahoo The huge wetatalogorganized by topic

AltaVista Advanced Search Use powerful Booleancteariteria to focus a search
Lycos Multimedia. Search for photos, art, videosisio, and sounds.

Search the US Patent Office.

 c|net's Search. Specialty searches and catalogs.
» Deja News, Search the USENET Newsgroups (discussiom).

Four 11 and Switchboard. Find e-mail & postal adses and phone numbers

Join the Biometric Consortium's Electronic DiscassGroup (LISTSERV)

183

The Biometric Consortium's LISTSERYV is for US Gawerent employees. It is a free electronic mailing
list for sharing discussions about all things bitnioeranging from research questions to meeting

announcements.

To request a subscription to the Biometric Consarts LISTSERV, send e-mail to
LISTSERV@PEACH.EASE.LSOFT.COM. Leave the subjeut lblank and write "INFO

BIOMETRICS" (without the quotes) in the body of yanessage. Do not include anything else in the
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message (it is not read by a human).

If your subscription is approved, you will be abdesend messages to the BC LISTSERV's posting
address BIOMETRICS@PEACH.EASE.LSOFT.COM,

All LISTSERV commands (e.g., "SET BIOMETRICS DIGefir daily delivery of all the LISTSERV
traffic) should be sent to LISTSERV@PEACH.EASE.LSOFOM. If you need help using the BC's
LISTSERYV (e.g., searching and getting old postiingm our LISTSERYV archive), please consult the
LISTSERV General User's Guide. If the Guide doesmmstwer your question, please send e-mail to the
BC list owner BIOMETRICS-request@PEACH.EASE.LSOFDIZ.
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pencil and paper or face to face. This growth iactebnic
transactions has resulted in a greater demand &ut f
and accurate user identification and authentication
Biometric technology is a way to achieve fast, wuser
friendly authentication with a high level of acayta This
presentation will highlight some of the benefits ofing
biometrics for authentication. Emerging applicasion
both within the Government and industry, will bes-di
cussed. Also presented will be an overview of this C
Government Biometric Consortium and how this group
is bringing together technologists from Governmesmd
industry to work together on improved standards.

The next section in their paper is called Overvieand it
is possibly more than you want to know, but for sthowho
are interested in details, | am duplicating ittséntirety.

Biometrics are automated methods of recognizing a
person based on a physiological or behavioral chara
istic. Examples of human traits used for biometrerog-
nition include fingerprints, speech, face, retinds, hand-
written signature, hand geometry, and wrist veii&io-
metric recognition can be used iidentification mode,
where the biometric system identifies a person frtime
entire enrolled population by searching a databdse
a match. A system also can be usedvarification mode,
where the biometric system authenticates a person's
claimed identity from his/her previously enrolledattern.
Using biometrics for identifying and authenticatinguman
beings offers some unique advantages. Only biometri
authentication bases an identification on an isicinpart
of a human being. Tokens, such as smart cards fichw
they also are involved heavily], magnetic striperdsa
physical keys, and so forth [or any combination thie
above], can be lost, stolen, duplicated, or left haime
[the next step, of course, is the biochip implard—eoin
a current slogan, "You can't leave home withodl it!
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Passwords can be forgotten, shared, or observedie Wh
all biometric systems have their own advantages and
disadvantages, there are some common characteristic
needed to make a biometric system usable. Firsg th
biometric must be based upon a distinguishablet. trai
[I reported earlier in this chapter about the chequinting
company that was incorporating a photo, in digitatmat,

for your personal checks. No one could see youturEc
not even you, but when you cash the check, it & ifd@o

a machine that reads the digitized photo and printen

a screen for visual verification.] For example, foearly

a century, law enforcement has used fingerprints to
identify people. There is a great deal of scientifiata
supporting the idea that "no two fingerprints arkked
Newer methods, even those with a great deal ofntote
support, such as DNA-based genetic matching [just
another form of biometrics], sometimes do not halg

in court. Another key aspect is howser-friendly is the
system. Most people find it acceptable to have rthei
pictures taken by video cameras or to speak intmiero-
phone. In the United States, using a fingerprinhsee
does not seem to be much of a problem. In somer othe
countries, however, there is strong cultural opjpmsi to
touching something that has been touched by many
other people. While cost is always a concern, mogile-
mented today are sophisticated enough to understand
that it is not only the initial cost of the sensor the
matching software that is involved. Often, the -tiele
support cost of providing system administration pEup
and an enrollment operator can overtake the initabt

of the hardware. Also of key importance is accuracy
Some terms that are used to describe the accurfdyioe
metric systems includefalse-acceptance rate(percentage
of imposters accepted)false-rejection rate (percentage of
authorized users rejected), arual-error rate (when the
decision threshold is adjusted so that the falseje
ance rate equals the false-rejection rate). Whsausising
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the accuracy of a biometric system, it is often dfieral

to talk about the equal-error rate or at least tmscer

the false-acceptance rate and false-rejection taggether.
For many systems, the threshold can be adjusted to
ensure that virtually no imposters will be acceptadh-
fortunately, this often means an unreasonably high
number of authorized users will be rejected. To reanre,

a good biometric system is one that is low costt,fa
accurate, and easy to use. [Emphasis added.]

Examples of Biometric Applications

Again, | will be duplicating this entire sectionhetreafter
I will be highlighting from the sections on "Curtempplica-
tions" and "Planned Applications."

There are many examples of biometrics being used or
considered in Federal, State, local, and foreigrnvego
ment projects. One use is to provide robust auitent
tion for access to computer systems containing itbens
information used by the military services, intetiigce
agencies, and other security-critical Federal degan
tions. Physical access control to restricted areas
another key application. There are many law enforce
ment applications, mostly for fingerprint recogoitj at
the Federal, State, and local levels. Other laworesf
ment  applications include home incarceration and
physical access control in jails and prisons. Reshane
of the most extensive applications of biometrics fir
entittements [funds received in some way from tloeal,
state, or federal governments]. Fraud in entitldmen
programs is estimated by the General Accountingic®ff
at over $10 billion per year. Pilot programs in esa¥
states have demonstrated dramatic savings by neguir
biometric authentication when someone is applying f
entittement benefits. There are also significantpliap-
tions for biometrics in the commercial sector. Sorog
the biggest potential applications include theafse
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Iingerprints have long been used as an identilving attribute of every person. Why use fingerprints? Fingerprints oller an inlaltible means
ol personal identilication This is the essential explanation for their having supplanted other methods of ¢stabli shing a person's identity
who are reluctant to reveal theinscelves. Thus. lingerprints present a reliable way of singling out a person

In deteenne novels and movies. we oliea find the authoritics poking on fingerprints trying 1o identify the enemices Institunions like the
Nationat Iureau of Investigations keeps a record of fingerprints who have filed for clearances. As the filers iner easce in number. a need
for & computerized system ol liling scems Lo arise. thus the need for a database A database is a repositon (or collection) ol data which
may later on be updated and or queried Tlowever. as the number of entrics in the database in ercasc. the demand for a time:
al the same ume space-ctlicient database management seheme blooms. This need calls [or a fast quens mechanism while storage
reguiremenl (due 1o overheads and data storage requirement) is kept at olerable 1evel

In the previous years. relational dalabases answered the needs ol database users. This had been primarily duc Lo the straightforward
approach (o database desien and implementa that rel ! app. h offered. However, as time progresses. dalabases will eventually

have 1o be updated dae o new requirements (or specifications) and modifications to relational databases mav prove to he tedious lashs

In the reeent times. the deselopment ol another way ol thinking developed. called the object-orieated approach  Thi new way ol
thmhmg does not merels pertain to ordinany programming bul also brought a new [rontier to database techno logy - object-ariented
databases (OOD) Thus database designers now have a ¢hoice between relational and objeet oriented approaches to database design and
implementation

reat deal ol maintanability (as contrasted Lo relational databases' less flexibility Yor moditivition) This
for Ifiabitity (Tor easy update) can now be answered through object-o ricoled databases

Object-orentanon allows a

means thal current databa

Fhe IS v an sdentilication ind forensies ol 1 oflers a computerized method ol identifving the owner or possible owners of a given
fingerprint 1ealse provides i databuase that contains records ot a number of mdividuals. including copies ol thew lingerprints

The HIS iy aimed Tor ki ge-seale databases (databases that contain a huge mumber ol personal recards) s devcloped [on use ol
imvestigation burcaus. the Nanonal hivestigation Burean in particular_ which unul now uses manual operatons. both m 11 hng and
searching the database

The IS is composed ol three (3) parts: the database server. the elient program. and the r ition identiticanon ication engine

“The databise server {ealled the 5 tion Systemn Server ) is developed using a utliny called the Sealeable
IHeterogencous Obgeet REpository (STTORE) This wiilits provides tools that enable the administrator 1o ma mtam the database Th ¢
database server is running on a UNLIX platform. thal is. it is programened under (he UNIX operating systent ensironmens 2 contran 1o
the commonls used DOS environment) The database server also follows the object-oriented paradigm This is a new was o 'thinking or
looking at things where operalions are treated as messages heing passed from one entity 1o another. as contran (o the convenuonal
procedural approach. where operations are looked al as serics of steps 1o take or perforn

When an ordimary person cother than the HIS Admmistrator) uses the HIS. he she does not see the ISS or the elassilier. Tnstead. it uses

the “chent program” ol'the HIS. This part serves as the user's way o communieating with the HIS. We eall tis ¢ hent program as MOI.I
tMore Or Less automatic Exteactor)y This part is created under the Windows — environment (as contran to the HISS UNIX

civronment) Thas is beeause s casy (o ereate a graphical user inlerface (GUT) under Windows  This GUI serves as the connecting

Iime berween the user and the system. The MOLE allows a user (o query (he database. that 1s. to search the database. given a set ol

intormation [t provides a graphical display ol a query [orm and allows the user 1o see the pair matehes heing perfonmed by the 118

e teehnologs oltered by the IS 1s the use ol an object-onented database management system cunming under UNIX an Arulicuat
Neural Network-based classilier and a Tast and eflicient quens search engine

I'he group 1s using the Sealable Heterogennus Object REpository . or SHORE. SHORE is a persistent object ssten under
development at the Unisersily ol Wiseonsin (hat represents a merger of object-oriented database and file system technologres Click
for a more detatled documentation of the SHORE project

aceepts a {ingerprint image and generates a partial score for that image and gives a elassiticalion score for a se1 of ten (1(i)
lingerprints. 1:ach person is identified through the classitication score of s h er lingerprnts. This intorma tion shall be kept by the HIS
Databasce tor quens use. The Classifier is eurrently undergoing impleinentation. The Classifier. the IS Database. or the whole HIS
project tor that matter. is implemented on a UNIX platform. sinee (he  HIS aims 1o be a distributed svstems soltware.

Atter the completion ol the Classitier and the IS Database. the subprojects shall be merged 1o produce the complete Human
Ideatification System (1} which ollers human identification security. not only: for investigation burcaus hut inte rested corporations {and
other establishments) as well
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biometrics for access to Automated Teller Machines
(ATMs) or for use with credit or debit cards. Marypes

of financial transactions are also potential ajgians;
e.g., banking by phone, banking by Internet, angirgu
and selling securities by telephone or by Internétaud
on cellular telephone systems has increased dreatigti
and is estimated by some sources at over $1 bilien
year. Biometrics are being considered to reduces thi
fraud. Telephone credit card fraud is also a siggift
problem that may benefit from the use of biometrics
There are also commercial applications for computer
access control, access to web site servers, adtesagh
firewalls, and physical access control to proteensgive
information. [Author's note: As we learned from gmeal
interviews with the developers of LUCID 2000™&t al,
the “firewall* is a device created to keep the safma
entities from interfering with one another's busse
activities, i.e., the bank records from the insggn
records, from the medical records, etc., etc. Ours®,
there would not be a need for firewalls if they rdidplan

to ‘"centralize" or consolidate everything in oneagd
on the same smart card, MARC card, driver's license
biochip,etal.]

Here are some of the Current Applications for bitios,
some of which are common knowledge and some of twhic
may surprise you.

INSPASS — Immigration and Naturalization Service's
Passenger Accelerated Service System designed ®s pr
vide prompt admission for frequent travelers fromrefgn
countries. It uses hand geometry for biometric fiveri
cation. You just slide your INSPASS card throughe th
reader and stick your hand in the guide—fast andplsi.
Currently in operation at John F. Kennedy Airpom i
New York and Newark International Airport in New
Jersey.



THE BIGGEST SECRET IN THE WORLD — THE NSA 191

Thermal Faceprint Automatic I.D. News,

July, 1995, ran an inter-
esting article on the new
thermal faceprinting, "A
defaced face can't beat
the heat: Thermal face-
prints are hot new ID meth-
od/Thermal faceprints
provide new kind of secure
automatic ID."

Captions under the two
photos (one of the visual
face and the other of the
thermal scan) read: "Sys-
tem displays unique ther-
mal facial characteristics
which it wuses to identify
a face in six second."”

John Bunnell, News Di-
rector for Automatic I.D.
News writes:

A 'hot’ new technol-
ogy that never forgets a face is the newest form pefsonal automatic
identification. If you're one in a million, thererea’5,000 people in the world
just like you—except that your face releases haatai pattern as unique
as your fingerprint. . . .
"The system uses an infrared video camera to takethermal picture,
called a thermogram, of a face. Software procesbes image and makes
the recognition based on analysis of the vascuimtem, facial tissue, and
skin heat emission. . . .Perspiration, bruises, lls\ge and even plastic
surgery or disguises won't change an individualsath emission pattern.
"The applications for this technology are endledsle envision a day
when consumers won't need cards at ATMs, high-leedééphone communi-
cations can be fully secured, and newborns can fmtegied before leaving
the hospital through the creation of private famitgcords. . . .Ear and
nose temperatures aren't included in the analyssause they are highly
sensitive to temperature changes. The infrared @@mis insensitive to
light and produces accurate images in total dasknfeem up to four feet
away, although the range could be extended.... thehnology is more
accurate than other biometric identification teciueis. . .and is more
user friendly because it only requires looking iatoamera....

". . .TRS will pursue eight applications during tmext five years: access
control, computer security, identification credafgj credit card security,
communications security, private records, and lafereement support.”
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CANPASS — Canadian version of INSPASS, except
the biometric used by Canada is fingerprint, rathlean
hand geometry. Currently in use at Vancouver Inter-
national Airport.

PORTPASS — Similar to INSPASS, but is used to
monitor vehicles at border crossings, as opposed to
travelers at airports. It uses voice recognitiothea than
hand geometry. Presently used at a Canadian cgyssin
and planned for use at Mexican crossings soon. One
version requires the vehicle to stop; another wversi
known as the Dedicated Commuter Langses a radio
frequency tag (RFID) affixed to the vehicle in orde
to obtain the biometric as the vehicle is moving.
[Talk about your high-tech!]

PRISONS — The federal Bureau of Prisons is using
hand geometry wunits to monitor the movements of
prisoners, staff, and visitors within certain Fedleprisons.
Visitors and staff, as well as prisoners, are neqglito
enroll and must carry at all times their magneticiped
card on which positive biometric information is esdb
ded. According to them, "Staff are enrolled to mlu
the possibility of mistakenly identifying them asn a
inmate or for positive identification in the everdf a
disturbance." [That's pretty bad when you can'tl tile
staff from the prisoners without a smart card.] Tégstem
also allows for the tracking of prisoners’ moversenBy
the end of 1995, around 30 Federal prisons werehaee
the hand geometry monitoring system installed.

AFIRM — Automated Fingerprint Image Reporting
and Match. In 1991, Los Angeles County in Califarni
installed the first AFIRM system. AFIRM was needéd
reduce fraudulent and duplicate welfare benefitshe T
biometric used is fingerprints. L.A. County claim
have saved $5.4 million dollars in the first six ntits,
and the savings have been growing ever since. AFIRM
is expected to be in statewide operation in Calitor by
some time in 1997.
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SPANISH NATIONALS (TASS) — Spanish National
Social Security Identification Card. The TASS pgr
is a smart card initiative employing fingerprint che
nology to eliminate enrollment duplication and pday
secure access to personal information wupon retrieva
The program is an ambitious one, in that it willmtmne
pension, unemployment, and health benefits all ame o
card. [I guess if Bill and Hillary couldn't push ethuni-
versal health card off on U.S. citizens, they dedidto
try it on Spanish nationals.]

COLOMBIA LEGISLATURE — Uses hand geometry
units to confirm the identity of the members of itwo
assemblies immediately prior to a vote. [Emphasis
added.]

Many Federal, State, and local government agendiase
purchased biometric systems. The Defense Advancededfch
Projects Agency (DARPA), Drug Enforcement AgencyE®),
Department of Defense (DoD), Department of EnerBgpart-
ment of Public Safety, Department of State, FedeBaireau
of Investigation, Federal Reserve Bank, Hill Air ré® Base,
the Pentagon, and the GS Mint have approximatel9 Bfo-
metric devices with 13,000 enrolled users for ascesntrol
applications.

Now, for some of the Planned Applications:

DRIVER'S LICENSE — California, Colorado, Florida,
and Texas have efforts underway to establish bigcnet
based screening of drivers. California, Coloradond a
Texas already record fingerprint images on drivers
licenses, and Florida has it under consideration.

EBT — Electronic Benefits Transfer. | have given
thorough coverage to EBT's, so 1 will not discusamiich
further. However, because of the success in fraud- p
vention in Los Angeles County's AFIRM program, fing
print identification is under consideration "to mihate
what could amount to extensive losses from theabus
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of lost or stolen cards." [You see, even before the
proposed systems are in place, they already are
considering the possibilities of "lost or stolen".. inject-
able biochips, here we come!]

IAFIS — The FBI's Integrated Automated Fingerprint
Identification System "is designed to electroniall
replace the horrendously outdated, mostly manual
fingerprint identification system that requires pap
based fingerprint cards, postal submissions of taeds,
and labor-intensive searches." Paper cards would be
replaced with electronic entries. Requests and ckear
would be conducted electronically. Their goal is reduce
the response time to a requesting agency from the

current 10 weeks to only 24 hours.

NCIC 2000 — National Crime Information Center 2000
offers new and improved capabilities for the Nation
Crime Information Center Biometric information, &uc
as that contained in the signature, face, and Mg,
will be used in an automated system. Patrol catf heive
the capability to capture fingerprints and evenyal
relay the information to local, State, and/or Fadter
Automated Fingerprint Identification Systems (AB)S'
[The goal is to have the system improved and fupera-
tional by the fall of 1999. . .which is why | sumeo it
is called NCIC 2000.]

Space for a Database

You may have realized that computers with enougipaca
bility to handle all that is proposed will consunmonumental
space, even with the size of the hardware growingstantly
smaller. That's easy! Just spend some more of oonem
The NSA has constructed a new building at the ntodesn
of $45 million. The project consists of a two-stotuilding
with approximately 100,000 square feet of net usakpace
for supercomputers, operational, and maintenareasai he
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facility was turned over to NSA on October 15, 1986d was
scheduled for completion in January, 1997.

Indeed, resting today in the cavernous subterranean
panses below the National Security Agency's Heatensa
Operations Building is thegreatest concentration of
highly advanced computers the world has ever known!
The NSA's enormous basement, which stretches for ci
blocks, holds the largest and most advanced compulzt-
base site in the world in a 1996 list that's avwdédafrom the
Internet. Yes,this list ranks the NSA as number one out
of 194 of the most powerful computing sites on edrt
A copy of this list is available by writing the foling E-malil
address on the Internet:

gunter@interactive.net

The NSA: "666-Beast” Computer Facility

Contrary to the previously held popular belief thae
"666-Beast Computer" resides in Luxembourg, Eurojte,
really resides here in America at NSA! This unbeaidy
sophisticated place is the land where computeesally talk
back and forth with one another and where, usin@twh
called "brute force,” they are able to spit outusohs to
complex statistical problems imanoseconds rather than
years.

In 1983 the NSA went global. It put into operati@am
enormous worldwide computer system of networkeda-dat
bases code namedLATFORM. PLATFORM tied together
52 existing but separate computer database sysigsed
throughout the world. Of course, since 1983, mamyarhave
joined NSA's network.

The National Security Agency is the Mother of
America's Computer Industry

The National Security Agency has been a silent \mry
powerful partner in America's computer growth froine very
beginning! Yet, because of its policy of secretwv@nymity,
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NSA's role has been almost totally hidden behingtggrants
and funding to the computer industry. Despite thengmity,
however, NSA's involvement in creating the compuneiustry
has been enormous. Cray, IBM, RCA, Sperry Randlc®&hi
General Electric, Burroughs, Texas Instruments, éech, and
many other corporations too numerous to list, alveh bene-
fitted handsomely from NSA grants and contracts foe
development of advanced computer systems and peaiph
functions. In fact, several years ago, the NSA temh®f its
role in the development of the computer industry dbgting
the "NSA certainly hastened the start of the compage."

i i 7
i L
e
.

i
.

i
i i A/I%%,’falﬁ

.

,
. .
/ . i
i .
, .

,

T3E Cray Supercomputer. Courtesy of Cray Computers.
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In 1976, for example, Cray Research of Minneapdlisine-
sota, created and delivered to NSA the first of t@RAY-1"
$15 million computers. Cray Research was foundedSbky-
mour Cray, an electronics engineer who also fountesl
Control Data Corporation in 1957. Mr. Cray's "CRAY-was
capable of crunching anywhere frodb0 to 200 million
calculations PER SECOND!Mow that sounds like it would
fit the description of a supercomputer! But as dlible as
it seems, the CRAY-1 utilizes 20-year-old technglogoday's
Cray supercomputers, the most advanced in the waodd
crunch mind-boggling numbers up t60 billion calcula-
tions per second (60 GFLOPS)!For example, the MSA
presently employs the lates€CRAY Model T3E-LC1024
supercomputer. The CRAY T3E-LC1024 is the most derp
and sophisticated machine in the world. For moferimation
on CRAY computers, call the factory at (612) 45%®&60r use
the Internet to write Cray's E-malil at:

(crayinfo@cray.com)

Supercomputers will be contributing greatly to @urveil-
lance and enslavement as we move further down libeesy
slope toward the New World Order.

Remember, all this R & D in the computer industag lbeen
subsidized or underwritten by the MSA. NSA's supemnguters
utilize the latestGFLOPS and PETAFLOPScomputing tech-
nology. This existing state-of-the-art technologpwd seem
fantastic enough without further improvement. Buiors,
supercomputingTERAFLOPS technology will be capable
of performing an unbelievabletrillion operations per
second. Without NSA funding, however, none of these tech-
nologies would exist. Is it any wonder with thahdkiof invest-
ment that this technology is doubling every 18 rhefit It's
a case of more is better, but only if it's smakerd faster.
Indeed, NSA money has been responsible for the loeve
ment of virtually all of this technology, either réctly or
indirectly, from the very beginning. The NSA is avéold
enough to admit this in one of their documents taat be
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down-loaded from its Internet website as follows:

NSA has been a silent partner with private industry
from the earliest days of postwar computer devekygm

Many commercial computer lines have sprouted from
earlier designs for NSA use. A good example of this
computer industry/government  partnership was HAR-
VEST, a cooperative project in the 1950's betweeBAN
and IBM [note the very early NSA/1IBM connection dier
to build a new, state-of-the-art second-generatigan-
eral-purpose processor. To be successful, HARVESH h
to have a super high-speed memory and high-speed
tape drives, beyond anything then in existence. eloped
over a five-year period, the most innovative newmeo
ponent of this advanced processor was TRACTOR, the
high-speed tape drive system. HARVEST went on line
in 1962, and it was finally retired in 197&ince the
beginning of the computer age, a partnership
between NSA and the American computer industry
has existed. This partnership has fostered the develop-
ment of computers for cryptologic processes [Emishas
added.]

Actually, quite a bit of information is presentlyvalable
on the Internet regarding the kinds of advanced esigm-
puters the NSA now uses. But suffice it to say fa@s tpoint,
most of NSA's high-dollar, sophisticated supercotimgu
technology is based on something calletanotechnology.
Nanotechnology is the technological method of dngat
ultra-small  micro mechanical devices on an atomic
scale.

How can this be possible!?! In the Bible we aredtdhat
in the last days knowledge would increase, with thglica-
tion that it would increase exponentially. If naothi else
proves that we are in the last days, surely thisildvoPresently,
technology is doubling every 18 months, and it wowppear
that this time is decreasing daily. Science is sapable of
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engineering computer chips and other mechanicalicesv
down to nearly the size of a single atomDictionaries
define atomsas "the smallest particles of chemical elements
that can exist alone or in combinations.” Just imagwvhat
Lucifer, the Antichrist, will be able to do withldhis advanced
technology during the Tribulation Period. He wik able to
"watch" and controleveryone and everything on earth. . .
He does not have the ability that God has to beipmsent,
so this technology will provide him with the abjlito be
“"technically" omnipresent. This will result in thmost com-
prehensive form ofelectronic surveillance and enslave-
ment imaginable. 1 call this concept of electronic cohtr
CYBERIA, a new kind ofRussian Siberia in Cyberspace.
There is more detailed information on E-Money arm t
cashless society in my bodke Mark of the New World Order.

The National Security Agency Even _
Manufactures Some of Its Own Computer Chips

The NSA even has its own "special processing” maiuf
turing facility for making its own highly classifiecomputer
chips. NSA states in one of its published documentslable
on the Internet that "NSA has exacting requiremefuts
special computer chips.Because of the difficulty of satisfy-
ing its needs on the commercial market, and becatishe
highly classified nature of some of the chipsjn 1990
NSA opened a facility tdabricate otherwise unobtainable
devices to support the needs of the DOD" [emphadded].
What kinds of chips are these? The NSA designednaade
the Clipper Chip, the Skipjack, and the Capstong.C{Coin-
cidentally(?), "Capstone" is the term for the &émg eye on
top of the Masonic pyramid on the back of our dollls.)
We also know something about a so-called privatparation
closely affiliated with them, Sematech Corporation in
Austin, Texas. Sematech is making some of the most advanced
chips on earth. It is a research and development (B) lab
that is a consortium of very large electronics atefense
companies, such as Motorola, Texas InstrumentsSetoa-
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tech is affiliated with the government's Advanced
Research Projects Agency (ARPA— subsequently DARPA)
in Virginia. In fact, Sematech gets most of its funds from
ARPA, which is essentially a "back-door" fundingganization

of the NSA. Note how they all work together for theals

of Big Brother! The NSA is, indeed, developing amputer
system of Orwellian proportions.

New ARPA/Sematech 0.25 Micron-sized
Computer Chips will be Capable of Storing
One Billion Bits of Data!

Sematech Corporation in Austin, Texas, now manufac-
tures and markets computer chips that &85 microns
in size. That's equivalent to about 1 /200th the size ofrand
of human hair. If that capability alone were notoegh to
boggle one's mind, Sematech is now perfecting thaun
facturing of even smaller chips that will be abodR25
microns in size.

In 1988, Mr. Robert Noyce began leading Sematech in
the development of these advanced technologies. Ndgce
is none other than the founder lotel Corporation, as well
as the physicist geniussho invented the original silicon-
chip integrated circuit. His invention brought about the
entire PC revolution and led to the extensive usmiorochips
in all of today's consumer products. With a guye likhis
running the show, what do you think Sematech may be
capable of producing in the future? I'm sure thdtawis
considered science fiction today, will be tomorwtandard
technology (for a little while, at least, until theext "better
and smaller" innovations overtake it and rendebgolete).

Rumor has it that Sematech's new chips will be ldapa
of storing approximatelyone billion bits of datat That's
called a"GIGA" or one billion pieces of data. The newer
personal computers presently available commercigihycally
are capable of storing one gigabyte (one billiotesy or more
of data on their huge hard disks. Such hard diskage
capability is incredible enough, but just imagasingle
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chip that is capable of storing one billion bits of infation.
What an almost unbelievable accomplishment!

ARPA Helped Finance
Sematech Corporation's Research

As indicated abovesematech Corporation was funded

by the illustrious Advanced Research Projects Agelyc

of the DOD, which is indirectly tied to NSA. In @hwords,
ARPA and NSA were right there helping Sematech with all
the money it could handle in order to get quantwmpuuting
science rolling. An interesting thing about Sematdtwowever,
is the fact that one of its major "partners”Tisxas Instru-
ments Corporation. Coincidentally(?) Texas Instruments is
a very largemanufacturer of biochip transponder RFID
microchip implants for animal identification. Do you
see how all of this ties together? It's just ongehBig-Brother
conspiracy designed to bring forth Satan's evimm@nistic/
socialistic New World Order of electronic enslaverne

Project Lucifer: IBM's Demonic
Connection to NSA

During the late 1960's, IBM board chairman, Thomas
Watson, Jr., set up a cryptology research groupBM's
research laboratory in Yorktown Heights, New Yoted by
Horst Feistel, the research group concluded itskwior1971
with the development of aery advanced new CIPHER
CODE named "LUCIFER" (the dictionary definesipher
as "an arithmetically computable code"). No ondlygaows
with any degree of certainty why the name Lucifasvwehosen
for this computer program, but the fact remaing thavas!
1 find this particularly interesting given the fabiat everyone
knows the name Lucifer is just another name for dewil,
Satan! In fact, as | informed you earlienany dictionaries
define "Lucifer" as "used as a name for the devil."

After Lucifer's creation, IBM immediately sold @ Lloyd's
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of London Insurance Company for use in theircash-dis-
pensing system,which IBM also developedLucifer was
very successful in this banking application.

The "Lucifer" Cipher was Transformed into a
"Highly Marketable Commodity"

Spurred by the success of Lucifer, IBM turned toltéfa
Tuchman, a 38-year-old engineer with a doctoratenforma-
tion theory, then assigned to IBM's Kingston depatent
lab. A 16-year veteran of IBM, Tuchman was askedet
a data security products group that wotrahsform Lucifer
into a "highly marketable commodity.” The Lucifer
Cipher was ready for market in 1974.

Aided by Carl Meyer, a German-born electrical eegin
who had earned his doctorate from the UniversityPehnsyl-
vania, Tuchman soon discovered that Lucifer wowdduire
"considerable strengthening before it could withdtanassive
commercial use." The team then spent the following years
improving the Lucifer Cipher by giving it more cotap
functions. The strengthening process involved seerival-
idation," whereby experts would bombard Luciferhvgophis-
ticated "cryptanalytic® attacks. Finally, in 1974he Lucifer
Cipher was ready for market."

During the same year, the GS National Bureau ofidatals
(NBS) decided to search for a cipher encryptionhoethat
could serve as a government-wide standéwd the storage
and transmission of data. IBM submitted their LeciCipher
code to NBS for their consideration for governmeide
adoption.

The NSA Was Enormously Interested in the
Lucifer Project

According to James Bamford, author Tfie Puzzle Palace:
Inside the National Security Agency, America s M®stret
Intelligence Organizationthe 1983 bestseller previously cited
in this book:
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The NSA had taken an enormous interest in Project
Lucifer from the very beginning....

The NSA had even indirectly lent a hand in
Lucifer's development[emphasis added].

According to Alan Konheim, a senior employee at I[BM
Yorktown Heights lab,"IBM was involved with the NSA
on an ongoing basis."

Here is the information you will need to obtain @pyg of
The Puzzle PalacePublished by Penguin Books USA, Inc.,
375 Hudson Street, New York, NY 10014, Phone
1-800-253-6476 (ISBN 0-14-006748-5).

External "Clean-up" at the NSA

Recently, the NSA has attempted to clean up itpéesu
secret” illusive image by forming a new public-a4ublic-
relations office at their headquarters facility kFort Meade,
Maryland. The NSA even has published a small neak-sl
looking brochure of general information designed fablic
consumption, which is available to virtually anyowko calls
and asks for it. The brochure may be obtained Hbiinga
NSA's public affairs office in Fort Meade, (301) 86311.
Their new global Internet website is locatedyerspacat:

www.nsa.gov:8080
This should help you in doing your own researciN@A.

Warning! Don't be entrapped by the NSA's new smoke-
screen attempt at public relations! Big Brother iynis
trying to clean up his image with a slick new mairkgp
campaign. Isn't poison always marketed with pasjtiglowing
sales hyperbole telling how it will help alleviatermin and
pestilence? And, of course, that's true in manyesafut
poison also is capable of killing all other living things
touches. Therefore, who is to say that fh@sonous NSA
databaseswvon't someday touch all of our lives in a similar
negative way? This chapter is so long because weedao
give great detail about this monstrous "all-seeiMftional
Security Agency.
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LUCID 2000™—A Brief Look

Dr. Jean-Paul Creusat, designer of the LUCID 2008¥%-
tem, granted me a lengthy interview in which hevpmted the
details about how this system came to be creataedl loow it
is planned to operate in the near future. This a¢ one of the
"secret projects”. . . in fact, it is publicizeddely. Dr. Creusat is
a fine gentleman with the best of intentions andpedotable
credentials and experience. But LUCID 2000™ indlitawill
be tied with the NSA supercomputers, so | am irolgida very
brief overview at this point.

In the July/August, 1994 edition ofThe Narc Officer
magazine, page 69ff, an article appeared titled:eaty 2000
& 'L.U.C.LD.© System: A Milestone to Curtail Termsts and
International Organized Crime."” He gives an intrichn
spelling out all the horror stories we have heand the last
few years, and how they have increased more rgceathout
drug deals, money laundering, organized crime, otists,
et al. After laying the foundation for the need for suchhigh-
tech identification system, Creusat espouses th@ioop that
the "future universal intelligence Super Highway'illwbe the
"LUCID 2000™ System."

Born from the inspiration of the intricate geomesdti
structure of the DMA chain (the famous double Helix
where the genetic blueprint of life is contained @me
molecule, L.G.C.LD.© System will contain the edlant
capacity of millions of individual data integratedithin
one translucent device. . . .The model proposal Wwé
molded impartially within official cards or docuntsn
such as:

Health care

Driver's license

Identification

Credit cards and bank cards
Passport or refugee documents, and
Social Security
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LU.C.I.D.© wil be capable of storing andpdating
"up-to-the-minute  personalized information from
an individualized master data bank" [ emphasisafide

This is where the aforementioned "firewall" allebyeavill
be used, to prevent cross-contamination (my chofcerords)
between entities whose information is on the card ® limit
who has access to which part (supposedly to proteet
privacy of your many assorted transactions and v
unauthorized exchange of information).

Next, we are given the "curtail the terrorists aimder-
national organized crime" speech, i.e. "Threat e World
Security," "Challenge to World Governments,” andlclgal
Threat to the Quality of Life.” In this section (ma 70), he
defines Major Drug-Producing Countries and Majorudpr
Transit Countries, then identifies the countrieyolaed in
either or both of these. Next he defines and ifiestiMajor
Money Laundering Countries, followed by a report ailances
between terrorists and international organized erii@reusat
defines and provides examples of "Criminal orgaiong’
and gives quite a breakdown on terrorists, inclgdotefi-
nitions for the termserrorism, international terrorismand
terrorist group.

Since this publication is specifically designed ftaw
enforcement use worldwide, Creusat included in #ngcle
an extensive listing of terrorist groups currentigsociated
with international organized crime. The listing yides the
name of the terrorist group, and any aliases umdech they
may have operated, the origins of the group, thea(a) of
operation, and who is supporting their activitis®w, for law
enforcement, this is a wonderful collection of mmf@tion to
have available; however, in my opinion and by thewn
admission, the use of LUCID 2000™ will not end theft
quickly will filter down to the private sector keeg track
of all the transactions (buying, selling, politicalctivity,
protests, etc.) in your life, and no one but theetedmines
whatwill be collected ohow it will be used. Your purchases
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and phone service already are being profiled. . esghdo you
think most of your junk mail originates, or how yaredit card
company or phone company can notify you of "undsual
purchases on your card?

He gives an extensive look at worldwide “safehaVefar
terrorists and international organized crime, folol by the
locations considered to be safehavens. On page Cféusat
says, "There are a number of major criminal orgaions,
two of which have a worldwide grasp and are diyedthpair-
ing world security: The Colombian drug cartels ante
Chinese criminal groups organized around Triad etecr
societies." Then he describes ten groups, withf bc@mments
on their activities.

Dr. Creusat sees the LUCID 2000™ System as a "uni-
versal application to the Criminal Justice Systemd athe
future antagonist to terrorist and international ganized crime.
Creusat concludes:

Properly employed L.U.C..D. © would -curtail the we
breed of international organized crime challenging
governments throughout the world. The System Pro-
posal will create a climate that makes rtore difficult
and expensivefor such criminals to operate. [Notice that
even he does not kid himself into expecting this ke
a cure-all for international crime and terrorismheT fact
is, those groups can afford the skilled individuale
evade these restrictions, probably better than DJCI
2000™'s  supporters. The criminal element has no
sense of morality, therefore, it has no compunstion
about doing whatever it takes to achieve its ends.]

As the information age progresses, the most success
ful institutions and entities will be those thatrsfi per-
ceive and exploit the potential of new technologidhis
proposal is intended to advance the prospect that c
operating world governments, operating on behalf of
their citizens and against international criminalsyill
enjoy the full benefit of available technology pnpret
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that as exchange of information, networking, or tjus
plain Internet] to create the best possible tracking
system for the present and to develop a framework that
may be adapted as new technologies continue to gemer
[Emphasis added.]

There you have it. . . this program wouldn't beyveffective
if the databasedidn't contain as much information as could
be collected oneverybody, because until they run the subject
through the computers, they have no sure way ofwkip
who might be involved, drug dealers, criminals, tarrorists
. it might even be a GS citizen (big surprisedly they want
that database to be as comprehensive and all-ineluss
they can get it—which means making the facilitiesd ahard-
ware large enough to hold all the information thegll be
collecting, then loading it up with everything theyan find
on anybody, via the GS Postal Service, Social $gcuwvelfare
benefits, sales and purchases profiles, drivertense data,
religious affiliation, et al. Now, if you project this information
forward to the time when a dictator wants to takeeroour
country, or merge us into the New World Order (sathimg!),
it will be a relatively simple task, as he will kmowhere to
locate all the dissenters and protesters. He widleh control
through the international military, and easily cadispatch
such Constitutionalists to the large federal priséacilities
that have been built on the perimeters of majopaais. As
you can see in my scenario, one thing leads to ribet, and
the next, and the next. It truly is a "slipperypd

In the September/October edition dhe Marc Officer, page
54ff, the article is titled "L.U.C.1.D.© & The Coter-Terrorism
Act of 1995." This article includes an Abstract, &rtroduction,
Future Trends in the World Security, L.U.C.1.D. &ya Specific
Objectives, but probably the scariest is their adion about
linking and Internet use.
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Connect the Existing Data Elements to the
L.U.C.1.D.© System via L.U.C.1.D.© Net

The data elements from the networks of federaltesta
and local government agencies; public and privatan-n
profit organizations; NCIC, NCB-INTERPOL, Triple land
Department of Justice and the NLETS®lentification
management systems will feed the Universal Com-
puterized Identification Clearinghouse Resource
Center [who fits the decription in that title better than
the NSA?] through an instantaneous tracking system
via cyberspace. LUCID. © Net will be designed to take
advantage of the current infrastructure of populkand
readily available commercial equipment that operate
under the  Transmission  Control Protocol/Internet
Protocol, TACP/IP protocols.

Developed under ARPA sponsorship [NSA], the
currentinternet grew out of the originaBARPANET
project, initiated at UCLA in 1969... ARPANET was
transferred to the Defense Communication Agencyw(no
the Defense Information Systems Agency—DISA).
[emphasis added].

This article also addresses: Interactive Infornmatiovia
Cyberspace from Distant Biometrics Sensors and/oio- B
metrics Card Sensors; the Future Universal BioretriCard
(a "Smart Card,” undoubtedly similar in construatioand
purpose to the military MARC card); Security and n@iden-
tiality of the Universal Information Identification System
through L.U.C.1.D.© Net.

As universal access to the Internet implies equald a
reasonable opportunity for the individual to be mected,
the question was raised in a front-page articlethe January
23, 1995, edition of U.S. NEWS: "Is anything Safe in
Cyberspace?" | guess we all know the answer to that. In the
same edition, Vic Sussman treated the crucial stbjef
"Policing Cyberspace."

Probably the most helpful information in this sedamticle
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is Creusat's listing of "Key Words." Though not asmpre-
hensive as the list inThe Puzzle Palaceit tells about those
that are of most importance to the LUCID 2000™ @ctj
Please take note of the ones with MSA connectiosse (
next chapter on sister organizations) and how marny based
on information retrieved on individual citizens, threr than
"international crime and terrorist" organizations.

Key Words

National Crime Information Center (NCIC) 2000;
Integrated Automated Fingerprint Identification ft&ys
(IAFIS); National Instant Criminal Background (NIEGB
Interstate Identification Index (lll) or Triple [;National
Central Bureau (NCB)—Interpol; Computerized Crim-
inal History (CCH); National Strategy Information eer
(NSIC); Omnibus Counter-Terrorism Act of 1995, H.R.
896 and S. 390; Counter-terrorist Center (CTC); Idinl
Board Service (B.B.S.); National Law Enforcementlefe
communications System [(NLETS); Advanced Research]
Projects Agency (ARPA); ARPANET; Defense Informatio
Systems Agency (D1SA); Biometrics Sensors: Biorogtri
Card Sensors; L.U.C.ILD.© System Universal Biongstri
Card; DNA genotyping and Human Leukocyte Antigen;
Iris scan; "Smart Card"; Computer Emergency Respons
Team (now known as the Cert Coordination Center);
Capstone Chip; Clipper's Skipjack; Tessera PCMCIlard,c
"Password Sniffer"; International Criminal Police rgani-
zation (ICPO)—INTERPOL.

In brief, the termsCapstone Chipand Clipper's Skipjack(both
of which were designed and made at MSA's chip-natufing
facility), which are mentioned near the end of thbove list,
are examples of those "backdoor keys" we mentioradier,
so that access can be gained—by the government vemaol
knows who or what else—to your so-called privacgtected,
encrypted information and transactions. The conoectto
NSA or its sister organizations is quite evidestdacumented
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in the book by Daniel C. Lynch and Leslie Lundquisied,
Digital Money: The New Era of Internet Commengages 95-98,
the sections dealing with Capstone, Clipper, angj&ék.

Declassification of NSA Documents

Under the Freedom of Information Act everything esld
than 25 years supposedly is to be declassified @ade
available to anyone seeking information on a paidic
subject. This is operating on the premise that langt 25
years or older has little if any remaining value sEnsitive
data. Again working on their image, the NSA issuegress
release on April 2, 1996, titled, "The National ey
Agency Releases Over 1.3 Million Pages of Declaskif
Documents." Of course, this was to promote good wild
enhance their image with the general public. Thely will
not release any documents which might reflect baatiytheir
activities in those early days, and other documeais
"released" with black marked out lines of the tlsirtbey still
don't want made available for general distribution dis-
closure. Mainly what has been released so far la@ecom-
munications by the KGB and other entities that tqu&ce
during the Cold War era. There is a massive listtafuments
which you may research at NSA's location on theerit,
with instructions how to obtain something you magsice
to see first hand.

Suing the NSA

Much unnecessary to-do has been made in some aublic
tions about a lawsuit brought against the NSA. gdve to
investigate this suit, its ramifications, and itffinate dis-
position. The Clerk's Office of the U.S. Districo@t, Wash-
ington, DC, gladly made available all documentatpertain-
ing to said action. The suit was filed in the Udit&tates
District Court on February 20, 1992, and was broubi
petitioner John S. Akwei. His statement justifyitige suit
read: "Prevented from obtaining gainful employmemy
defendants [NSA], who utilized National Securityekgy
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offices and resources to control and at their Wigally dis-
continue my employment.”

After hearing his detailed list of allegations, ti&ourt
determined that there was not "any identifiablealegause
of action. Accordingly, it will be dismissed asvfslus pursuant
to 28 O.S.C. s/s 1915(d). It is this 6th day of dhar1992,
hereby ORDERED that this complaint is dismissedanisty
Sporkin, United States District Court."

Of course, | certainly wouldn't put it past the N$& do
something like this, or even worse, but that was the case
in this suit. If you read the plaintiff's allegat® you readily
will understand why this was determined to be aofous
lawsuit and ultimately dismissed. It appears that Had a
bigger case of paranoia than any genuine, legiémaitovable
complaints.

In addition to this action, the NSA has been suedesl
times during its 40-year history, including a slilied by Jane
Fonda and Tom Hayden in the 1970's.

If you wish more details, contact Amy Gordon, ITI&¢.,
Document Retrievak Research Services, in Washington, DC,
Phone (202) 857-3837.

Lucifer's Evil Spirit is Alive & Well in the
New Global Economic & Communications System

Lucifer is, indeed, alive and well on planet earflne Bible
tells us that he will enslave the world by contngjl our buying
and selling in the last days. Without his "666" .l.Dnark,"
we will be unable to transact business globallydAust in
case you conclude that you never need to transagt a
business globally—you'll just do business locallyerd kid
yourself.. .globally means everywhere on the glabeluding
your little community, no matter how isolated it ynaeem
by today's standards. One easily can see this ldiabg@lan
unfolding if one is a "born-again" believer in therd Jesus
Christ! With Christ's Holy Spirit resident in usgvean envision
easily how Satan's plan is unfolding in many retpégne
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can see it in the global computer industry, the Ngarld-
Order socialist UN-led global government; the Wokdde
Web of the Internet; the imminent cashless eleatramom-
merce system in the form of various electronic &imcnsfer
programs called EBT; and the loss of constitutigpnguaran-
teed privacy rights, due to the computerization aret-
working/linking of all private, corporate, city, county,
federal, and international government databaseds wite
National Security Agency'ssupercomputers.

The LUCID 2000™ |.D. Mark: Without it,
You're Out of Business!

We are being told today that the major problem aneo
tered in making electronic transactions via netwdridata-
bases is ensuring that all users of the systemirategd, who
they say they are and being able to securely gtesayour
monetary transaction out in cyberspace. In otherdsjoall
users must be positively identified. We also aild that what
must become mandatory by the year 2000 are moranadd,
high-tech forms of positive identification. Systeumsers first
must be verifiably identified biometrically before being
permitted access to the new Internet-connectedtrefec
bartering system. Without positive and secure idial
identification, fraudulent activities may resulbey say.Enter
the Mark-of-the-Beast system: LUCID 2000™! Satan's
LUCID 2000™ System of international identificatiowill
perform this function. Without the.UCID 2000™ Mark,
no one will be able to access "electronic moneycrdits,"
or any other government "benefits" (i.e., welfaRS, Social
Security, health, "entitlements" funds, and othgeries),
anywhere in the world. Satan's Mark-of-the-Beasteirery-
one'sright hands will be mandatory! (And you can see how
quickly this "danger" of Smart Cards being "lost siblen”
can progress to RF1D implants that yocan't lose.) Further-
more, rejecting the Mark literallwill cost you your life!
Indeed, rejecting the MARK will sentence you to tthean the
New World Order!



THE BIGGEST SECRET IN THE WORLD — THE NSA 217

For more information on this subject, please refer my
first book, The Mark of the New World Ordegnd watch the
bookstores for my forthcoming publicationsBig Brother's
Supercomputersand America's ldentity Crisis and the Coming
International I.D. Card.The NSA's "Little Brother/Sister" organ-
izations are inextricably linked like a spider web.

NSA: Lucifer's "Beast" Computer

As mentioned earlier in this chapter, many Chnistiahave
speculated and talked about a "666 Beast" compsistem
in Europe being themajor database system the Antichrist
will use to control people. However, my thoroughvestigation
of this matter reveals that this is not true...ca&nnot possibly
be the system. Yes, there is a huge "classifiedimptder
system in Belgium that is owned, controlled, anderaped
by the European Community (EC), but it far inferior to
NSA's equipment and capability. Accordingly, my ealed,
well-investigated opinion is that the NSA will bege '"The
666 Beast" computer system. The NSA is behind afifu
everything.

1 will close this chapter by repeating a portiomttti quoted
earlier, by Senator Frank Church about the "Big tBed'
activities of the intelligence gathering agenciedB|SA in
particular (see page 477 ofhe Puzzle Palace). It definitely
bears repeating!

At the same time, that capability at any time could
be turned around on the American people and no
American would have any privacy left, such [is] the
capability to monitor everything: telephone coneers
tions, telegrams, it doesn't mattefhere would be no
place to hide. If this government ever became a tyranny,
if a dictator ever took charge in this country, thech-
nological capacity that the intelligence communityas
given the government could enable it to impose |tota
tyranny, and there would be no way to fight baggause
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the most careful effort to combine together in sEsice
to the government, no matter how privately it wasnel
iIs within the reach of the government to know. Sush
the capability of this technology....

| don't want to see this country ever go across the
bridge. 1 know the capacity that is there to makeanny
total in America, and we must see to it that thigerey
and all agencies that possess this technology tpera
within the law and under proper supervision, sot tige
never cross over that abys§hat is the abyss from
which there is no return[emphasis added)].



The National Security Agency's
Sister Intelligence Agencies:
Lucifer's True Worldwide
Computer Web!

Because, following extensive research, it is myngp that
the National Security Agency (NSA) is at the vemyatt of
the accumulation of the myriad of facts available @ach
individual, and corporate, bank, military, or gaverental
agency—at any level—I have been extensive in tlseudsion
and documentation in the previous chapter. Likeoatopus
whose tentacles reach out and grab, then draw insédf,
the NSA is drawing in an ever-increasing databaseveryone
and everythinglt's all for one and one for all in the NSA's
computerized New World Order!

The U.S. Intelligence Community—Defined

In Jeffrey T. Richelson's outstanding bodihe U.S. Intel-
ligence Community(Third Edition, 1995, Westview Press,
Boulder, Colorado), he deals very thoroughly with many
of the NSA's sister intelligence organizations aballe seen
anywhere in one publication—I highly recommend this
valuable book, the Contents of which is reprintadpart on
the next two pages. Perhaps "sister" organizatomdd be
more accurately defined as "Little Brothers,"” whamllect and
funnel information to the Big Brother computershat NSA.
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Richelson has this to say about the intelligenceroanity
in the United States:

The Intelligence Community

The U.S. intelligence community has been precisely

defined in a number of government directives
regulations. One of those regulations stated that:

and

The CIA, the NSA, DIA, the [National Re-
connaissance Office, the Bureau of Intelli-

gence and Research of the Department

of

State, the intelligence elements of the military

services, the FBI, the Department of

the

Treasury, the DOE, the Drug Enforcement

Administration, and the staff elements of
Director of Central Intelligence constitute
intelligence community.

the
the

Recent additions to the community are the Central

Imagery Office [replaced by NIMA 10-1-96] and

the

Defense  HUMINT Service. Also worthy of consideratio

are the Defense Mapping Agency, the intelligencem-co

ponents of the unified commands, and the intellbgen

elements of the Department of Commerce. These liintel

gence elements, along with those mentioned directly
above, can be grouped into five categories:

« national intelligence organizations,

» Department of Defense intelligence organizations,

» military service intelligence organizations,

« the intelligence components of the unified commands
« and civilian intelligence organizations.

Presently, all of these are under the auspices-reowvark-

ing in conjunction with—the NSA.
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Just try to grasp the magnitude of eavesdroppind an
spying that is going on today throughout the woegen if
we stopped with only those revealed by Richelsoat, Yve
can't stop there because that is only just thenbegg—we
must consider all the nongovernmental agencies thate
collecting information, developing profiles on ounuying
habits, and telephone calling habits, our healtth imsurance,
our travel, our banking activities, etc., etc. Irder to enable
you to keep these separate in your minds, | haveldd them
as direct and governmental or nongovernmentadirect
intelligence organizations. Later in this chaptewill expand
on this information, but for now, here is a briefpnation
of how | define the two terms:

Direct Intelligence Organizations — Designed
for intelligence-gathering purposes only.
Indirect Intelligence Organizations — All other

private and governmental organizations with a
specified purposeother than intelligence gathering
(i.,e., the IRS who gathers plenty of information on
folks, but the purpose[?] allegedly is to collect
income tax, not just information). These groups
indirectly and ultimately download data into the
directintelligence organization's database.

One more definition you should recognize is for tBéack
Chambers Projects,” or some variation on that ndsasically,
it's all that super secret stuff, particularly stcfunding of
projects it wants to keep under wraps.

The NSA, either directly or indirectly, is affiled with many
external, national, and international governmerdgeganiza-
tions and private corporations that have a worlaggeement
to exchange information on citizens. (Although Isect—
with a few notable exceptions—that most of the rimfation
"exchanging" is going in one direction. . .towalt texpand-
ing of the NSA database.)
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Sister Organizations of the NSA (Little
Brothers)

In this chapter, | will address the many major golinked
with the NSA, identifying them either as "directt ‘dndirect”
suppliers of gathered information. As | promise@voously,
I will define more extensively "direct" organizat® as those
whose primary purpose is to intercept, decode, seqpbrt
on intelligence for government use and securitydeffine
“indirect” organizations as those who collect iitBhamounts
of data on individuals for governmental use (ilRS, Postal
Service, Department of Motor Vehicles, Voter Regisbn,
Social Security,et al) and/or nongovernmental use (such as
credit bureaus, insurance companies, baeksl), but whose
data we now find channeled into the NSA supercoeigut

On the Internet (http://www.odci.gov/ic/usic/chgif) a
circular chart is presented (see next page) shotiagpartici-
pation of the governmental organizations under director-
ship of the Director of Central Intelligence (DCAs | explained
to you previously, the DCI also serves as headefGIA, but
seems to have less control over intelligence-gatdeactivi-
ties than the head of the NSA. You will note tha CIA is
listed as an independent agency, while the Depatsnef
State, Energy, and Treasury are listed as indiegncies,
meaning nonmilitary/security spying groups, but sflokes
in the intelligence wheel are under the DCI. Asrbgeed, |
will tell you a little about each of these, withogbing into
too much detail because of space constraints. Thexel2
of them (excluding the NSA which already has beewered
extensively), plus many other direct and indiremtefgn and/
or national agencies to investigate, documentingir thie-
in with the NSA or other groups with whom infornaati is
exchanged/shared.

Investigation confirms that there is little or ndfference
between them, even though their names and pulaimhpunced
goals vary widely. Virtually all government databasalready
have been—or soon will be—linked together fullyret local,
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- Central
intelligence
Department ' Agency
of State

Defense
intelligence
Agency

Department F‘\jati;maf
of Energy ! Security
' Agency

Director

Department of Central Army

of Treasury intelligence (DCH) T intefligence

Communily | National

Managamsent 1 Intelligence
Federal Staff | Council
Bureau of

Investigation

Navy
intelligence

Pational Air Foree
Reconnaissance Intsligence
Oifice
Centrat Marnne
imagery Corps
Office intelligence

# % #

3¢ Independent Agency
# Department of Defense (DoD) Elements
@ Department Intelligence Elements (Other than DoD)

* Effective October 1, 1996 the CIO was replabgdhe
National Imagery & Mapping Agency (NIMA)
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state, federal, and international government levARer all,
it's the mostefficientway of doing things, and it should save
us tax dollars, right? Even privately owned databaare for
sale, i.e. TRW, Equifax, the US Postal Service, atiwr col-
lectors of personal information, thereby becomitg facto
sources of information for the government databaBlesically,
the federal government has turned most civiliarijtany, and
government databases—at virtually every level—irdoe
huge networked, interconnected NSA system thdt be
shared with the United Nations, Russia, Interpol, Europol.
actually, with anyone who askexcept YOUIThe term often
used today to describe this phenomenorshared database
resources.

Now, let's study a few of these computerized saurce
intelligence information that soon will allow Bigr&her to
know nearly everything about everyone, so that loeeneasily
can track, control, and monitor us in the commumi®tew
World Order.

The CIS Government's Thirteen

First, let's start with the government's own orgational
breakdown pie chart of the so-called "Intelliger@emmunity”
(pictured). This information was downloaded frone timternet
at (http://www.odci.gov/ic/usic/contents.html). Qime chart,
the government defines the intelligence communiy can-
sisting of only 13 federal agencies (as follows)t bwill show
later that these 13 are barely the tip of the iogbd&here
are so many organizations involved in either dir@cindirect
spying, information gathering, and surveillance—baivert
and covert—that | am confident no one has an exivaus
list. . .they just keep popping up!

 Central Intelligence Agency

» Defense Intelligence Agency

» National Security Agency

» National Reconnaissance Office

* The Central Imagery Office (Effective October 1969
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replaced by the NIMA)

* Army Intelligence

* Naval Intelligence

» Marine Corps Intelligence

« Air Force Intelligence

» Department of State/Bureau of Intelligence and Rete

» Department of Energy

» The Treasury Department/Office of Intelligence Supfp
Financial Crimes Enforcement Network (FINCEN)

* The Federal Bureau of Investigation/National Critnéor-
mation Center/Interstate ID Index/Criminal Justit&or-
mation Services Division (formerly known as The iNiaal
ID Center)

Now, let's break down the above information intéegaries
a little easier to examine. I'll also add a fewt thare not listed
above, for a more complete picture.

National Intelligence Organizations:

* National Security Agency (NSA), the largest intgince
database in the world!

 Central Intelligence Agency (CIA)

» National Reconnaissance Office (NRO)

e Central Imagery Office (ClO—effective October 1,969
replaced by NIMA)

Civilian Intelligence Organizations

» Department of State Intelligence (DSI)

» Department of the Treasury Intelligence (FINCEN)

» Department of Commerce Intelligence (DCI)

* Drug Enforcement Administration Intelligence (DEA)

» Department of Energy Intelligence (DEI)

* Federal Bureau of Investigation (FBI)/National Cginmnfor-
mation Center (NCIC 2000)

» Department of Transportation Intelligence (DOT)

* Federal Emergency Management Agency (FEMA). Dis-
cussed extensively in my bodke Mark of the New World
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Order; expected to play a major role in the control and re
location of US citizens, our goods, supplies, ete.,con-
junction with the United Nations' military apparatyor
some other name with the same implications) to reefo
compliance with the dictates of the Mew World Oradter
our takeover.

« National Law Enforcement Telecommunications System
Projects Agency (NLETSPA)

e Multi-Jurisdictional Task Force (MJTF)

Defense Department/Military Intelligence
Organizations

» Defense Intelligence Agency (D1A)

» Defense Human Intelligence Service (HUM1NT)

» Defense Mapping Agency (DMA)

* Army Intelligence Organizations (AlO)

* Navy Intelligence Organizations (NIO)

« Air Force Intelligence Organizations (AF10)/Air EerSys-
tems Command (AFSC)

« Marine Corps Intelligence Organizations (MCIO)

« Military Unified Command Intelligence Organizats
(UCIO)

* Atlantic Command

* Central Command

» European Command

* Pacific Command

» Southern Command

» Space Command

» Special Operations Command (those black helicopters

« Strategic Command

 Transportation Command

» Defense Information Systems Agency (DISA)

« Defense Advanced Research Projects Agency (DARPA/
ARPA)
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Communications and Other Signals Intelligence
(SIGINT) Sources of Data

« Space Collection/Space Surveillance

* Airborne Collection

» Ground Stations Collection

» Covert Listening Posts

 Surface Ships

* Underseas Collection/Ocean Surveillance

* Nuclear Monitoring

* Measurement and Signature Intelligence (MASINT)

us Government Intelligence Agreements:
Liaison Arrangements Regarding Sharing
Intelligence Data with Foreign Nations

In the list that follows, note the "sharing" agresits with
Communist nations.

* Australia

» Canada

* United Kingdom/United States Security Agreement G34)

* Israel

* Norway

* Red China (Communist)

» Soviet Union/Russia (Communist)

* Japan

» United Nations (Communist)

« International Criminal Police Organization
(1CPO/INTERPOL)

Other Government and Civilian Intelligence
Organizations That Feed Information to
Various State and Federal Government Com-
puters and the National Security Agency

« All state departments of motor vehicles

« All credit bureaus (TRW, Equifaxet al)

* The GS Postal Service's National Change of Addcesdger
in Tennessee
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 All state and county welfare agencies

» Eventually, all banks and other financial instibuts

« All point-of-sale retail establishments

 All gasoline retailers

» All major highway and interstate freeway databasisthe
IVHS/ITS system

* The Social Security Administration

» Telephone companies

« Utility companies

* Etc., etc., etc.

Politics and Intelligence Secrecy

As early as January, 1950, President Truman wasgatisg
directives discouraging any publicity about the eligence-
gathering agencies of the United States governm@émem-
ber, this was before the so-called Freedom of mé&tion Act,
so they were exerting their full power and influento see
to it that John Q. Citizen had no idea of the exteam which
his own government was spying on foreigners, asl| vee
nationals. Of course, the McCarthy era should hdex=n a
wake-up call!) National Security Council Intelligen Directive
No. 12 (NSC1D No. 12) was signed in Washington, DO,
January 6, 1950, and reads as follows:

Avoidance of Publicity Concerning the Intelligence
Agencies of the U.S. Government

Pursuant to the provisions of Sections 101 and 102

of the National Security Act of 1947, as amendedd a

in accordance with Section 7 of NSC 50, the Nationa

Security Council hereby authorizes and directs thia
following policy be established, since any publicit
factual or fictional, concerning intelligence is teuatially
detrimental to the effectiveness of an intelligenaetivity
and to the national security:

(1) All departments and agencies represented by

membership on the Intelligence Advisory Committee
shall take steps to prevent the unauthorized disoto
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for written or oral publication of any informatiorcon-
cerning intelligence or intelligence activities. erhhead
of each department or agency will determine hisnobh
for granting such authorization as may be necessary

(2) The sense of the above directive shall be com-
municated to all other executive departments and
agencies as an expression of policy of the National
Security Council.

(3) In cases where the disclosure of classified inferma
tion is sought from the Director of Central Intgdnce
(DCI), and he has doubt as to whether he would tgmp
the question will be referred to the National Sagur
Council.

—Source: Truman Library

Ever since about 1950 when President Truman eshedli
this organization, each President has added higiagdpeouch
to the secrecy of these information gatherers' vities. In
the previous chapter, 1 have included a photo & Reagans
exiting the NSA headquarters; he was the first iBess to
visit the NSA facility. Also pictured is PresideBush at the
NSA. Not to be outdone, President Clinton adds tbkowing
information on the White House web site, titled téliigence
for the Twenty-First Century."

Intelligence for the Twenty-First Century
" .we face a host of scattered and dangeroud- cha

lenges. . .ethnic and regional tensions. . .theemniiat
for terrorism and for criminals to acquire [nuclear
chemical, and biological weapons]. . .we have torkwo
together. . . so that we can meet the challengedaifg

this work even better with even more public suppartd
confidence in its integrity and long-term impact.hat
IS my commitment t0 you as you renew your commit-
ment to America, in a world fraught with danger,t bu
filed with promise that you will help us to seize.
— President Clinton's Remarks to the
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Staff of the CIA and Intelligence Community
Central Intelligence Agency
July 14, 1995

This NSC Fact Sheet notes that it was last updated
September 25, 1996. | will include excerpts belotv pertinent
portions, but you may obtain it in its entirety rfiothe Internet
at (http://lwww.whitehouse.gov/WH/EOP/NSC/factshkets
intel.html). Basically, it tells us how Clinton isnaking the
inteligence community a bigger and better placept no
mention a lot more expensive!

Since the beginning of his Administration, Presiden
Clinton has been committed tpreserving and expand-
ing the central role of the United States in the padtiC
War world. A major part of the task has involvedvihg
the best possible information and intelligence toaken
decisions about the present and future. A stron@ti-m
vated, integrated, highly professional Intelligence Com-
munity is essential to that effort [emphasis added]

A Record of Accomplishment:
A Higher-Quality Intelligence Community

* President Clinton has undertaken a number of
actions, including requesting increased intelligenc
funding in 1997 to improve the quality of intelligee
and to guide the Intelligence Community into theertiy-
first century. [Author's note: The NSA already hasper-
computers that far exceed "state-of-the-art." Inditdah
to being number one worldwide in computer powergyth
measure the computers at their headquartbss the
ACRE! So | guess this increased funding must be for
people to program, encrypt, and run them.]

« The Report of the Commission on the Roles and
Missions of the Intelligence Community and the Aspi
Brown Commission, which validated or recommended
a number of initiatives, both represent the Predisle
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commitment to building an Intelligence Communityr fo
the future.

e President Clinton appointed John Deutch [since
replaced by George J. Tenet] as the Director of tr@en
Intelligence because of his view of the importarafe the
Intelligence Community.

e The Senate Inteligence Committee reported in its
1996 Intelligence Authorization report, "the worlf &J.S.
intelligence agencies against terrorism has been an
example of effective coordination and information
sharing." [Emphasis added.]

The fact sheet points out that Clinton's prioritiésclude
information for not only military or political busess, but
for private persons and groups, such as "specifmshational
threats, such as weapons proliferation, terrorignternational
crime, and drug trafficking."

What's even scarrier is what they tell you theynpka do
with their personnel... in fact, the potential fointernal
surveillance is unlimited under this plan.

Personnel:

* Recognizing that personnel is the most important
resource of the Intelligence Community, CIA and DOD
have expanded training and assignment possibilities
[There's where some of that additional fundingamg!']

e The intelligence community will initiate a program
for 100 high-potential officers in FY 97 tencourage
assignments outside parent agenciefinterpret that
INFILTRATE] to broaden perspectives and increase
expertise. [You can rest assured that's not allt tvil
increase. . . undoubtedly they will be contributibg the
filling of the databases in all those NSA supercoters.]
The program will grow to 900 officers in five years
and participation will become a requirement for -pro
motion to the senior Executive/Intelligence Service .
[emphasis added].
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| already have mentioned "information sharing." ¢las
what they have to say about law enforcement coatiin:

. intelligence and law enforcement communitiesve
significantly increased cooperation and coordimatiof
policies, operations, and activities. Senior lewehnagement

. .meet regularly and frequently. . .and cleacbymmuni-
cate to their subordinates tlm@erriding requirement to work
together. . . . regular sharing of information. [is] now the
rule, not the exception” [emphasis added].

Under the heading, Counterintelligence, we find:héT
Clinton Administration created the National Couintesili-
gence Center to serve as a resource and clearinge hior
the interagency community."

Through one of those infamous Presidential Decision
Directives, which permits pushing through a Preaside
personal agenda without benefit of Congressionate,vo
Clinton, " . . .through Executive Orders, laid dowre guide-
lines [for the National Security Policy]. . . .dslighing the
first nationwide standards for clearances, perdomseeurity
and reciprocity [reciprocity — some more of that "sharing"
stuff]. [Emphasis added.]

Another item under Clinton's list of accomplishnsens
the creation of the National Imagery and MappingeAcy
(N1IMA), to replace the Central Imagery Office. Téstablish-
ment of NLMA came at the "strong recommendationthef
Director of Central Intelligence, the SecretaryDefense, and
the Chairman of the Joint Chiefs. . . .This newnagewould
coordinate the production and use of satellite atiger imagery
for intelligence and mapping" [emphasis added].&&raring!

Next they established new guidelines to allow th@nco-
mingle with those "who have committed human rigtiiases
or other criminal acts.......... " They give thixege: "These
guidelines do not prohibit relationships with humaghts
violators or criminals who provide valuable inforioa.
Rather, they recognize thantelligence agencies, like law
enforcementmust deal with unsavory individuals and require
that asset background be weighed along with theevai
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intelligence provided and the reliability of the usce"
[emphasis added]. In other words, stoop as low as ynust
. . .the end justifies the means.

Here is what they write about encryption of elecically
transmitted messages/information:

Encryption:

The President and the Vice President are seeking to
create a new policy for commercial encryptiod strengthen
the security of electronic information worldwidehile also
protecting law enforcement and intelligence consern
This system, called key managementwould allow infor-
mation to be protected by strong encryptiomyhile
permitting encryption key recovery and access by
authorized individuals within a framework of rigorous
privacy safeguards.

Yeah, rightt Remember when | previously mentioneerms

such as ‘“clipper chip,” and others? They are piogidthem-

selves with a back door key tgour encryption with "key

recovery," while setting up their own systems toevent

similar intrusion into their encrypted information. The sooner
they can get us all on total electronic dependertbe, sooner

they can learn what little is left to learn abous that they

don't already know! Although, with all the databaséaring

that is occurring, it is probably very little.

On July 15, 1996, by another of those handy lieecutive
Orders, Clinton established a "one-year Criticalfrastructure
Protection Commission. The Commission will recomdhen
ways, both executive and legislativfHow about that! They're
finally going to include the legislature in the pess!], to
strengthen the security of the nation's physicatl dnforma-
tion infrastructure, including telecommunicationsfinancial
institutions, power, and vital human servicé#s if they didn't
already have the biggest "infrastructure " in therd. And note
the inclusion of “financial institutions" into theiinfrastruc-
ture, as well as "power" (which I believe includgsities,
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gasoline, and other sources of energy) and othiéal 'fruman
services." As I've told you so many times befdiey plan
to control everything!By this one Executive Order (July 15,
1996), a Commission has been established to recachme
ways to include in their infrastructure everythimgsential
to the personal life of the individual—utilities,in&dncial
activities, vital human services (which undoubtediypuld
include health needs, food, transportation/truckaib
freight/airlines, et al)}—'to strengthen the security of the
nation."

Until Clinton receives the report of the Commissitie has
directed the FBI to work (share) with other fedesglencies,
as well as state and local governments, to progeeurity
for our “critical physical and cyber assets." Thazaild be
called "Cyberia" assets.

Strategic Assessment 1996: Elements of U.S.
Power—A Book

Chapter Six of this book is titled "Intelligenceficaincludes
the following sections: Introduction, InstrumentSollection,
Analysis and Reporting, Covert Action, Conclusid@ecause
of the length (15 pages, 8 1/2 " x 11"), | have doplicated
it here. Also, much of the information would be wadant
because of the points that 1 already have covdiledever,
it is an excellent overview of how things came & hs well
as what is going on now in the intelligence comrtunit is
accessible on the Internet at the following address

http://www.ndu.edu/ndu/inss/sa96/sa96ch06.html

"Direct" Sister Organizations (Government)

Now, let's dig a little deeper-into the sister arigations
of the NSA who are engaged primarily in the momigy
gathering, and analyzing of information, subsedyerih-
corporating the information into shared databastswever,
before we leave the NSA and concentrate on itersisi want
to quote once more from the FAS report on the N8&dt
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"Organization and Functions,” concerning its segcreand
security: "The most detailed insight into MSA orgation
is found in the NSA Employee's Security Manual, posted
on the Internet on 6 April 1994 (grady@netcom.com igc:
alt.pol.org.ns), which provided building locationdor the
security offices of each of the groups, among otheeresting
tidbits."

Central Intelligence Agency (CIA)

As an introduction to and abbreviated history &f @A,
read the following report bgrollier's, Inc.(1996).

Central Intelligence Agency

The Central Intelligence Agency (CIA) is one of as
organizations responsible for gathering and evalgat
foreign intelligence information vital to the seityr of
the United States. It is also charged with coortiga
the work of other agencies in the intelligence camity
—including the National Security Agency and the
Defense Intelligence Agency. It was established the
National Security Act of 1947, replacing the wagim
Office of Strategic Services.

The CIA's specific tasks include: advising the pres
dent and the National Security Council on intewadi
developments; conducting research in political, -eco
nomic, scientific, technical, military, and otherielfs;
carrying on counterintelligence activities outsid¢he
United States; monitoring foreign radio and tel®rs
broadcasts; and engaging in more direct forms gdioes
nage and other intelligence operations.

Throughout its history, the CIA has seldom beene fre
from controversy. In the 1950's, at the height log¢ tcold
war and under the direction of Allen Welsh Dulless
activities expanded to include many undercover @per
tions. It subsidized political leaders in other cwigs;
secretly recruited the services of trade-union, rcu
and youth leaders, along with businesspeople, ftists,
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academics, and even underworld leaders; set upo radi
stations and news services; and financed -culturgban-
zations and journals.

After the failure of the CIA-sponsored Bay of Pigs
Invasion of Cuba in 1961, the agency was reorgdnize
In the mid-1970's, a Senate Select Committee and a
Presidential Commission headed by Nelson Rockefelle
investigated charges of illegal CIA activities. Angp
other things, they found that the CIA had tried dssas-
sinate several foreign leaders, including Fidel t@asof
Cuba. It had tried to prevent Salvador Allende from
winning the 1970 elections in Chile and afterwarddh
worked to topple him from power.

Between 1950 and 1973, the CIA had also carried on
extensive mind-control experiments at  universities,
prisons, and hospitals. In 1977, President Jimmyte€Ca
directed that tighter restrictions be placed on Cthan-
destine operations. Controls were later also placed
the use of intrusive surveillance methods againss. G
citizens and resident aliens. [Author's note: Waysund
this restriction since have been discovered and iptw
use by the major intelligence gatherers. As youl wekall
from the previous chapter, NSA trainees now areactm-
ing" on us, by monitoring our private communicasdn

Late in the 1970's, however, fears arose that aiesr
on the CIA had undermined national security. The
agency's failure to foresee the revolution in IrfB79)
gave new impetus to efforts at revitalization. Riest
Ronald Reagan and his CIA director, Wiliam J. Gase
loosened many of the restrictions, but such aawitas
the mining of Nicaraguan harbors in 1984 as partthadf
covert campaign in support of the Contra rebels &mel
still-unclear role of the CIA in the Iran-contra faif
focused renewed public attention on the agency.

Following Casey's death in 1987, Reagan appointed
William Webster, director of the Federal Bureau of
Investigation, to be the CIA director. His repuatior
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integrity helped restore the agency's image, buellin
gence failures during the Gulf War (1991) tarnisheid
tenure. He was succeeded by Robert M. Gates (13P1-9
and James Woolsey (1993-94).

In 1994, in the worst spy scandal in CIA history, a
career officer, Aldrich H. Ames, was arrested bye th
Federal Bureau of Investigation and admitted spyiiog
the USSR and Russia for nine years. Woolsey redigne
under fire and, after disclosure in 1995 of clatides
CIA links to U.S. government-proscribed death sguad
in Guatemala, was succeeded by ,Deputy Secretary of
Defense John Deutch, who immediately retired much
of the agency's hierarchy. [Emphasis added.]

Of course, the effect of such a move is doncentrate the
power in the hands of fewer people, and therefore, fegeie-
guards. As | told you previously, Deutch has be@aplaced
by George Tenet, formerly Deputy DCI and Presidétinton's
second nominee to fill the position. Tenet servesl Acting
DCI for some months until his unanimous confirmatian
the Congressional hearings, and subsequently wasrnswnto
office on July 11, 1997. Whereas Deutch was a mentfe
the Council on Foreign Relations (CFR) and the afeifal
Commission (TC), as well as a director of the CiAng bank
(major promoter of smart cards), it appears—surmig—
that Tenet is a member of neither.

John M. Deutch

Deutch was sworn in on May 10, 1995, as DCl anddhea
of the CIA, and he has lasted about two years. ld&sha
Ph.D. from MIT, where he joined the faculty in 197de has
served in a myriad of government assignments. d fin ironic,
considering his position as DCI and head of the ,Ciidat he
is a member of the Commission on Protecting and uBad
Government Secrecy. Talk about your oxymorons! OCaylme
its a paradigm shift. Mr. Deutch was born in Balss
Belgium, and became a naturalized citizen of theitddn
States in 1945.
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George J. Tenet (DCI)

Director of Central Intelligence

i Director of the CIA

Effective July 11, 1997
 Courtesy of CIA

On July 3, 1995, Tenet was sworn in
as the Deputy DCl,
serving under Deutch. TheWashington Postreported on
March 20, 1997: "President Clinton vyesterday nomeida
George J. Tenet, who has been deputy CIA direcioces
1995, to head the spy agency and predicted he wavitd
easy Senate confirmation.”

Although at the writing of this article Tenet wa®tyto be
confirmed, the Post also reported, "Tenet will be confirmed,
Clinton told reporters, 'because he's well-known the Senate
and well-respected by Republicans as well as Deamtr

.he emerged as front-runner almost immediatklyn a
short list of contenders. ..."

Tenet is a 44-year-old family man and former Whieuse
and congressional staff member who has been runrig
CIA as acting director for several months, and lgisances
for congressional confirmation appeared to be éaakl as
he was perceived to be a man of integrity by thadl whom
he has worked. This has proven to be the case by shb-
sequent unanimous approval.

On the Internet (http://www.odci.gov/cia/public_gif/
speeches/dci_speech_073197.html) we find the fatigw
transcript of Tenet's acceptance speech at his riswgeaa
ceremony:
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Remarks by DCI George J. Tenet at Swearing-in
Ceremony by Vice President Gore

I am honored, Mr. Vice President, by the opportunit
that you and the President have given me to lead ou
country's Intelligence Community—particularly —as isth
year marks the 50th anniversary of the founding toé
Central Intelligence Agency. As | assume this posijt
| haven't the slightest doubt what you, the Pregidend
the American people expect from me and the excep-
tional men and women that 1 will lead. In pursuft aur
mission, you must know that first and foremost:

e« That the Intelligence Community is working to
protect the lives of Americans everywhere.

 That we are working to protect our men and women
in uniform and to ensure that they dominate thetldat
field whenever they are called and wherever theg ar
deployed.

e That we are protecting Americans from threats
posed by terrorists, drug traffickers, and weapook
mass destruction. [Author's note: This is the ortt
concerns me most, as it portends the loss of oivagy
and freedom in exchange for our "protection andtgai

e That we are providing our diplomats with the catic
insights and foreknowledge they need to advance rAme
can interests and avert conflicts.

« And, that we are focusing not just on threats but
also on opportunities—opportunities to act before
danger becomes disaster [Author's note: Preventisn
good, but "innocent until proven guilty" is now olete
if they are planning to catch the criminal beforecame
even is committed.] and opportunities to -createcurir-
stances favorable to American interests.

These are issues on which we simply canmdtord
to fail.
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In short, Mr. Vice President, we will meet thesealeh
lenges head on with the highest standards of pakson
integrity and professional performance. We can amid
take the risks necessary to protect our countryt Wwe
also pledge to never act recklessly. We are acablet
to you, the President, and to the American peope f
all that we do.

A special part of the privilege you have given n® i
the opportunity to lead the men and women of the
Intelligence  Community. They are simply unmatched i
their dedication, drive, and devotion to duty. Théying
not only their expertise to work, but a deep cotieic
that national security is neither a nine-to-fiveb jonor
just a career, but a public service of grave inmgrue.

Working with them every day has driven home for me
a vital point: as important as sophisticated tetdmo
is to our work, intelligence is primarily a humam-e
deavor. And so, for me, our people must always come
first.

My goal for our people is a simple one: That they
should consistently be the nation's premier expdns
their field—whether they are engaged in analysipera-
tions, or scientific and technical pursuits.

If we—your intelligence team—tackle these challenge
with energy, decisiveness, conviction, and intggrive
will live up to the high expectations that you, tiFesi-
dent, and the American people rightly have for your
intelligence service. We will be the best intellige
service in the world. As Director of Central Inigéince,

I will aspire to nothing less.

Implicit in all that |I have said are four commitntgn

that will guide me every day that | serve in thifsoe:

* To the President, you, Mr. Vice Presidentand
all others who rely on our Nation's intelligencepahili-
ties—We will deliver intelligence that is clear, jettive,
and without regard for political consequences. iGgtt
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it right in circumstances that require accurate orimfa-
tion and sound judgment will always be my highest
priority.

e To the Congress—you can count on my honesty
and candor. What distinguishes our intelligence viser
from all others is the link with the American peepthat
comes through strong Congressional oversight—it is
vital to maintaining the trust and faith of our iz#Ens.
And 1 will not violate this trust.

* To the men and women | will lead over the next
several years—We will be partners. I've told youwatthl
want leaders who will take care of their people.isTh
starts with me. 1 will care about your work at #&hels,
be there when you need me, and stand up for younwhe
times get tough. Together we will ensure that Acaeri
intelligence is the nation's first line of defense a world
that still holds plenty of surprise and danger.

e To the American people |1 would say—Your
intelligence service is committed to protecting ryou
country from all those who would threaten it. Wellwi
honor the trust that you have placed in us, and wié
serve you with fidelity, integrity, and excellencéEmpha-
sis added.]

He concludes his speech by thanking many of those e
ployers and co-workers who personally have assidted in
reaching this point in his career, as well as pliog a brief
family history and acknowledging the loving suppoof his
family members.

The Position

To reiterate, the CIA is led by the Director of @ah Intelli-
gence (DCI), who manages the CIA in addition toviegr as
head of the Intelligence Community. Their missiod goals
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—as stated in a National Performance Review, PHbhdmitia-

tives, An Inteligence Community Report, Septemb&f95,

located on the Internet at
(http://www.odci.gov/ic/npr/sep95/sep95.html#annexb

are as follows:

The DCI has three principal responsibilities; segvi
as the head of the OS Intelligence Community, the
principal advisor to the President for intelligenceatters
related to national security, and head of the CIkhe
DCI is responsible for providing timely and objeeti

intelligence — independent of political considevat
and based on all sources of information availalde the
Community — to the President, heads of executive

departments and agencies, the Chairman of the Joint
Chiefs of Staff and senior military commanders, and
where appropriate, to the Senate and House of Bapre
tatives. The DCI is also responsible for performitguch
other functions as the President or the Nationatufy
Council may direct."

Isn't it interesting that they can furnish data lexibd to
all those political appointees and military bigwigbut only
where THEY deem appropriats such information made avail-
able to the duly-elected representatives of the pleeo our
Congress and Senate.

The principal Deputies of the DCI are: Deputy Dicgc of
Central Intelligence, Executive Director for Inigdnce Com-
munity Affairs, Executive Director (who runs the AClon a
daily basis), The National Intelligence Council, pD&/ Director
for Administration, Deputy Director for Intelligeac Deputy
Director for Operations, Deputy Director for Sciencand
Technology, and the Inspector General.

The organizational chart (left) is from Richelsdmsk,
The U.S. Intelligence Community.
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The CIA Seal

Truman's Executive
Order 10111  estab-
ished the CIA seal.
"It is described in
| heraldic terms as fol-

OWS:
Shield: Argent, a com-
pass rose of sixteen
points gules
Crest: On a wreath
argent and gules an
American bald eagle's
Note the Masonic Phoenix Bird/US Eagle headexd proper.
at the top of the CIA's Seal/lnsignia "Below the shield

on a gold color scroll

the inscription 'United States of America' in rettérs, and
encircling the shield and crest at the top withittseription
‘Central Intelligence Agency' in white letters.

"All on a circular blue background with a narrowidyedge.
The interpretation of the CIA seal is as follows:

"The American Eagle is the national bird and isyanbol
of strength and alertness. The radiating spokeéee@tompass
rose depict the coverage of intelligence data fedhareas of
the world to a central point. "

| find that final statement particularly enlightegi and
by all indications they certainly are living uptteeir stated
expectations.

CIA Headquarters Buildings

The original headquarters building was designedtha
mid-1950's by the New York firm of Harrison and Abrovitz,
designers of the United Nations Building. The fiagilis
located about eight miles from downtown Washing@@,
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Satellite photo of the CIA Headquarters Buildingngley,
Virginia.
© 1995 VARGIS, LLG.All Rights Reserved.

As the population of the Agency increased, it wased
mined another building had to be constructed. Itjoimed
to the west facade of the original building andludes two
six-story office towers, connected by a four-stagre area.
It is a steel/glass structure, as compared with phecast
concrete construction of the original building.
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Entrance to CIA facility at Langley, Virginia. Plwotourtesy of the
CIA.



CIA Headquarters. Photo courtesy of the CIA.
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Original CIA Headquarters Facility.

The new building was completed and occupied in Karc
1991. The original building consists of 1,400,0@uae feet
and the new building contains 1,100,000 square déefpace.
Building and grounds comprise 258 acres.



Entrance to CIA headquarters building, Langley,gWiila. Note the Great Seal
of the United States with occultic "all-seeing-éygramid and inscription:
"Novus Ordo Seclorum " — New World Order. (Seeetlps next pages.)

Photo courtesy of the CIA.
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Close-up view of the Masonic "Great Seal"
which adorns the entrance of the CIA building.
Observe the same design as on the reverse
of the dollar bill.

Photo courtesy of the CIA.

"Etched into the wall of the original building'snteal lobby
is a biblical verse which also characterizes theelligence
mission in a free society. It reads:

"And ye shall know the truth and the truth shalkengou
free.
—John VII-XXXII"

What a difference 40 years makes!. . .the new Imgjldports
the Masonic pyramid and all-seeing eye (see cloabope)!

Federation of American Scientists (FAS) —
Watchdog of the Intelligence Community

The FAS had so much information to share on the NSA
let's examine some of their findings about the C&, well.
The Oregonian,Tuesday, May 20, 1997, ran this article about
the activities of the FAS.
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Scientists sue to reveal CIA's spy budget

The Federation of American Scientists sued the
Central Intelligence Agency on Monday to force b t
reveal one of Washington's worst-kept secrets: #ime
of the budget for G.S. espionage.

The amount, or "black budget,” is hidden insidesdal
accounts and classified compartments within the tedPen
gon's budget. It has been reported to be about [$HON
a year, give or take a billion.

The CIA spends about $3 bilion a year. The agesncy'
director and the secretary of defense allocate muoist
the rest to military intelligence services such #se
National Security Agency, which conducts electronic
eavesdropping, and the National Reconnaissance ceQffi
which builds spy satellites.

Intelligence spending is officially a state secreind
it has been since the CIA was created 50 years Bgob.
the veil of secrecy has slipped somewhat.

The Federation of American Scientists, founded in
1945 as a research group concerned with national
security policy, has decoded some of the secretiossc
of the Defense Department's budget where inteltigen
spending is hidden. But the number remains official
classified. [Emphasis added.]

Cinder the name of the FAS Intelligence Reform &)

an

immense amount of information is available abaonost

of the intelligence community's activities, and tlrformation
that follows, as we close out our examination of tGIA, was
obtained from the FAS website on the Internet.

FAS Intelligence Reform Project

The FAS reported a listing of Congressional Hearing
related to intelligence and/or espionage that aecuror were
begun in 1996. John Deutch and the CIA were promine
in these activities. The following listing is tovgi you an idea
of what concerns Congress seriously enough to appoi
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committees and subcommittees to investigate themarifigs
were conducted on:

International Organized Crime (1-31-96)

Current and Projected National Security Threats to
the United States and Its Interests Abroad
(2-22-96)

Economic Espionage (2-28-96) — Senate

Combatting International Terrorism (3-5-96)

International Crime (3-12-96)

Worldwide Demand for Nuclear Weapons Materials
(3-20-96)

Russian Organized Crime (4-30-96)

Economic Espionage (5-9-96) — House

National Information System Security (5-22-96) —
"Information Security: Computer Attacks at
Department of Defense Pose Increasing Risks"

Iran/Bosnia Arms (5-30-96)

Security in Cyberspace (6-5-96)

Olympics and the Threat of Terrorism (6-11-96)

Foreign Information Warfare Activities Against the
United States (6-25-96)

Bosnia (7-24-96)

Impact of Encryption (7-25-96)

Bosnia (8-1-96) — a second committee

Intelligence Analysis on the Long-Range Missile
Threat to the United States (12-4-96)

FAS Reports on CIA Locations

The FAS tells us about the "C1A/NSA CSSG Special- Co
lection Service." This is a joint facility—just ather con-
nection between the NSA and this sister ("Little otBer")
organization.

Located at 11600 Springfield Road, Beltsville, Mang,
it has three buildings (identified as west, souimd east) and
the floorspace analysis indicates that all areas ased by
the Special Collection Service, listed as "occupant
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With a "connection” that is not quite so clear, thAS also
lists a facility at 8101 Odell Road, referred to e Beltsville
Annex, but the occupant is listed as the State mgat.

State Department
Beltsville Communications Annex

This facility presents a bit of a puzzle. It is doed right
next door to the joint CIA/INSA'CSSG" Special Collection

Service facility on Springfield Road, although there does

not appear to be an obvious direct physical comoect

between the two. While the Beltsville Communication
Annex is listed in the State Department telephone

directory as State Annex SA-26, there is no indicat
on the sign at the site of this affiliation, whiek contrary
to typical State Department practice. It is alsqgoréd

that SCS personnel [agents] use Consular Servicd an
Diplomatic = Telecommunications  Service as  "cover"
when “forward deployed,” so it would stand to remso
that they might operate from a "State Department"

facility when in the United States in order to main
the plausibility of their cover. Of course, the uskhess

of their cover would be even further enhanced ik th

facility actually were a State Department facility. So in
this case, we are left with a Scottish "not provesrdict.

Other CIA facilities listed by the FAS include thgational
Photographic Interpretation Center (NP1C), located the
Washington Navy Yard (see aerial photo).

The National Photographic Interpretation Center

managed within the CIA Directorate of Science and

Technology (DS&T). NPIC is a joint CIA/Defense [Rep
ment center whose product is disseminated to iteenpa
agencies, which, in turn, incorporate it into alsce
intelligence reports. NPIC also produces imageryerin
pretation reports, briefing boards, videotapes faational-
level consumers, and provides support for the anjlit
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Washington Navy Yard.

NPIC employs some 1,200 image interpreters and
archivists. NPIC, designated th8outhwest station, is
connected to other facilities in Washington through
high-capacity fiber-optic cable system.

Another CIA facility reported by the FAS is callé®8lue
U," located at 1000 North Glebe Road, Arlington,rgifiia.
The so-called "Blue G" was a Directorate of Opersi CIA
training facility for such clandestine trade-crafikills as

photography, letter-opening, and lock-picking (seeerial
photo).
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CIA — Glebe Road.
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CIA— Rosslyn, Virginia.

Although they don't reveal the activity, the FASpods
another CIA facility in Rosslyn, Virginia (see asdrphoto).

Another facility is identified as the CIA Vienna denology
Park at 901, 801, and 1021 Follin Lane. Yet anoihdocated
at Tysons Corner; they also maintain a facility wnoas the
Federal Intelligence Document Understanding Lalooyatin
addition, there is "Area 51 — Groom Lake, Nevadaliis
is believed to be the UFO research base, known Igirap
"Area 51." Similar UFO research activities are &edd to
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be occurring at the Pine Gap facility in Australipietured
previously. (Of course, this doesn't include any tbkir
operations outside our national borders.)

Finally, the FAS has provided some floor plans fbe
original and new buildings of the CIA headquarteffices,
which | described previously. But they bring up somatters
of discrepancies in the reporting. At the time theginal
building was constructed, it was reported to be0Q,000
square feet; building and ground combined total&€ acres.
After construction of the new building, it was rejga that
the original building was 1,400,000 square feete thew
building contains 1,100,000 square feet, with tiddbng and
grounds comprising 258 acres. The FAS very astyteints
out: "Note the discrepancies in the area of thayi@ai Build-
ing and the total acreage between the two sourcEsey
make no attempt to offer any possible explanations.

Now that we have covered the CIA and the NSA, lettwe
ahead to address the other eleven spokes in thel wineer
the leadership of the Director of Central Intelige (DO)
(not necessarily in the sequence in which they appa the
wheel).

Department of Defense

Let's continue our examination of intelligence ages by
taking a quick recap of the Department of DefenBeLlY).
According to the wheel, the following agencies dbeD
"elements”: Defense Intelligence Agency (DIA), Natl
Security Agency (NSA), Army Intelligence, Navy lhigence,
Air Force Intelligence, Marine Corps Intelligenc€entral
Imagery Office (CIO—now the National Imagery and pgyeg
Agency—N1MA), and the National Reconnaissance @ffic
(NRO). Other groups under their jurisdiction, bt mcluded
in the wheel, are the Defense Information Systengen&y
(DISA), and its many related programs, Defense 8tipp
Program (DSP), ARPA/DARPA, and others.

Gnder the provisions of EO 12472 (another one afseh
infamous Executive Orders), the DoD was assignedaitow-
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ing National Security Emergency Preparedness (NS/EP
telecommunications responsibilities. | will justghlight them
here, but take notice of how widespread is theacle Of
course, there is what seems to be the inevitabla bi$nec-
tion. "Ensure that the Director, NSA, provides tieehnical
support necessary to develop and maintain adegpiates
for the security and protection of NS/EP telecomications.”
DoD NS/EP telecommunications assets include théowel
ing systems and capabilities:

Advanced Research Projects Agency (ARPA—subsegquentl
DARPA) Network

Defense Data Network (DDN)

Defense Switched Network (DSN)

Defense Message System (DMS)

Defense Satellite Communications System (DSCS)

Direct Communications Link (Washington-Moscow Hiod)

Future Secure Voice System (FSVS)

Joint Chiefs of Staff Alerting Network

National Military Command System

Washington Area Wideband System

Worldwide Military Command and Control System

The 13 agencies in the wheel all are linked by aaep
and have shared databases. The NSA is believeck tthd
clearinghouse and head of computer databases,ilEange,
identification of individuals (and all the implicahs of that
ability), tracking of criminals, espionaget al. With its "Big
Brother/Beast" acres and acres of computers, tih@sgreatest
collector of information in the global communityndit gets
most of it from the "Little Brother" sister orgaairmns.
Additional foreign links in the information/identktion
system include Interpol, Pine Gap, Australia, (asllwas
England, Germany and Japan), NCIC—Moscow and China,
the United Nations (UNCJIN—United Nations Crime &stice
Information Network).
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New Zealand's GCSB

At this point it is time to introduce to you anothexcellent
book: Secret Power, New Zealand's Role in the Internation
Spy Network,by Nicky Hager, 1996, Craig Potton Publishing,
New Zealand. Intelligence authority, Jeffrey T. HRatson,
author of The U.S. Intelligence Communitwrote one Foreword,
which he begins:

The world of signals intelligence is one that gower
ments have traditionally tried to keep hidden frguublic
view. The secrecy attached to it by the United Idimg
and its allies in the Second World War, particyladode-
breaking operations, carried over into the Cold War
Whether their adversaries were attacking them with
weapons or diplomatic strategies, the concern whs t
same—that revelations about methods and successes
would lead an adversary to change codes and ciphers
and deny the codebreaker the ability to read the'sfo
secret communications.

Next Richelson enlightens us about the UKUSA Seéguri
Agreement of 1948, formalizing close cooperationtween
five countries—the United States, the United Kingglo
Canada, Australia, and New Zealand. Although theatyr has
never been made public, it has become clear thapravided
not only for a division of collection tasks and shg of the
product, but for common guidelines for the classifion and
protection of the intelligence collected as well fas personnel
security. (As we will discover shortly, when it waketermined
that an area was not covered by any satellite prodt”
immediate steps were taken to seal the breach. oltieadage,
"The sun never sets on the British empire,” is beng
accurate once again.)

Naturally, the secrecy factor does not escape [Riche
He writes:

That signals intelligence became more noticealdle di
not, for many years, alter the attitudes of thdarities
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about the necessity for strict secrecy. In the édhitStates
the National Security Agency [NSA], established 1952,
was officially acknowledged only in 1957. For vyears
what were well known to be OS operated signalsllinte
gence stations have been officially described asilitfes
engaged in the research of "electronic phenomena" o
the "rapid-relay of communications." It took the QG&ver

20 years after the Soviet Onion obtained detailatbri
mation on a OS signals intelligence satellite eveam
acknowledge the existence of such satellites....

.What the public does know, it knows largely- be
cause of the efforts of industrious researchers wWave
collected and analysed obscure documents and media
accounts. . . .These researchers have included d»esm
Ball in Australia, James BamfordThe Puzzle Palace)n
the Onited States, and Duncan Campbell in the @nite

Kingdom.
Nicky Hager's Secret Powerearns him a place in that
select company. . . . His expos of the organisatéom

operations of New Zealand's Government Communica-
tions Security Bureau (GCSB) is a masterpiece ofesti-
gative reporting and provides a wealth of informiati

David Lange, former Prime Minister of New Zealanalso
has contributed a Foreword to Hager's book. Among fe-
marks are the following:

Life at the time was full of unpleasant surpris&tate-
sponsored terrorism was a crime against humaraty
long as it wasn't being practiced by the allies,ewhit was
studiously ignored. In the national interest it became
necessary to say "ouch" and frown and bear -certain
reprisals of our intelligence partners. We even twén
the length of building a satellite station at Waihb But
it was not until | read this book that | had anyeddthat
we have been committed to an international intesgtat
electronic network. . . .
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.. . But it is an outrage that | and other minssterere
told so little, and this raises the question of vibhom
those concerned saw themselves ultimately answerabl
[Emphasis added.]

The entire text of each Foreword is available es¢éhwebsites,
respectively, courtesy of the FAS.

Lange: (http://www.fas.org/irp/eprint/sp/sp_fl.htm)
Richelson: (http://www.fas.org/irp/eprint/sp/sp Han).

Let's learn a little of what Nicky Hager has to dayhis
book (a copy of his Table of Contents is reprintexte for
your information). In Chapter 4 he introduces tlée rof the
UKUSA in fighting the Cold War. He tells about tlogigin
of the agreement then continues, "The UKUSA agreeme
served to establish a post-war alliance between Uh#ed
States, Britain, Canada, Australia, and New Zeafanatovertly
intercepting and analysing radio communicationsnir@oun-
tries all around the worldlt built into a permanent force, a
worldwide electronic spy system....

“In the 1990s, radio officers with earphones hazegdly
given way to satellite interception and the immensmputer
capabilities of the ECHELON system, but OKGSA idl ¢he
basis of it all [emphasis added].”

In Chapter 10, Hager discusses the "new world Ortheat
was brought about by the invention and worldwidgtritiution
of the flintlock muskets, as the European natiooarved
up the world into their respective empires. In th890s
military technology is much deadlier than the odogsinant
flintlocks, but the causes of war and military es®ion have
not changed substantially:. . . .In the 1990s, haneintelli-
gence capabilities are often as much a source wepa@and
influence as military forces.” Hager defines the HELON
system as "the 21st-century electronic spy network.

Each station in the UKUSA intelligence network has
a special secret codename that identifies theligetete
collected there. The GCHQ Hong Kong station'slintel
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gence was codenamed GERANIUM. The NSA Yakima
station, set in the midst of canyons and desertt riex
an Indian reservation, produces intelligence called
COWBOY. Intelligence from the Waihopai station was
given an inexplicable yet strangely apt codename:
FLINTLOCK. Intelligence collected at the station rfdhe
UKUSA alliance is identified by this word and by Wa
hopai's station designator, NZC-333.

In the ECHELON system the codenames are used to
identify the Dictionary [a dictionary determines ialn
"flag" words monitored will be recorded and anabjjze
at each station. The Waihopai computer contains the
FLINTLOCK Dictionary and the GCSB also has keywords
placed in other Dictionaries, such as the COWBOYc-Di
tionary at Yakima.

Unlike much of the work of the UKUSA radio inter-
ception stations, Waihopai (and its sister stations) are
targeted not on some enemy s military communicgtion
but on all the ordinary telephone calls, faxes,exek and
Internet and other e-mail messages sent by indiNgjiu
groups, businesses, and governments around the worl

Around the world UKUSA stations like Waihopai
now work as an integrated collection systemCSB staff
automatically receive some intelligence from other
stations in the network; andNSA intelligence staff
sitting at Fort Meade outside Washington Diave an
automatic, 24-hour flow of raw FLINTLOCK intel-
ligence fed into their computers....

The Waihopai station is targeted on Intelsat
civiian satellite communications in the Pacific.
[emphasis added].

Hager also says: "Internet users are continuoustgrdepted.
They do not have to be specifically targeting ydbe Dic-
tionary picks out any messages containing one ef dgencies'
keywords."

Appendix A inSecret Poweis a "Who's Who in Mew Zealand
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APPENDIXA

WHO'SWHO IN NEwW ZEALAND FOREIGN
INTELLIGENCE ORGANISATIONS

SENIOR GCSB STAFF IN 1996

Director

Director of Operations

Director of Technology

Director of Information Systems Security
Director of Corporate Services

New Zealand Liaison Officer (Washington)
New Zealand Liaison Officer (Canberra)
Officer in Charge, Tangimoana

Officer in Charge, Waihopai

Unit Managers:
K Unit (SIGINT production)
C Unit (SIGINT collection)
L Unit (customer support)
N Unit (network services)
TS Unit (computer services)
D Unit (technical services)
S Unit (technical security)
E Unit (COMSEC engineering)
R Unit (computer security)
M Unit (COMSEC)
P Unit (protective security)
A Unit (administration)
F Unit (finance)
L Unit (logistics)

Senior Executive Officers:
Information Security
Information Systems
Legal
Office of the Director

Ray Parker (F)
Warren Tucker (A)
Mike Spring (F)
John Brandon (A)
Tony Fryer (F)
John Willson (A)
Keith Smith (F)
Barry Keane (F)
Colin Waite (F)

Glen Singleton
Bruce Miller (N)
Leon Crosse (F)
Bob Ohlson (N)
Robert Walter

Rov Anderson
Brian Nokes (F)
lan Howie (F)
Malcolm Shore (F)
Chris Farrow (N)
Mike Lough ran (F)
Heather McKenzie
Chris Carson

lan Juno (A)

Peter Ross (A)
David Hilling
Hugh Wolfensohn (N)
Brian Gore (A)

Nearly all of these staff were previously high-remgkNew Zealand military officers (F
stands for ex-Air Force, A for ex-Army and N for-Bavy). One of the four

information

security units was disestablished and the staffedanto another unit in January 1996.

Courtesy of Nicky HagerSecret Power.
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Foreign Intelligence Organisations,” and | have Iidated
it for your information. 1 highly recommend you alot a copy
of this meticulously researched, thorough book.

The Secrets of Pine Gap and Canberra

I have reduced five pages by the above title frdra tnter-
net and inserted them following this page. Evenugfo the
type is small, it still is readable, and | suggesiu do so.
Others have found this same information and it Haesen
duplicated in books and Internet transmissions dvade.
However, | want to make it clear that | dwt concur with
much of what is said. This is a New Age group whalidves
that GFO's and ET's are a proven fact. But regssdief their
own particular purpose for this investigation, thdyave un-
covered some pertinent information concerning theents
going on in Australia and have arrived at some vplgusible
conclusions. Should you care to access it for yfrsit is
located, among other sites, at website:

(http://www.newage.com.au/ufo%2Falien/pine.html).

They quote from an article written in French by ieamc
Cometta and later translated into English by Drhnld-rancois
Gille, who moved from France to Albuquerque, New xMe
(I'm guessing probably because of the reported Gefivity
in the vicinity).

Here are a few paragraphs which | want to "highligfor
you.

The United States has three major bases in Australi
One is in South Australia (Murranger, near Woomera,
T.N.), another in Mew South Wales, and the thirchd(a
by far the largest) is located within about 230 Kfiv3
miles) of the geographical center of the continenpt
far to the west of Alice Springs (Northern Terntpr at
the foothills of the southern slopes of the MacDahn
Range. This base is completely underground, withelipa
visible entrances to the surface. This "Top Secrietise
is entirely financed by the United States Governimen
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The Secrets of Pine Gap and Canberra

INTRODUCTION

According to John Legr send several other researchers the U.S. overnment may have made a ‘pact’
with a non-human racc as early as ¥933. According (o some this race’ is nol human as we know it, yet it claims (o hav
it's origin on carth scverat thousands of years ago. Some sources allcge that this predalory race is of a nco-saurian
naturc. This has lcd others to suggest that the dinosaurs which ruled the surface of the earth in prehistoric times may no
have become entirely extinet as is conunonly belicved, but that certain of the more intelligent and biped-hominoid
mulations of that racc devcloped a form of intellectual thought equal to or surpassing that of the human race, and then
possibly went into hiding. For instance onc branch or mutation of the supposedly extinet sauroid race. Stenonychosaur
was according to palcontologists remarkably hominoid in appcarance, being 3 1/2 to 4 1/4 fi. in height with possibly
grevish-green shin and three-digit clawed fingers with a partially-opposable ‘thumb'.

The opposabic thumb and intclicetual capacity is the only thing preventing members of the animal kingdom from
chatlenging the human race as the masters of planct carth. For instance the ape kingdom possesscs opposablc thumbs »
it docs not posscss the intellectual capacity to usc them as humans do. The dolphins posscss intcllects nearing that of
humans but do not posscss opposablc thumbs or cven limbs necessary to invent, cte. Could their be an *animal’ which
possesses both of these characteristics? The cranial capacity of Stcnonychosaurus was ncarly twice the size of that of
human beings. indicating a large brain and possibly advanced though not nccessarily benevolent intellect. According t
rescarchers such as Brad Stciger. Val Valerian, TAL LeVesque and others this may actually be the same type of entity
or entilics most commonly described in 'UFO' cncounters, as well as the same type of ercatures depicted in carly 1992
the nationally viewed CBS presentation INTRUDERS'. According to Lear and others the government may have
cstablished a 'trcaty' with this race. which they later learned to their horror was extremely malevolent in nature and wc
merch using the 'treatics’ as a means to buy tine while they: methodically establish certain controls upon the human ra
with the ultimate goal of an absolulc domination.

1t is also allcped by certain deep-lcvel intelligence agents that the Illuminati, or the ‘Cult of the Scrpent’. is willfully w¢

4rom Dr. Jean Frdncois Gille, who moved to Albuquerque, New Mexico from France, comes a translation of a French
document that exposcs the relationship between scveral (actors in the matrix of world affairs. The article, titled - 'PIN|
GAP BASE: WORLD CONTEXT", was written by Lucicn Comelta and later translated into English by Dr. John Gili

“In order to understand the casc of the Pine Gap US base (near Alice Springs, Australia) better. I feel compelled 1o giv
somc cxplanations belorchand. | hope these explanations will help 1o increasc the genceral awarcness of (he extraording
importance that facility has lor mankind as a whole.

"The majority of people. all over the world, are not lingering in doubt as to whether UFOs and ETs arc real. They knor
they are real. Here in carly 1989, no one questions their existence. The casc for UFOs and ETs aroused passions,
controversics and grandstanding for many yecars. Some of it has not been quite rational. The matier being relatively
scitled. pablic opinions should cool down. It is with a screnc and clear mind that we ought 1o be thinking of our futurc
relationship with the peoples from space. However, the public mind is not at peace. It vagucly fecls that the governme
arc hiding "something real big", and it wonders where our Icaders arc going to icad mankind.

"During the process ol rescarch and study of UFOs and aliens, researchers who do not take the explanations of the
scicnlific establishment at face valuc have discovered unsculing facts: these facts have started the fifling ofY (of) the i
of the coverup. The valuc and prestige of their sources of information do not Icave any doubt about the truthfulness of
these reports: the main outlines arc summarized below.

PINE GAP
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"The Upj ig- One is in South Australia (Nurranger, near Woomera, T.N.),

another in New South Wales, and the third (and b est) is located within W#LEMMw
i 1 orthern Territory), at the foothills of the

E’Sﬂﬁ'[ﬂhlﬂ] ggpter of the continent, not Tar 1o the west of Al
southern slopes of the MacDonnell Range. This base is completely under; arely visible entrances to the

surface. “This " ccret' base is entirely finan rnment, and is officially known as the
Joint Defense Space Rescarch Facility.

"When the JDSRF was first initiated, its aim was scientific rescarch for the supposed development of a space defensc
technology. It is now known that sincc its inception, its primary purpose was rescarch into clectromagnetic propulsion.

"What exacily is Pinc Gap? As sirange as it may scem, cven Australian Federal Parliament members do not know.
Among the Cabinct members, only a small number of ‘initiates' have a vaguc idea of what this is all aboul. The only
information sourcc available to the public is the cross-checking donc by private rescarchers such as Jimmy Guicu,
following statements madc by the United States or Australian magazines (always very short and terse paragraphs). and
anything the locals may notice.

"It is said that under Pinc Gap is the dcepest drilling holc in Australia - about 5 miles (iore than 8,000 mcters). Such a
a able to recharge the batteries of submarines in the Pacifie and Indian

hole is likely used a
Ocean through ELF broadcasts. Such a gigantic antcnna could be used to gencerale the gigantic stationary wave around
the Earth.

"Some say that Pinc Gap has an cnormous nuclcar generator (o supply energy 10 a ncw type of transceiver. It sccms loo
that there is a high-powercd, high-voltage plasma accelerator which may be put to usc 1o transmit clectric current, or
cven to produce a deatli-ray’, or quite simply lo feed a plasma gun. All this is not as incredible as it sounds: it is now
known that the US basc of West Cape, ncar Exmouth Gulf in Western Australia (Harold E. Holt USN Communication
Station). has an older (vpe of the transceiver used al Pine Gap which is used to send clectric

current Lo submerged US submarines who trail a wirc antenna. It is known that clectric currents transmiticd in this way
arc referred o0 as plasmo-dynamic cells.

"Scveral times. locals have seen WHITE DISKS about 30" in diamcler in the process of being unloaded from large US
cargo plancs al the airports scrying Pinc Gap. Those disks had the USAF cmblem on them. [t scemns likely that disks arc
asscmbled and based at Pinc Gap. The number of disks seen at night lcaves

no doubt in anyone's mind. An amazing quantity of furniture has been delivered by planc from the United States. The
locals also say that an cnonnious amount of food is stocked in warchouscs of what could well be a truc multi-leveled
underground city.

“On the other hang. Pine GapAs well known as one of the most imporiant contgol centers lor spy satellites which circle
the globe, Au article pubished in fate 1973 claimed that the Pinc Gap installation, along with its sister installation in
Guam. were used to control the photographic missions of the large Amecrican satellitcs in orbit above the Earth.
(Pi\nc lCﬁhas cnormous computers which are connected to their American and Australian central counterparts, which
Sl (S lormation scoured in those countrics., nol only about finance and technology. but on eyvery aspoet of the
lifc of the avcrage citizen. Thosc computers at Pinc Gap arc also cvidently connected to similar mainframes in Guam, in
Krugersdorp South Alfrica, and at the Amundsen-Scott US basc at the South Pole.

"Let us sav. incidentally, that the cmployces (more than 1200) of the US base in South Africa all claim 1o bc members of
the US consular mission in that country. It may be worthy of notc that the Amundscn-Scott basc al the South Polc is
located on a sensitive magnctic: spow of aur planct, that it holds cxactly the same asscts as Pinc Gap, and that all the
informatton about most of the average citizens of Western Europe is stored there in memory: banks (ens of meters under
ihe icepuch. '

"A statcment madc by the Australian premicr about 1987, assuring that *France must disappear from the Pacific, from the
Kerguclen Ridge. and (rom Antarctica’ sheds light on the importance of this polar basc for the Anglo-Saxon world.



274 BIG BROTHER NSA & ITS "LITTLE BROTHERS"

"The moslt disquicting fact abon.%e‘cvip)lay be that the employees working on the base, and especially those

earmarked for duty on electromagnetic propulsion projects, have undergone brai hing and even impl ion of
intracranial devices. Those employees have tuned into unconditional slaves of their

master, whoever he is. Rather scary, isn'l it?

"The truc point of the brainwashing of thosc individuals, along with the ruthl pls (o imp} the coverup of

really adyanced military technology, will become clear at the end of this article.

"For me. it all began with the construction of the new Parliament building in Canberra, which cost billions of dollars.
Australia has only 18 million inhabitants, yct it apparcntly trecated itself 10 a building far beyond its means...supposcdl:
accommodaltc its government cven if the old Parliament building was perfectly finc.

“This new building, cnormous. immensc and magnificent would casily fit the needs of the USSR or of the United State
which both have hundreds of millions of citizens to rule. That building puzzled me, and 1 started (o talk aboul it until i
day ! bumped o an Englishiman who told e *hat the Australian premicr, Bob Hawk, was a Rhodces scholar, and as
such he worked toward the setting up of a Onc World Goverrment, and that this new Parliament building likely had
someilifuyg to do with it

"Sometime aiter. | stumbled on a pamphlct published by the Human Rights Organization, which talked about a group «
about a hundred people well-placed in high finance, politics, the judiciary branch and big busincss. This group was
called the 'Club of ROME'. According to this pamphlet, the CLUB OF ROME was pledged to a consortium which
controls all international finance. A number of other groups similar to the CLUB OF ROME arc cqually pledged 1o th:
finance consortium. AND ARE INFILTRATING THE VARIOUS POLITICAL AND RELIGIQUS GROUPS WITH
THE INTENTION TO MAKE PROGRESS TOWARD THE INSTITUTION OF A WORLD DICTATORSHIP.

"The whole thing looked a little bit too prepostcrous to be true, it scemed to me. Nevertheless, a friend of minc gave m
an audio cassctie taped at a lecture given by Peter Sawyer, a former high-ranking Australian civil scrvant, which
exposed a certam nupber of (acts he had noticed while in office. He talked, in particular, of a tclephione exchange in
Canbcerra call;ﬁEcawnC‘enlleEhis cxchange, buill in concrete with 4 (ft. 7 - Branton) thick walls, cost hundreds of
“mitlions of dollars:
is outlitted with numcrous computcrs, arrayed on four levels. When he tried to find out why such equipment was ncedc
n a country of only 18 million. he discovered that thosc compulers were connected to all the banks, to every post offic
10 all tclephones, and to all of the police stations and customs houses; to every arrival and departure desk for air or sca
travelers; and also and above all, to the other data centers collecting data on private citizens... in the United States as
well as in Europe.

“That facility on Dcacon street is thercfore a Center where all the data pertaining to every citizen of the Westcrn Worl
end up being stored. All {inancial, cconomic, political and military information, as well as the information on every
inhabitant of

thosc countrics. As a maticr of course, all people living in Australia are put on filc, kept up with and labcled.

"Peter Sawyer discovered also that the president of the ROCKEFELLER FOUNDATION cane for a Iengthy stay in
Australia lo supervisc in person the construction of 20 luxury residences in Canberra (1he Australian government footc
the bill). in the wonderful sctting of a National Park, where, Icgally, nobody is

allowed (o build.

“The investigations lcad by Sawyer exposed, first, that the new Parliament building is meant to accommodatc the worl
government-to-be: and. second, that the 20 luxury residences will be allocated to the different forcign members of that
governmenl... Why choosc Canberra as the headquarters of the new world government? Simply becausc Australia is a
peaceful country. with very few natives likely 1o turn rebellious, and, above all, it's an English speaking country. No
other English speaking country can ofler the safcty Australia will provide at the timc of the Laking over by thc World
Government. In America and Europe, uprisings arc morc than likely, and South Amcrica not only is not English
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spcaking, but its fondness for revolutions and social disturbances is well known.

"Australia is thus the ideal place for such an undertaking. How is the advent of a World Government possible in the near
future? It is relatively casy, as we will explain.

"First, who arc thosc 'internationalists’' who want to take over the planet? THE ONES WHO WANT TO SET UP A
WORLD GOVERNMENT ARE 15 FAMILIES OR SO, WHO ALREADY GOVERN ALL OF INTERNATIONAL
FINANCE AND KEEP A TIGHT LEASH ON MOST GOVERNMENTS THROUGH THE ABSOLUTE CONTROL
OF THEIR FINANCES AND THEIR DOMESTIC ECONOMY. These finance moguls devised their plan aficr World
War 1. and have been working since on an insidious undermining process aimed at cconomic destabilization all over the
West.

11 thosc financicrs arc obviously labeled ‘capiltalists', it is a very deceplive label, though, for, in fact, they never stopped
1o pull the strings of the progressive partics, as well as thosc of the conscrvative parties. Their idea is logical, and lay,
quitc simply. in the destabilization of the countries of the West on the political, cconomic and religious levels. IT MAY
BE SURPRISING TO SOME THAT THESE 'INNOVATORS' HAD INFILTRATED THE TOP LEVELS OF THE
MAIN RELIGIOUS ESTABLISHMENTS, ONLY A SMALL NUMBER OF YEARS WAS NEEDED TO MAKE
THEM VIRTUALLY POWERLESS... (Wcre these csiablishments ‘bought out’ through financial contributions? -
Branton)

“Economic destabilization is implemented through a slower but most efficient process. This process (alrcady under way)
will cause the entire financial sysicm of the West to collapsc. The people involved are the same people who cause the
price of oil 1o go up and then, aficr convincing Europcan ncighbors to agree to thesc price rises, provide that the yicld
coming [rom the price rises will be paid to the 'International Rescrve Bank', which is cntirely at their command. The
Rescerve Bank hands the money over to a ‘holding bank' who lavishly foans thc money to Third World countrics for
usurious rites ol inlerest.

"“The holding bank receives the interest paid by the underdeveloped countrics, then puts it into another ‘holding bank’
which. in wrn. invests the huge quantity of money on behalf of the Arabs.

“Thosc investments arc madc into thriving large businesscs. In the mecantime, only small interests are sent to Arab
countrics. "Those who cngincered the plan were perfectly awarc that the Icaders of the underdeveloped countrics would
be tempted o pockel a good part of the received money.

urned out badly, all their asscts had

con have no choiee but 1o put all the
Ccn have no chcice oul lo put all e

"I IRB will then tell the Arab countrics that the holding bank investments have
1 ' h,

no intcrest will be paid any more. The Arab countrics will t

sceurntics

they own on the markct. as well as quite an amount of property bought by the second holding bank. A good part of these
posscssions will then be frozen, becausc they will have been bought with the aid of not entirely repaid loans, and they
will be part of the asscls ol the first holding bank, gonc bankrupt. The incredible quantity of sharcs put on the market at
the samc time wili causc a slock market crash of such magnitude that all the national economics of thc West will collapsc
at the same time.

"The planet will find itsclf in a desperate predicament. Cash will not be worth a damn, and the risks of a global
confrontation (planncd!) will be high.

ENTER PINE GAP

"At this point, the uscfulness of bases like Pine Gap will become obvious. If a Global confrontation is going to break out,
thosc bascs will serve as a place of safety for the politicians and their staff, as well as the international financiers, their
family and friends.

“If no confrontation breaks out, the financicrs will adapt a 'saintly’ attitude AND OFFER SUBSTITUTION OF ALL
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CURRENCIES BY PLASTIC CARDS, ENSURING ‘'TRUE EQUALITY' FOR ALL: THE ABOLITION OF ALL
QWNERSHIP RIGHTS: and the setting up of a World Government that will ‘ensure peace'.

"The masscs (consciousncss as a group) will be convinced that it is necessary to ensurc Peace and Social Justice by an
mcans. including forcc. THE POTENTIAL ACHIEVED THROUGH THE EQUIPMENT OF THE UNDERGROUN
BASES WILL MAKE POSSIBLE THE DISAPPEARANCE WITHOUT A TRACE OF THOSE WHO DO NOT
CONFORM AND THOSE WHO 'HINDER THE HAPPINESS OF THE PEOPLE'. Also, it will ensure the swift
crushing of any possible uprising. IT MAY ALSO HAPPEN THAT OUR NEW ‘MASTERS' WILL END UP
TELLING THE PEOPLE THAT THEY HAVE THE ALIENS' SUPPORT, AND THAT WE (ARE) AT THE 'EVE
OF THE MILLENNIUM, A GOLDEN AGE"'...... IT WILL BE THE WORST DICTATORSHIP EVER KNOWN T(
MANKIND.

"....IT 1S QUITE CERTAIN THAT OTHER BASES HAVE BEEN BUILT IN THE UNITED STATES AND
ELSEWHERL IN THE NORTHERN HEMISPHERE. IT MAY EVEN BE THAT THE US BASES OCCUPIED BY
THE GREYS. IN THE US MAINLAND, ARE OF THE SAME TYPE. ONE RUMOR HOLDS THAT A
REPRESENTATIVE OF THE GREYS IS FOUND IN EACH OF THE UNDERGROUND US BASES IN THE
SOUTHERN HEMISPHERE.

“Nonc of the abovce has anything to do with science fiction. All of what I said in this text is true, and docsn't give a ven
rosy picture of the future.”
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and is officially known as the Joint Defense Space
Research Facility.

When the JDSRF was first initiated, its aim was
scientific research for the supposed development aof
space defense technology. It is now known that esirs
inception, its primary purpose was to research into
electromagnetic propulsion. [Author's note: Is ibsgible
that there is some relationship here with the HAARP
Project?]

It is said that under Pine Gap is the deepestirdrill
hole in Australia—about 5 miles (more than 8,000
meters). Such a hole is likely used as an undengrou
antenna able to recharge the batteries of subnsarine
the Pacific and Indian Ocean through ELF broadcasts
Such a gigantic antenna could be used to genetate t
gigantic stationary wave around the Earth.

On the other hand, Pine Gap is well known as one of
the most important control centers for spy saedlit
which circle the globe.. ..

Pine Gap has enormous computers which are con-
nected to their American and Australian central nteu
parts, which collect all the information secured ihese
countries, not only about finance and technologyt b
on every aspect of the life of the average citizen.

Don't make the mistake of thinking that the Europeiéizens
have been overlooked.

It may be worthy of note that the Amundsen-Bcot
base at the South Pole is located on a sensitivgnetia
spot of our planet, that it holds exactly the sammsets
as Pine Gap, and that all the information about tmufs
the average citizens of Western Europe is storeereth
in memory banks tens of meters under the icepack.

The most disquieting fact about Pine Gap may be tha
the employees working on the base, and especialbset
earmarked for duty on electromagnetic propulsion
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projects, have undergone brainwashing and evenarmpl
tation of intracranial devices [Author's note: |vlabeen
unable to verify this statement, so for the timengpel
am regarding it as an unconfirmed rumor.]

Then they raise the question of the new Parliarberitling
constructed in Canberra, apparently of enormoug siad
far exceedinghe needs of the Australian government and its
18 million citizens. They estimate that it would fhe needs
of the USSR or the GS.

| bumped into an Englishman who told me that
the Australian premier, Bob Hawk, was a Rhodes lacho
and as such he worked toward the setting up @na
World Government, and that this new Parliament
building likely had something to do with it [emplsgs
added].

Then we are told about the infiltration into vaopolitical
and religious groups by th€lub of Romewith the intent
of aiding the progression toward world dictatorshifee my
first book, Mark of the New World Ordeior complete details
on this and other similar orders.)

According to this report, Peter Sawyer, a formeghhi
ranking Australian civil servant with access to thermation,
revealed the establishment of a "telephone exchange
Canberra called "Deacon Center." It was built imarete with
thick walls, costing hundreds of millions of do#larAccording
to Sawyer, it has numerous computers, arrayed on lavels.
When he tried to find out why such equipment wasdee
in a country of only 18 million populatiorhe discovered
that those computers were connected to all the bask
to every post office, to all telephones, and to albf the
police stations and customs houses; to every arriva
and departure desk for air or sea travelers; and &o
and above all, to the other data centers collectinglata
on private citizens... in the United States as wells
in Europe.
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There is much more evidence given for the impending
world financial collapse (which is planned, of csel, which
will prepare the way for our takeover by the New AffoOrder
government.

ENTER PINE GAP

At this point, the usefulness of bases like Pinep Ga
will become obvious. If a Global confrontation isoimg
to break out, those bases will serve as a placesabéty
for the politicians and their staff, as well as tlter-
national financiers, their family and friends.

If no confrontation breaks out, the financiers will
adapt a "saintly" attitude AND OFFER SUBSTITUTION
OF ALL CURRENCIES BY PLASTIC CARDS, ENSURING
"TRUE EQUALITY" FOR ALL; THE ABOLITION OF ALL
OWNERSHIP RIGHTS; and the setting up of a World
Government that will "ensure peace."

As | warned at the beginning of this section, | ‘tlameces-
sarily agree totally with some of the content inisthpaper
(I think much of it may be science fiction), butethauthor
concludes with the following statement: "None ofe tlabove
has anything to do with science fiction. All of vth& said in
this text is true, and doesn't give a very rosytyse of the
future.” Even with my justifiable reservations, lertainly
concur with his analysis of the situation!

| located another reference to this subject on thernet,
stating that the information was taken from GeorGe An-
drews' book,Extraterrestrial Friends and FoesSince the infor-
mation readsverbatumas the above report, | only can assume
that Andrews also discovered this information amtluded
it in his book. These five items were covered ins tinternet
transmission: (1) location and title of the fagilit (2) the
drilling of a five-mile hole and recharging of baies of
submarines in the Pacific or Indian Ocean throudtF Ebroad-
casts; (3) spy satellites; (4) brainwashing and lamg of
employees; (5) RHIC-EDOM (Radio Hypnotic Intraceedb
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Control-Electronic Dissolution of Memory). The fiftone
does sound as though it may have possibilitiesominection
with the HAARP Project. They close by requestinfipimation
on any research you may have on RHIC-EDOM. Themdi-
address is (BrazilByct@aol.com).

What Happened to the KGB?

By the way, while we are on the subject of foreagmputer
links, | should point out that contrary to populaelief, the
Russian KGB, reported to be defunct, couldn't balther

. .it has just had one of those "phoenix-riserfithhe-ashes-
type" rebirths. According to their Internet propada, it "was
broken up into the SVR, FSK, and a number of o#dgancies."
However, all it did was reemerge as the GRG miylitatelli-
gence agency.

Now in case you are wondering why I'm bringing ine t
KGB/GRG at all in this book, it's because we ararisly every-
thing with them, from economic and military intgkince,
to UN military service, to the exchange of militaofficers,
to the space station, and much more. So when walamne
global community under the control of the Mew Wo@uder,
we should have plenty of practice under our beltsadcepting
this international merging of people and government

Defense Information Systems Agency (DISA)

As DISA didn't have its own spoke on the wheel, falis
under the DoD, | am going to discuss it here befo/ing
on to the remainder of the 13 spokes.

DISA is an intricate division of the DoD. It is dedéd in
Internet literature as: "DoD agency responsible ifdormation
technology and is the central manager of majoriqust of
the Defense Information Infrastructure (DII)." Iact, the web
is replete with information on DISA and its humesdentacles.
Its website address is: (http://www.disa.mil/), atiet Home
Page carries the announcement: "Read Me First'—areu
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entering an Official CIS Government System.” Infatian
contained in these many pages reveals that LienteBaneral
Albert J. Edmonds, USAF, is both the Director ofSBI and
the Manager of the National Communications Systd@S).

The Mission of DISA is stated as: "To Plan, Enginé&evel-
op, Test, Manage Programs, Acquire, Implement, &peand
Maintain Information Systems for C41 (Intelligencand
Mission Support Cinder all Conditions of Peace &viar." The
NSC assists the President and the Executive Officehe
President in exercising wartime and nonwartime egemcy
telecommunications, and in the coordination of fghanning
for and provisioning of National Security and Energy Pre-
paredness (NS/EP) communications for the Federale@e
ment under all circumstances.

Another arm of D1SA is the White House Communicatio
Agency (WHCA). Its mission statement incorporates DISA
statement (cited above) and declares that WHCA bellthe
preeminent provider of information systems provigitele-
communications to the President and his White Hosisd,
as well as the National Security Council, CIS Se&ervice,
and others.

Also operated by DISA is the DISA Information Syste
Center (DISC), however, instead of having a misse@support
the Presidentet al, its mission is to support the DISA Director,
headquarters, and line organizations worldwide. ADSSC
Information Resources Division is responsible fqremting
and maintaining DISA's WWW Internet System, amottigeo
duties. DISA has devised a strategy for the Defdng@ma-
tion System Network (DISN), stating their missioa o
provide strategic information to the warriors engggin
battle, "and others as required by the DoD, undercen-
ditions of Peace and War." They are located in nitibn,
Virginia, and complete details may be obtained frtmeir
website: (http://www.disa.mil/DISN/disnhome.html).

On a website for Jet Propulsion Laboratory (JPL3lif@nia
Institute of Technology (CIT), | ran across theldaling which
ties in perfectly with previous information:
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DSP (Defense Support Program)

The DSP program is the U.S. military's early wagnin
system for the detection of long-range ballistic ssiie
launches and nuclear detonations. The system uses a
constellation of geosynchronous DSP satellites tovige
continual coverage. Initially begun in 1970, oveB(?)
DSP satellites have been launched. The satellite #od
instrument payload have been improved over the syear
resulting in three different DSP variants. DSP Is&e
were used during the Persian Gulf War to detecyilra
Scud missile launches. The DSP system is controlled
from Scott AFB, Missouri, with stations at Guam atu,
Pine Gap, Australia, and Nurrangar, Australia.

The January 8, 1996, edition of th@overnment Computer
News carried an article titled, "Intelligence systemssidgaers
combat wartime snafus,” by Paul Constance. He Beguith
a challenging comment: "If the Defense Departmermd ha
better intelligence data network, Capt. Scott CGdgramight
not have been shot down over Bosnia." The new msystieat
resulted was based on a "means of seamlessly atitegr
database management... [and] joint communications,”
among other things.

Just some more fuel for the fire! Merging, joiningpte-
grating. . .all just another way of saying cenmaly the
information. Now that we have covered the DoD arame
of the sister organizations not mentioned on théelllgence
Wheel, even though their primary purpose alwaysoripgrates
some form of intelligence gathering, we can getkb&o the
organizations shown there.

Military Intelligence

The four major branches of the military—Army, Navgir
Force, and Marines—are each a spoke in the intellg
wheel. I'm not sure why the Coast Guard was omittbdt
they do have an operation called the Coast Guatelligrence,
and they share facilities in the National Maritimeelligence
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Satellite photo of the Pentagon area. © 1995 VARGLE. « All Rights Reserved.
Previous pagéinashington, DC, area road map.

Center with Naval and Marine Corp intelligence. Toely
references to the Coast Guard that | can locatRichelson's
comprehensive book is its appearance in one of bitvees
on the Naval Intelligence organizational chart @sdreference
in the caption of a photo (p. 149) of the Natioki@ritime
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The Pentagon / Pentagram Connection

Note the unique occultic design of the DoD's "Pgatd headquarters
building in Washington, DC. There is a hidden gpal/Masonic message
conveyed by its geometric configuration. Note holpentagon " easily can
become an occultic/satanic "pentagram" simply bytemding the

"pentagon s " lines. See diagram of satanic peragfrom Hall s Masonic
book,The Secret Teachings of All Ages.

Intelligence Center building and grounds.

As we proceed through this study, | want to enageirgou,
once again, to get a copy of Richelsohfee U.S. Intelligence
Community. As space constraints preclude my going into
great detail about these other direct intelligergathering
organizations, | am going to be intentionally hriBiit Richel-
son's book is very thorough, following the trail edch depart-
ment in each organization, for those who want tiov¥oit.
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He opens Chapter 4, "Military Service Intelliger@eganiza-
tions," this way:

Unlike the United Kingdom and Canada, which abol-
ished their military service intelligence organiaas
with the creation of defense intelligence orgamnize,
or Australia, which restricts its service intellige
organizations to the production of purely tacticatelli-
gence, the United States has maintained elaborate
service intelligence organizations.

The continued major role of U.S. service intelligen
organizations is partly a function of bureaucrapolitics
and partly a function of U.S. military requirements
military force with large service components, eauelith
wide-ranging functional and geographical respohsibi
ittes, may be better served in terms of intelligenc
support by organizations that are not too detaclfrean
the service components. Additionally, some strategi
intelligence and collection functions may be bestr-p
formed by service organizations. Thus, some igetice
tasks—such as producing information about foreign
aerospace or submarining technology—may be carried
out most efficiently by the services most directiffected,
in this case the Air Force and Navy, benefiting hodhe
services involved as well as national policymakers.

.the past several years has seen the disastabli
ment and/or consolidation of formerly separate intelli-
gence organizations in each of the major services.
[emphasis added].

Richelson relates that a 1990 report of the Sebeltect
Committee on Intelligence observed:

The existence of these multiple organizations gaise
other important concerns. Over the years, numerous
individuals and reports. . . have criticized thdddse
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Department for significant duplication of effartsuffi-
cient integration and sharing of information;. . .
[emphasis added].

Do you see where this inevitably is leadinG@nsolidation?
Insufficient integration and sharing of information?

They are in the process of preparing to funnetladir intelli-
gence activities into one place, and | am convinited place
is the NSA. . .only time will tell. However, coupy the fact
that they now have the largest computing capabilitythe
world with the extensive evidence that is availabteis a
logical assumption. To begin toward that goal, &esistant
Secretary of Defense issued Rkan for Restructuring Defense
Intelligence. The plan instructed each military service to
"consolidate all existing intelligence commands,erages,
and elements into a single intelligence commandhiwieach
Service."

Army Intelligence

Even though the chart is less than complex, whenpeoed
with some of the other organizational charts, ifais reaching,
with many operations contained within the scope eaktch
category.

From the Internet, the website to gain informatwn Army
Intelligence is: (http://www.odci.gov/ic/usic/airht).

Navy Intelligence

Richelson reports that of all the military servicdse Navy
had the most dramatic changes in the early 1990's. Navy
had seven distinct intelligence divisions/organaa in 1991,
but by January 1, 1993, it had only two. He teltsthat of
all the military branches, the Navy has done thst @b of
complying with the order to condense intelligendéores.
For more naval information, the website is:

(http://www.odci.gov/ic/usic/ni.html)

Additional information and many aerial maps of rava

intelligence centers are available on the Inteinosh the FAS
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group as part of their Intelligence Reform Projéi®P), at
(http://www.fas.org/irp/overhead/oni.htm).

Air Force Intelligence

After studying Richelson's information on the AiorEe
Intelligence organizations, | am left with the irapsion that
their efforts to condense their operations havellred only
in creating different organizations, not necesgafdwer. Of
course, they state their mission as ensuring tmatAir Force
receives thebest intelligence information. Needless to say,
the intelligence arms of the other branches of thétary
claim exactly the same thing. . . they want thestbéor their
own branch of the service. The website address niore
information on Air Force Intelligence is:

(http://www.odci.gov/ic/usic/afi.html)

Marine Corp Intelligence

Naturally, this group's mission is to support thewn,
however, of all the military groups, this one apgeto be
the most intimidating from an average citizen'sngfint
. . . because of the other things mentioned inr thethorized
activities. In addition to their four intelligenda&ranches, they
have one that operates under the title, "Specialivilies
Support Office.” Another one is called, "Countegliigence
and Human Intelligence Branch,” with sections féanB and
Policy, Terrorist Threats, and Special Projectseyllzonduct
"liaison with the JCS, the DIA, the NSA, the ClAget Depart-
ment of State, and other intelligence organizatiorSGom-
pany A of the Marine Support Battalion Company asalted
at Fort Meade, MD, home of the NSA.

They provide the least information at their website
(http://www.odci.gov/ic/usic/mci.html)

but the implications of what is given there—if yqust read
between the lines—is awesome. 1 don't believe trerany
question that the Marines will be used to settigl disobedi-
ence, unrest, and uprisings in the inner cities alsgéwhere
when everything starts breaking loose in the ttaorspf the
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takeover of Big Brother and the Mew World Order. Blyat
time, they likely will be wunder the administratiaothority
of some sort of UN military leadership who will "des a favor”
and step in to help us poor citizens restore ortter our
crumbling world.

One of their stated goals is to "provide pre-deplegt
training and force contingency planninfpr requirements that
are not satisfied by theater, other service, orioval capabilities"
[emphasis added]. In 1996The Registerin Orange County,
California, carried an article, complete with phgtoshowing
the Marines from a nearby base practicing maneuvarsa
"local neighborhood" created to teach them to @dntivilian
rebellions, riots, terrorismet al, in an urban setting. They
also admit that the Marine Corps Intelligence Aitgiv(MCIA)
produces a "full range of ‘products’ to satisfy stomer'
needs inpeace, pre-crisis, or contingency situations. ! [em-
phasis added].

Defense Intelligence Agency

The next spoke in the wheel, the Defense Intelligen
Agency, is also a part of the Department of DeferiBeD).
Richelson says:

In addition to the national intelligence organinas
within the Department of Defense (DOD)—the National
Reconnaissance Office (NRO), the National Security
Agency (NSA), and the Central Imagery Office [now
NIMA]—there are several department-level agencies
with the primary function of satisfying the intgdince
requirements of the Secretary of Defense, DOD com-
ponents, and the military services.

Two of these agencies—the Defense Intelligence
Agency (DIA) and the Defense Mapping Agency (DMA)—
can trace their origins to the centralization tremicat
began at the end of the Eisenhower administration..

According to their Internet information, the DIA ighe
senior military intelligence component of the Itiggnce
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Figure 3-1.  Organization of the Defense Intelligence Agency.
Comptroller . DM Staff
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Inspector General Decﬁl:é?g';;;?r GDIP Staff
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f

Source: Department of Defense Telephone Directory, April 1994 (Washington, DC: US
Government Printing Office, 1994), pp. D-24 to D-25. Courtesy of Jeffrey T. Richelson,
The G.S. Intelligence Community.
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Community. They claim their "primary mission is forovide

all-source intelligence to the CIS armed forcesAll-5ource”

sounds rather all-encompassing to me, and | suspecteans

precisely what it says, although their obvious figrc is

providing intelligence on military matters.
| think the second paragraph is interesting:

Since the end of the Cold War and Desert Shield/
Storm, DIA has undergone dramatic change. Regional
priorities have changed, missions and functions ehav
been realigned, and a strategic plan has been edreat
to reflect new global realities. [Author's note: €Th
missions described next were most, if not all, tjogfforts
with UN forces. In fact, you may remember the récen
incident of the young soldier who refused to weae t
UN uniform... he had signed up to serve his couyntry
not the United Nations, and he recognized the impor
tance of the implications of doing otherwise.] @s8sin
places like Somalia, Haiti, Bosnia, Rwanda, Irand a
North Korea, as well as such global challenges las t
proliferation of weapons of mass destruction, ®@sm,
narcotics trafficking, and monitoring of arms cahtr
treaties have increased the scope of demands feitli-in
gence in the post-Cold War world. . . .

On the Internet, the FAS offers aerial photos ofo t®IA
facilities, the Defense Intelligence Analysis Cent¢DIAC)
located at Boiling AFB and the Clarendon site, Edé at
websites (respectively):

(http://lwww.fas.org/irp/overhead/dia.htm)
(http://lwww.fas.org/irp/overhead/diava.htm)

Central Imagery Office (CIO) / National Imagery &
Mapping Agency (NIMA— eff. 10-1-96)

At the time the intelligence wheel which we haveere
using was created, it contained the Central Imag@ffice
(under the auspices of the DoD). However, in kegpiith
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the "condense and centralize" goals, the Nationalagery
and Mapping Agency was established in October, 1986
combine the functions of "eight separate orgarorsti of
the Defense and Intelligence communities.” That nmaeave
have a much larger, more powerful entity than themer CIO.
The announcement may be read in full at their websi
(http://164.214.2.59/org/backgrn.html)
Below is an excerpt from that release:

. NIMA will improve support to national and italry
customers alike. [Author's note: Can themontrasting of
the term national with the term military mean anything
other than they are engaged in civilian activig/yeell?]

NIMA incorporates the Defense Mapping Agency, the
Central Imagery Office, and the Defense Dissemmati
Program Office in their entirety; and the missiomda
functions of the CIA's National Photographic Intemp
tation Center. These organizations are disestablished
effective today.Also included in NIMA are the imagery
exploitation, dissemination, and processing elemermf
the Defense Intelligence Agency, National Reconnais
sance Office, and Defense Airborne Reconnaissance
Office. [Emphasis added.]

NIMA Logo and Seal

Not to be outdone by the larger agencies (which mmay
be much larger now, with the exception of the NSAd athe
CIA), NIMA has its own logo and seal (next pagepll&wing
is what they have to say about the meaning of tlenents
of their seal:

The NIMA seal's eagle and stars exemplify the princ
ples of freedom our country was founded on and mnde
score the national security mission of the National
Imagery and Mapping Agency. Laurel symbolizes honor
and high achievement and the three crossed arrows
represent the organization's mission and roletad to



298 BIG BROTHER MSA & ITS "LITTLE BROTHERS"

NIMA logo and seal. Note again the Masonic/occBltioenix/Eagle bird.

military  preparedness and defense. Black represents
outer space and the globe represents mapping and

imaging. The Latin phraseTempestivum Verum Definition,
stands for Timely, Accurate, and Precise.

The organizational chart for NIMA displayed herewwas

obtained from their website.
(http://164.2142.59/org/orgchart.html)

The NIMA headquarters is located in Fairfax, Viigin with
other major facilities in northern Virginia, Wasbion, DC,
Bethesda, Maryland, and St. Louis, Missouri. . thwisupport
and liaison offices worldwide." It is interesting tnote that
NIMA has printed a full page of Disclaimer Noticesn
material obtained from their website, including d&&smer
Notice, Disclaimer of Liability, Disclaimer of Endgement,
and Use of NIMA Seal. It most certainly is no siser that
they are monitoring those who access the informatio .the
surprise is thatthey admit it! "Such monitoring may result
in the acquisition, recording and analysis of aliadbeing
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communicated, transmitted, processed or stored his t
system. . . .Use of this systegonstitutes consento such
monitoring” [emphasis added]. The other disclaimapply
primarily to the misuse of the information received

| have included a photo from the Internet picturitige
Central Imagery Office (CIO) administration builgsn and
an aerial photo of the Defense Mapping Agency (DMA)
facilities (again, courtesy of the FAS). | have doubts they
are now part of NIMA, since it absorbed and "deglgthed"
the CIO, and according to Richelson (p. 35), th® @hd been
authorized broadly to use other agencies' faglitie

DOD Directive 5105.26 authorizes the CIO toake
maximum use of faciliies and personraasigned to the
Defense Mapping Agency, the Defense Intelligence
Agency, the National Security Agency, and, to theerd
authorized by the DCI, the Central Intelligence rge
[emphasis added].

National Reconnaissance Office

According to Richelson, the National ReconnaissaDfece
(NRO) has a broad range of functions, but primatiney
manage satellite reconnaissance programs for thiee eBS
intelligence community. This includes the collentiof photo-
graphic and signals intelligence and ocean suarei# data.
They also are "responsible for the routine opemnatid the
satellites, including maneuvers such as turningntten and
off and facing them toward or away from the sun."”

As with the other organizations on the wheel, thRON
operates under the direction of the DCI and, as wight
of the thirteen, it is part of the DoD.

Under a shroud of deep secrecy, the NRO was estalli
in 1960. The first public revelation of its existencame in
1973 as the result of an error made in a Senatertrelgntil
1992 the NRO's very existence was still classifieperating
under a cover organization that had been establigs for
the purpose of hiding the operations of this clatide group.
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CIO Headquarters, Tysons Corner, Virginia.
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Defense Mapping Agency headquarters facility.
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Aerial photo ofthe National Reconnaissance Office facility.
© 1995 VARGIS, LLG.All Rights Reserved.
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Close-up of Satellite photo of the new NationaldReaissance Office (NRO). The NRO
is the second most secret intelligence agencyeimvitrld. NRO maintains all NSA satellites
and provides NSA with all global satellite inteflizce data. © 1995 VARGIS, LLC. »
All Rights Reserved.
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The NRO headquarters offices are located at 146&& L
Road, in Chantilly, Virginia. Their other facilige include
Onizuka AFB (Sunnyvale, California); White Cloud BO
Facility Building 59 (Naval Research Laboratoryyystal City,
Virginia; a shared facility (with the CIA Office ddevelopment
& Engineering, Reston, Virginia); Defense Commuhaas
Electronics Evaluation Testing Activity (D-CEETA—dkt.
Belvoir, Virginia); Aerospace Data Facility (BuckleAir
National Guard Base, Denver, Colorado); a tempofacifity
at Lafayette Business Park, near Chantilly, Virgininterim
facility at Dulles International Airport Center..and perhaps
even more. As with the other intelligence organoret we
have studied, the FAS provides generous maps andl ae
photos of all these locations on their website.

Speaking of websites, if you wish to see what thONhas
to say about itself (pages and pages and pages),ofts
address is:

(http://www.nro.odci.gov/)

The NRO's annual budget is estimated at roughlyiién,
and it doesn't seem to be able to account for iy weell.
So what's a billion or two among friends?! It's yomiur tax
money! Maybe it's my naturally suspicious mind, Wiitbet
it's not lost; I'll bet you it is spent in sonsecret fundingof
somesecret projectabout which as yet we know absolutely
nothing. . .one of the "Black" projects of somedkin

The New York Timeglanuary 30, 1996) ran an article by
Tim Weiner titled, "A Secret Agency's Secret Budg#teld
'‘Lost' Billions, Officials Say." Here is the conden version
of that article.

Do you stash a little cash in various spots of your
home—a twenty in your tool chest or maybe a C-note
in the bottom of your clothes hamper? "Rainy Day"
money. But then the day comes when you need itand.
you can't remember where you hid it!

If this is you, you'll sympathize with our governmtie



BIG BROTHER NSA & ITS "LITTLE BROTHERS"

308

‘Ayunwiwoy aduabiaiu] ‘g sy ‘vosppyoy 1 Aayffar jo Asapmod

SWISAS adUB||IBAINSG SWAlSAS
uead/LNIDIS Asa8ew
S3DIALAG
wawadeuepy #EIs OaN
woddng Areypiw
‘101251 AindaQ 1opau1g Aindag
1o0palQg
"321JO IDUBSSIEUUODIAY |BUONEN, 3Y) JO uoneziuedi) 3|qeqold  *S-Z 3ndiy




THE NSA'S SISTER INTELLIGENCE ORGANIZATIONS 309

"National Reconnaissance Office." The NRO is anraext
superduper-secretive agency that no one ever hedrd

It is so secretive that its very existence was cifiy
denied until 1992, even though its been around 8&rsy

It manufactures expensive spy satellites for the\,Cihe
Navy, the |IRS, the Republican National Committee,
Arnold Schwartznegger, and God knows who else, and
is responsible for keeping track of all these &tds|
spy missions, and other important stuff.

So, imagine the NRO's embarrassment to discover
that it had lost track of more than TWILLION
DOLLARS that Congress had previously appropriated
to it. Now, two billion dollars is bigger than a ead
basket, so it's not easy to just—poofl—lose it. Bitls
that "Rainy Day" thing—NRO's top dogs stashed a
million here, a hundred million there. . . and neking
you know, no one remembers where it is!

A Senate staffer for the committee that supposedly
oversees the NRO dismissed the agency's misplaced
billions as "a severe accounting problem." [l !saye
confesses that Congress doesn't really know wha th
NRO does with the $6 Billion a year it gets of auoney.
Just last year, for example, the congressional réiyet"
committee was shocked to learn that the NRO hadt bui
a $300-million headquarters building for itself ithe
Washington suburbs.

Then the person putting the article on the Intermeits
his own postscript on the article: "This is Jim hiigwer
saying...Now that's some oversight! If these splurging
spooks can build a $300-million headquarters andplsi
"lose" $2 bilion more through the bureaucratic ok
don't you think they have too much of our money?"

Another Internet location

(http://www.refp.org/Clinton/cc1008.html)

reads:
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January 1996: Secret Government
Spy agency 'misplaces’ $2 billion of secret budget

The National Reconnaissance Office, an agency that
builds spy satellites, informed Congress that it ldrack
of more than $2 billion of its $28 billion budge@he
NRO budget is classified as "top secret." Critick the
agency told The New York Timeghat the money went
into a secret "slush fund."

Another site on the Internet provided the followimgforma-
tion on the budgets of the major intelligence oigations
in the US. This information was leaked from the B®uCom-
mittee in 1994.

Total Spending (5 major org'ns)...................5$28,000,000,000

Stats from open sources guessing breakdown:

CIA—Central Intelligence Agency............... $.3,000,000,000
NRO—National Reconnaissance Office .. 7,000,000
NSA—National Security Agency ...................... 4,000,000,000

TIARA—Tactical Intelligence & Related . . 12,0000,000
Activities—Pentagon

D1A— Defense Intelligence Agency ............... 600,000,000
Total Documented........ccoveeevieiviieeeeeeeeeenn, $26,600,000,000
Leftover (?) oo $ 1,400,000,000

Stated Mission of the NRO

To complete our examination of the NRO and its vi@ts,
let's check out its Mission, as it sees it to be. With all the
others, it allegedly wants to provide the best rimfation avail-
able to those who want to obtain it, but there veeme slight
difference in NRO's stated goals: "The NRO's assmifect
intelligence to support such functions as indigaiand
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warning, monitoring arms control agreements, nmjitapera-

tions and exercises, andonitoring of natural disasters and
other environmental issuesl'm not exactly sure how "intel-
ligence gathering” has anything to do with natuladasters

and other environmental issues, unless it's infotHe weather
man, or is to support the subversive endeavorhefradical

environmentalists who are actively pressing for ¢me-world

government of the New World Order (a much more lyike
option).

The Federal Bureau of Investigation (FBI)

The next major intelligence-gathering organization our
wheel is not operating under the auspices of thB,Dio fact,
| believe there is some question as to whether tonsider
themselves answerable to anybody! (Technically,y tlaee
under the DOJ—Department of Justice.) But, just tias
other groups are migrating toward the "condense eewt
tralize" mode, the FBI is doing likewise. They amallecting
fingerprints from all over, to be converted intogitized,
computer-friendly format, storing criminal and taist
information, and trading data with the NCIC andetpbl (and
ultimately with the NAS, I'm sure). The FBI woulc kxon-
sidered an "Indirect—Government" group, as theirjoma
function is law enforcement, and their collectioh data is
for the purpose of supporting their criminal justfmrograms.
The FBI Headquarters is located in the J. Edganeioo
Building, 935 Pennsylvania Avenue, NW, Washingiog,
20535-0001, Phone: (202) 324-3000, website:
(http://www.odci.gov/is/usic/fbi.html)

Criminal Justice Information Services (CJIS):
Formerly Known as The National Identification Cente

Before we get into the details of the background stated
mission of the FBI, | want to enlighten you abouthame
change of the largest division of the FBI. The isectormerly
known as the National Identification Center (NI& mnow
known as Criminal Justice Information Services &}JI
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Their media department furnished the following mfa-
tion about the FBI, and the CJIS in particular:

The Criminal Justice Information Services (CJIS) is
the largest division within the FBI. It was estahkd in
February, 1992, as the entity to housee consolidation
of the FBIl's criminal justice information servicefhere
is some more of that consolidation of information].

The CJIS Division is the focal point and centrapas-

tory for criminal justice information services irhet FBI.
It serves as a customer-driven organization pragidi
"high tech" identification and information serviceso
local, state, Federal, and international criminalistice
communities.

This division is responsible for the day-to-day mpe
tions of the Fingerprint Identification Program, eth
National Crime Information Center (NCIC), and the
Uniform Crime Reports (OCR) program which includes
the National Incident-Based Reporting System (NIBRS

The CJIS Division is also responsible for the depel
ment of the Integrated Automated Fingerprint |dexat
tion System (IAFIS), and for partnering with the IEB
Information Resources Division concerning the depel
ment of theNCIC 2000 System.

The FBI must ensure that these systems, as well as
any future systems,completely integrate in order to
provide the criminal justice community the idemifiion
and information services it needs as we move irte t
21st century [emphasis added].

Revitalization

The FBI is in the process of updating (they callr@vitaliz-
ing") several of its main criminal justice program& brief
synopsis of the changes follow:

The revitalization of the current NCIC system, NCIC
2000, will include enhancements to existing NCIC



THE NSA'S SISTER INTELLIGENCE ORGANIZATIONS 313

hardware and software, as well as new functionalitiis
functionality includes the capability to transmithgto-
graph and fingerprint images between a user's |paiao
and the NCIC 2000 computer, where the fingerprint
image will be rapidly searched against the databfse
wanted and/or missing individuals. The CJ1S Divisio
is partnering with the Information Resources Diwsion
this project.

N1BRS is the enhancement of the current UCR pro-
gram, which provides an accounting of the extend an
nature of criminal activity. NIBRS is an incideraged
reporting system, meaning data is collected on each
single crime occurrence and its components. Analysi
of these facts can provide vital information abatrime
and its impact on victims, offenders, property, eatees,
and the U.S. society as a whole.

The IAFIS will consist of several integrated segitsen
including Identification Tasking and Networking {J,
which will provide for the submission of electronic
fingerprint images; the Interstate Identificatiomdéx (I11)
[sometime called "Triple 1", which is the nationaystem
for the exchange of criminal history records; theutdA
mated Fingerprint Identification System (AFIS), walni
provides automated fingerprint comparisons and tiden
fies candidates for fingerprint examiners to use the
identification of criminals; and the Fingerprint dge
Conversion Operation (FICO), which represents the
conversion of approximately 32 million fingerprintards
to electronic images for IAFIS use.

The CJIS Division has relocated to a new facility Glarks-
burg, West Virginia. This is the "first time any \gownment
organization has attempted to relocate and rexdétaliopera-
tions simultaneously," according to the FBI mediffice. This
new site (see photo and map) 'llbcated atop 986 wildlife-
filed acres [Author's note: The FBI's location is approxi-
mately the same size as MSA's mammoth facilityiptains
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more than 500,000 square feet of working area |wmtiany
special features, including a 500-seat auditori@mG00-seat
cafeteria with patio seating, a public receptioeaaand atrium,
and large windows with scenic vistas in nearly gveffice.
To accommodate the needs of its employees, thehEBlalso
constructed al6,000 square-footonsite child development
center for children aged three months to twelvers/ébefore
and after school program and summer camp). Thescavitl
focus on developmentally appropriate activities @amtourage
parental involvement." [Emphasis added.]

This influx has proven to be quite an economic bdon
northern West Virginia, and the community of Cldmksy
in particular. "There are currently over 1,900 eoypks
working at the West Virginia complex. When fully evptional,
a total of 3,500 employees are expected. Approxinahree-
fourths of the current force were hired from withilvest
Virginia at competitive salaries. It is estimated, today's
dollars, that the CJ1S Division's relocation witinlg in excess
of a 70 million dollar payroll in the the state of West
Virginia," according to the Media Information Guidm the
CJIS. [Emphasis added.]

State Road Maps Provide Insight

Far from being set in some secret location, | habv&ined
three sets of blueprints from the West Virginia Bement
of Transportation, Division of Highways, for the nstruction
of the "FBI Interchange and Access Road,” on I-7PBI
Access Road No. 1" (the north entrance), and "FBte&s
Road No. 2" (the west entrance). The size of biné&pmpre-
cludes me shrinking them down small enough to ipote
into this book; however, | have reduced sectionsthef top
page of each project, identifying the project, simgwthe
location on a map, and showing the signature blatiere
the project was approved. The physical addres$080 Custer
Hollow Road, Clarksburg, WV 26306, Phone: (304)-2280.
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FBI Fact Sheet

Think of this as thé'Reader's Digeswersion” of the stats
on the FBI (as of July 31, 1996). | will elaboratebit more
on its investigative programs, after | have fureidhhis con-
centrated version of its history and current status
This abbreviated fact sheet may be found on thexret at:
(http://www.fbi.gov/general/facts/fact.htm)

Established: An investigative agency under the Department
of Justice (DOJ) was formed in 1908; after varichianges

in name, it became known as the FBI in 1935.

Organization: The FBI is headed by a Director [presently
Louis J. Freeh] and Deputy Director. Headquartrim-
prised of nine divisions and four offices. The F&dintains

56 field offices, approximately 400 resident ageagcfour
specialized field installations, and 23 foreigndiam posts.
Employees(as of 7/31/96): Special Agents, 10,529; Support
Personnel, 15,398.

Investigative Programs:

* Applicant Matters

» Civil Rights

» Counterterrorism

* Financial Crimes

» Foreign Counterintelligence

« Organized Crime/Drugs

* Violent Crimes and Major Offenders

Budget: The FBI's total annual funding for all operations,
salaries, and expenses is approximately $2.5 millig\fter
subsequently receiving a "special allowance" tadase their
technology and activites, the figure is now apprately $2.9
billion.]

Mission: To uphold the law through the investigation of siol
tions of federal criminal law; to protect the GuitStates from
foreign intelligence and terrorist activities; toopide leader-
ship and law enforcement assistance to federale,stacal,
and international agencies; and to perform thesporesibili-
ties in a manner that is responsive to the needhefpublic
and is faithful to the Constitution of the Unitethtes.
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Training Facility: The FBI Academy is located in Quantico,
Virginia. It occupies 385 acres and is approximadél miles
south of Washington, D.C.

Term of FBI Director: Public Law 94-503, section 203,
enacted on October 15, 1976, provides for the ayppm@nt

of the FBI Director by the President with the a@dvand
consent of the Senate. In addition, the term d¥BhDirector
was limited to 10 years.

FBI Motto: Fidelity, Bravery, Integrity.

Greater Detall on FBI Activity-
Author's Random Comments

Locations: Among the locations mentioned above are
included: "The FBI also operates specialized figlstallation:
two Regional Computer Support Centers—one in Pdoate
Idaho, and one at Fort Monmouth, New Jersey—andmfar-
mation Technology Centers (ITCs)—one in Butte, Nt
and one at Savannah, Georgia. The ITCs providenrgton
services to support field investigative and adntiats/e
operations. In addition, the FBI provides suppoot the
National Drug Intelligence Center (NDIC) in Johngtn
Pennsylvania. [Author's note: Another new databfzsdity
created by the Clinton Administration.] The NDIC lleots
and consolidates drug-trafficking intelligence deped by
law enforcement and other official users. The fgcis over-
seen by DOJ [Department of Justice].”

Notice how the terms "collect and consolidate” jusep
recurring in this literature.

Investigative Programs: The above named technical
installations undoubtedly are used nationally antkrnation-
ally, based upon their own comments. Here is whgirinted,
expanding on the "Investigative Programs" mentiobedfly
above. Notice the emphasis on "close relations" ‘anfibr-
mation sharing.” It would seem that their primaryrgose
is to collect, condense, and make available to ybosty
information about. . .well, just about everythingbking into
the private business of prospective employees, infg&s,
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et al, is the business of their Applicant Program. Of seur
it is necessary to be sure that we are not hiripgess but
their digging goes much deeper than an individugdlitics
and criminal history (or the lack thereof). And tlabuse of
such records is no longer merely speculation—eanly 1997,
nearly 1,000 such files on members of the opposparty
were found mysteriously in the White House. . nigfly a
place they were not supposed to be. It has prowvebet a well-
deserved embarrassment to the elected and appoiffesdals
in the Executive Branch of our government. Thatuadibn
is still under investigation as of the writing bfg book.

Investigative Programs

The FBI's investigative authority is thbroadest of all
federal law enforcement agencieShe FBI therefore has
adopted a strategic approach which stresses long-te
complex investigations. The FBI investigative pbkdphy
also emphasizes close relations and informationrirgha
with other federal, state, local, and foreign lawfoece-
ment and intelligence agencies. A significant numbe
of FBI investigations are conducted in concert wilkher
law enforcement agencies or as part of joint tasges.

As part of this process, the FBI has divided itesti-
gations into the following programs:

Applicant Program
» Department of Energy and Nuclear Regulatory

Commission Applicants
« Department of Justice candidates
« FBI Special Agents and Support Applicants
* U.S. Court candidates
» White House Staff candidates
Civil Rights Program
* Civil Rights Act of 1964
« Discrimination in Housing
« Equal Credit Opportunity Act
Counterterrorism Program
* Domestic Terrorism
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* Hostage Taking
» Overseas Homicide/Attempted Homicide (G.S.
Persons)
Protection of Foreign Officials and Guests
Sabotage
Domestic Security
Attempted or Actual Bombings
Nuclear Extortion
Sedition
Financial Crime Program
* Bank Fraud and Embezzlement
Environmental Crimes
Fraud Against the Government
Corruption of Public Officials
Health Care Fraud
« Election Law Violations
Foreign Counterintelligence Program [Author's
Note: As | see it, this category is redundant. TRBI
should be involved in domestic matters of law ecder
ment. There is more than adequate coverage of gforei
intelligence gathering provided by a myriad of aothe
agencies, as | have pointed out.]
« Espionage
« Foreign Counterintelligence Matters
Organized Crime/Drug Program
e Drug Matters
« Racketeer Influenced and Corrupt Organizations
Criminal Enterprise Investigations
e Labor Racketeering
* Money Laundering
¢ Organized Crime/Drug Enforcement Task Force
Matters
Violent Crimes and Major Offenders Program
* Fugitives Wanted as a Result of FBI Investigations
» Escaped Federal Prisoners (some instances)
» Probation/Parole Violations (some instances)
« Unlawful Flight to Avoid Prosecution (including
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parental kidnaping fugitives)

Crime on Indian Reservations

Theft of Government Property

Interstate Transportation of Stolen Motor Vehicles
Interstate Transportation of Stolen Property
Theft from Interstate Shipments

Assaulting, Kidnaping, or Killing the President,
Vice President, or Member of Congress

Bank Robbery, Burglary, or Larceny

Crime Aboard Aircraft

Kidnaping—Extortion

Sexual Exploitation of Children

Tampering with Consumer Products
[Emphasis added.]

The FBI's $2.9 Billion Budget

Now, let's give a little more consideration to ti%&2.5 billion
budget (which by now is reported to be $2.9 bilioTime
Magazine, April 28, 1997, page 28, reports: "For the better
part of a generation, both political parties haveown money
and laurels at the FBI for one reason: to stop eriynder
Clinton, while agency after agency saw its budgetindle,
the FBI's jumped 25%, to $2.9 billion. Congressdp&r 3,600
new employees,new computers, new field offices. Law-and-
order-Republicans were there first, but Clinton ate Demo-
crats joined in until there was simply no consiitye that
didn't see the FBI as the all-purpose answer toergotwho
routinely listed crime among their top concerns.r Fo nation
whose greatest enemy is suddenly within, thdl has
become the Pentagon of the post-cold war world.

"This means, like the well-protected Pentagon of yars
ago, virtually no congressional oversight. Any laakar who
raised concerns risked being flayed as soft on erinBut
without accountability, several things happen, afl them bad.
Money gets wasted [or "lost"—keep reading!]. Offlsi get
sloppy." [Emphasis added.]
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Under the picture of Director Freeh appeared thkoviing
caption:

Dragging the Agency into the Modern Age

Director Louis Freeh has been trying to change the
agency's culture, but his critics charge him withsassive
secrecy, bullheadedness, and micromanagement. His
relations with the Clinton White House are alsorpoo

It would appear that a lot of people are unhappyhwhe
power and authority given to, or assumed by, thd. B plot
was uncovered to bomb the new CJ1S National ID éent
(pictured earlier) in Clarksburg, West Virginia. ®wreports
appeared in the Associated Press, but as with egbrts, they
reflect the leanings of the individual writing tharticle. The
basic facts are in both articles, but 1 am inclgdiboth, as
one has considerably more—though condensed—infaymat
than the other.

FBI Arrests seven in bombing plot

Seven people connected with a right-wing militia reve
arrested Friday on charges of plotting to blow upe t
FBI's national fingerprint record center and twohest
federal buildings in West Virginia.

Agents began making the arrests after Floyd Raymond
Looker, leader of the Mountain Militia, gave Dblueps
of the FBI complex to an undercover agent in exgean
for $50,000, the FBI said. The agent was posing aas
middleman for a fictitious international terrorggoup.

The blueprints of the new $200 million FBI complex
in Clarksburg were obtained by a Clarksburg firefiy
who belonged to the militia, the FBI said. The fire
department keeps the blueprints in case of a fire.

"There was a plot. It was ended before it could doa-
summated,” said John P. O'Connor, agent in charfe o
the FBI's Pittsburgh-based division. "There wergene
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any explosive devices constructed. There was no eimm
diate threat to our facility."

O'Connor said the militia targeted two other fetera
facilities in the state. He declined to identifgth.

Law officers confiscated plastic explosives and odet
tors Friday at five sites in West Virginia, Penmaylia, and
Ohio. The arrests came after a 16-month investigati

The fingerprint complex is known as the FBI Crinlina
Justice Information Services Division. Opened Ilastar,
it contains fingerprint records that the FBI hasllemxted
from police departments nationwide. The identifimat
division provides information to state and local lig®
departments.

The fingerprint center eventually will use computer
programs for converting fingerprints into electioni
images.

Automated criminal record-keeping also will be #&vai
able for background checks, whether the person s
seeking a job at a day-care center or trying todogun.

The seven defendants, including Looker, were jailed
without bail pending hearings next week. The charge
included conspiring to make bombs, transporting ex-
plosives across state lines, and conspiring to eplac
explosives near the FBI complex.

On October 13, 1996, theibbock Avalanche-Journal
reported the incident as follows:

Militia was suspicious FBI knew of bomb plot

CLARKSBURG, W.a (AP)—Leaders of the West Vir-
ginia Mountaineer Militia were suspicious that feale
authorities knew of their plans to blow up threedeial
buildings.

They even ordered one member to remove his shirt
one day to prove that he wasn't wearing a wire.yThe
asked on the wrong day, according to court docusnent

The member was an informant who had been secretly
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recording members conspiring to destroy the FBI's

Criminal Justice Information Services Division [SJI
complex in Clarksburg, about 80 miles south of sPitt

burgh, and two other government buildings in West

Virginia, the documents say.
The information he provided led to the arrest HRrida
of seven men linked to the militia on conspiracyarges.

They were being held Saturday pending detention

hearings.

The informant had gone to the FBI 16 months ago

after becoming disenchanted with the group's diesyi

which included making and testing home-made explo-

sives, U.S. Attorney William D. Wilmoth said Satayd
At least one milita member, according to the in-
formant, believed the FBI complex contained a otmad

tine operation that might be a command center when

the government turned against the people under

"new world order," according to court documents.
Prosecutors do not believe the alleged conspira@s w

linked to anti-government groups in other states.

"I don't want it to appear to be some nationwide
conspiracy or anything more grave than the charging

documents show. As far as we could tell, it wasalleed,"
Wilmoth said.
The Criminal Justice Information Services Division,

which  opened last vyear [1995], houses fingerprint

records the FBI has collected from police departsien
nationwide. [Emphasis added.]

And from many other sources, as well. Note that thditia
was concerned about evidence to be used againsatuthe
time of transition to the New World Order. Althoughis-
guided in their plans for violent action, they waed at the
proper conclusion about the New World Order; howeviém
convinced it will be the NSA, rather than the FBlrdal want
it clearly understood thatl do not advocate this type of
action as a way to solve our dilemma. While we Btilve the
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opportunity to do so, we must pursue all legal rseam
"correct the course," i.e., make our voices hedrtha ballot
box, call-in radio programs, local community actiprograms,
staying aware of pending legislation (on all levelnd the
implications thereof), with appropriate calls aredtdrs to all
elected officials, etc., etc. Aside from that, thiht | can advise
is to make personal and spiritual preparations tfe time
that is fast drawing near. You see, no matter hayilant we
are, nor how we vote, nor how much we get involved
attempting to forestall the onslaught of the NewrM/drder
. .uUltimately, these attempts will be futiie—thaye doomed
to fail—because the Bible guarantees us in the Bobk
Revelation that these events, indeed, will occur.

Combating Terrorism

President Clinton, a New World Order man himsekis h
been given the perfect opportunity to increase amtend
the surveillance activities of the government agescunder
the guise of protecting us from terrorism—both desiand
outside our borders—because of the unfortunate aéts
violent terrorism that occurred during his term daffice.
They've been wanting this power for a long timed ahis
provided the perfect excuse.

On August 5, 1996, President Clinton made a spéded
"Combating Terrorism," which, by September 28, 19@@s
available on the Internet at this address (6 pages)
(http:/Amww.whitehouse.gov/WH/EOP/NSC/factsheetsitentml)
Because of its availability, | won't quote it hereits entirety,
but 1 do want to quote some of it, and list soméhef"Record
of Accomplishment" about which they brag so proudly
(Whenever they brag abowtccomplishmentsyou can kiss
another freedom or another piece of your privacgdébye.")

“In this fight. . . American Leadership is indispable.

. Make no mistake about it: The bombs that did

maim innocent people are not really aimed at théo,
at the spirit of our whole country and the spififreedom.
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Therefore, the struggle against terrorism involvesore
than the new security measures | have ordered dm t
others | am seeking. Ultimately, it requires thenfadent
will of the American people to retain our convicio for
freedom and peace and to remain the indispensabiee f
in creating a better world at the dawn of a newtaen "

President Bill Clinton
The George Washington University
August 5, 1996

Nonsense! This is an example of Big Brother "double
speak” in the highest form. The "new security meassu he
has ordered and the additional ones he is seekirg &l
based upon tightening down on our freedoms andt riggh
privacy. Then he reveals that it will require theofifident
will' of the American people to retain freedom amakace
to remain the "indispensable force" in the Mew WorOrder
(the dawn of a new century). Of course, he is rstijug that
we all volunteer to lay down our Constitutional guarantees
where these matters are concerned, "for the gregtsod."
And contrary to America being the indispensable cdor the
Mew World Order is based on the merging, blendiramd
disestablishment of individual countries and gowants;
their powers must be sublimated to the universathaity,
not to mention their businesses and wealth. I'me stiney
would be happy to confiscate our economy, providihghasn't
been totally demolished in the takeover—a part bé tplan
to break us down and leave us vulnerable to anywi®
comes along offering a solution, no matter how teray.

The AntichristThe Beast will be on the scene tanigh
that solution "just in the nick of time." Ultimatgl during
the one-world government (MWO), no one can buy eil s
without his approval (mark). More will be discussdater in
this book about his role in this period of time.
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More Big Brother surveillance is called for by
Clinton (likely through the NSA)

President Clinton has made the fight against tismor
a national security priority. [NSA?] His past and recent
efforts have advanced a concerted strategy to fightor-
ism on three fronts: (1) beyond our borders Wwgrking
more closely than ever with our friends and allifisy
exchanging information with themeven our former
enemies—read on]; (2) at homepy giving law enforce-
ment the most powerful counterterrorism tools aldAd
[tools which could be directed at us at any timeatth
THEY determine CIS to be the radicals, terrorisesti-
government, operating contrary to the PUBLIC good,
etc., etc.]; and (3) in our airports and airplaneg in-
creasing aviation security. These efforts are pafit the
President's comprehensive strategy to ensure thaierA
icans enjoy thesafety and securitythey deserve and that
America enters the 21st century as the greateste fdor
peace and prosperity on earth. [Emphasis added.]

I am reminded of the scripture telling us that wheren
cry "peace and safety," sudden destruction will e€ompon
them (I Thessalonians, Chapter 5). Further infoimnatin this
document reiterates the use of "shared information” the
prevention of international terrorism. | believe atththis will
be via the Internet or the "Internet 11".

Other points of interest include the opening of dnRBI
office in Moscow, with more soon in Cairo, Islamabad, Tel
Aviv, and Beijing. The FBI is involved actively in providing
counterterrorism training to over forty countriea the inter-
national law enforcement community." To support dhis,
Clinton has called for additional funding so the IF&an grant
an increase in "training and assistance programs fa®ign
nations."

More worldwide joint action has been instigatedigy
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establishing of the "Group of Seven" (Galus RussiaFund-
ing for the counterterrorism portion of the FBI'stiaties
has been increased by 40%, and that's above tmeah&@on-
gressional budget funding. The FBI has created anteo-
terrorism Branch that acts as tleenter for information
collection [that's all those computers collecting again],
analysis, and dissemination [and sharing!] to betiembat
terrorism at home and abroad.

The International Crime Control Act of 1996 prowsde
among other things for the "fight against moneyntiring,
so criminals and terrorists have a tougher timarfaing their
activities." Seriously, now, when have you everwnahe big-
time "criminal element” to be caught without a wasound
the system? All this Act has done is make the guwent
privy to the banking and business transactions hef ihde-
pendent businessman, especially if cash is invohsaed it
has turned our bank employees into watchdogs, dulgrn
to report any violations, even anything they seat #ppears
suspicious. . .they call it "structuring” in aneatipt to hide
your transactions from Big Brother, and it's deéty illegal.
But just remember, your friendly neighborhood telleas
been forced into monitoring and reporting your bagk
business to the IRS and/or others.

" . . .the President has consistently and repeatedlled
for additional counterterrorisntools that Congress thus far
has refused to approve: broader wiretap authowotycdver
pay phones and hotel phones. . . . " That is sgllamatory
—they want greater eavesdropping capabilities. eiénss to
me they have more than plenty right now!

Next, they discuss greater security measures gtorést
The "President ordered the FAA to impose new, toaigport
security measures. . . ." This undoubtedly willlinie profiling
on frequent fliers. Clinton established the AviatiBafety and
Security Commission, which suggested "deployment of
advanced detection technologies, [and] improvedeesing
[profiles] of airline passengers and employees. &sthis
writing, Delta and United, and American AirlineA\BRE



THE NSA'S SISTER INTELLIGENCE ORGANIZATIONS 339

(Semi-Automated Business Research Environment—Raser
tions) System have linked with the CIA for the mse of
passenger profiling. Other airlines will follow sshortly.

Much more information about The SABRE Group is hvai
able on the Internet. The following three addressedor

an "overview," "history," and "new technology," pestively.
(http://www.sabre.com/corpinfo/overview.htm)
(http://www.sabre.com/corpinfo/history.htm)
(http://www.sabre.com/news/tech_news.htm)

They ask the question, "Who Are We?" and answer:

The SABRE Group is a world leader in the electronic
distribution of travel-related. . . services and dsleading
provider of information technology solutions for eth
travel and transportation industry.

They state as their goal to be the leading providérsuch
"solutions.” They proudly declare the size and powed their
computers (and justifiably so; they are number 26fl the
top 500 computer facilities in the world). They danhh us of
the American Airlines contribution to the historynda forma-
tion of SABRE. They tell us that the old system died
84,000 calls per day, but today's system can hamdier 20
million equivalent calls. "To run this massive nmesdion
system, American Airlines built the world's largeptivately-
owned computer system in Tulsa, Oklahoma [the akntr
facility].”

Terry Jones, Chief Information Officer of SABRE, sarers
questions in Technology Newsthat are frequently expressed.
The one that caught my attention reads:

Question: How do you think security concerns play
into the growth of electronic commerce and what has
The SABRE Group done to insure customer privacy?

Mr. Jones spent two paragraphs explaining how “safe
is to make reservations over the Internet using goedit
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card, because there are no thieves on the Integjastording
to him). He also reports how they are spending tiared
expense to convince the credit card companies isf @B well.
Not surprisingly, he doesnt even address the gyivassue
raised in the above question.

Mow, back to our report. In their "Getting Resukgttion
they are bragging that:

In the Philippines our intelligence prevented araest
from bombing multiple U.S. commercial aircraft abey
crossed the Pacific.

Under the Clinton administration, we have prevented
major terrorist attacks before they happened. InwNe
York City, U.S. law enforcement foiled plots againthe
United Nations and the Holland Tunnel.

Swift Arrests and Prosecutions: Justice Department,
international, national, and local law enforcemeatten-
tion culminated in the near immediate arrest of a9kl
homa City bombing suspects and the rapid conviction
of the World Trade Center bombers, as well as tiresa
of a suspect in the Unabomber case.

The Challenges Ahead: Continue pushing Congress
for new legislation to give our law enforcement the
resources the President asked for initially: ineeela wire
tap authority. . . .

In a news release dated January 14, 1997, the F&istant

Director James K. Kallstrom presented a nine-pagaoance-

ment about electronic surveillance "required" to doe job

they feel they should be able to do. It is a vergry detailed

report. To read it in its entirety, access therimgéat:
(http://www.fbi.gov/pressrel/tele/telephon.htm)

Here are the first two paragraphs of the Introdurctivhich

pretty much sums up what they are after, and way #re

forcing the communications industry to comply.

Acting on a mandate from Congress, the Federal
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Bureau of Investigation today is announcing the w@mho
of telephone system capacity the nation's law egfor
ment agencies may need for court-approvetéctronic
surveillance to protect the public from terrorismjolence,
drugs, and other grave offensesnd to deal with un-

expected crime emergencies through 1998 and beyond.

The Communications Assistance for Law Enforcement
Act of 1994 (CALEA) requires the telephone companies
to ensure that their systems and networks hbhoéh the
capability and capacity to accommodate all federatate,
and local law enforcement agenciestourt-approved
intercepts in the face of new or changing telephone
technology that couldotherwise prevent electronic surveil-
lance[emphasis added].

Heaven, forbid! Perish the thought that we actuathyght
regain some of the lost privacy on our phone cmat@ns

. but don't get too excited. The phone commardies being
forced—over much protest—to comply with this newdeor
In fact, the research and development of technoldbgat
would permit this on the new fiber optic and/or edée
phone systems is so expensive that the governmenéec
to foot a large portion of the bill, thanks to uaxpayers, of
course!

The other noteworthy part of this report deals withe
increase of surveillance and wire tapping. Throughdhis
news release, Kallstrom keeps bringing up the padimt just
because they have greater capacity/capability doespces-
sarily mean they will increase their wiretap sullagece.
Wasn't it Shakespeare who said, "Me thinks thout dostest
too much!"? It certainly applies here, along witimother old
adage, "If the shoe fits, etc."

NCIC 2000—"Linking It all Together"

This is the motto of one of the FBI's most activiwisibns,
located in that new facility in Clarksburg, West r¢inia. |
guess they aren't trying to hide all this mergihdatabases,
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etc., as they include it at the top of their ldttad, right
under NCIC 2000. Since the 1960's, the NCIC hadecteld

and furnished criminal information to law enforcerhe
agencies. However, with the burgeoning technologyd aa

corresponding increase in requests for assistariogyrove-

ments and additions have been installed along thay. w
NCIC 2000 is a new system being developed to repldte

NCIC. NCIC 2000 will perform the existing NCIC fuiians,

augmented with new capabilities. NCIC 2000 will rease

capacity, update technology, and add fingerprintd aimage

processing functions. NCIC 2000 will provide inged

flexibility to meet future user requirements andllwbe easier
to maintain. New and improved capabilities assedatwith

NCIC 2000 include:

e Addition of image processing (i.e., mugshot, signa-
ture, identifying marks)

* Addition of  automated single-finger  fingerprint
matching

e Automation of some NCIC functions that are curnentl
manually performed (e.g, Vvalidation,collection of
benefits data)[That's interesting! The FBI is now in-
volved in benefits data. . .that's your social ségu
retirement, welfare, etc., which the authoritiesreadly
have mandated must be by direct deposit... no more
checks.]

e Access to new databases (e.g., Convict or Person on
Supervised Release)

e Addition of linkage fields, providing the ability ot
associate multiple records with the same criminal o
the same crime

e Access to external databases (e.g., the Canadidice Po
Information Center (CPIC) and the Federal Bureau of
Prisons' "SENTRY" database. [Of course, it goesh-wit
out saying the NSA computers. . . unless they direa
are so linked together that NSA is no longer con-
sidered "external."]
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e Automatic collection of statistics for system lexdion
[From whom? Linked and shared. . .on the Internet
with anybody who wants to trade!]

There is an extensive amount of information on théernet
about NCIC 2000. The FBI produces a monthly neweslet
on the Internet keeping information updated on rthgiogress
(they anticipate being fully operational by the | falof
1999—just in time for "2000"). In the following wsite
address, just change the "vinl" to the proper veluand
number (e.g., Vol. 2, Mo. 4, would be "v2n4") if wyodesire
to peruse the subsequent editions of the newsletter
(http://www.fbi.gov/2000/2kv1nl.htm)

Vol. 1, No. 3, includes a section called "New Filesvhich
begins by listing the current files.

Law enforcement officers will have remote access to
the NCIC 2000 system to assist them in performihgirt
duties and improve their safety. Thirteen files amew
supported by NCIC. They are:

Person File

License Plates File
Foreign Fugitive File
Violent Felon File

+ United States Secret Service Protective File
* Vehicle File

* Violent Gang/Terrorist Members File

+ Boat File

* Gun File

Article File
Securities File

ORI File

Deported Felon File

The new files will be:

* Protection Order File—This file will contain reacks
of individuals who should be prevented from. . .
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harassment. . . [of] another person, including t®mp

rary orders issued by civil or criminal courts.
« Convicted Person on Supervised Release

e Image File—Contains fingerprints, mugshots, signha-
ture, and others to identify specialized and generi

images

The FBI reports that the NCIC 2000 will supply exgd
interfaces to the following five systems (at le&st now): Inter-
state Identification Index (lll); Canadian Policenfdrmation
Centre (CP1C); Federal Bureau of Prisons (SENTRNYafional
Law Enforcement Telecommunications System (NLET@hd
Uniform Crime Report (GCR) National Incident-Baséteport-
ing System (NIBRS).

Gnder listings for audiovisuals, the NCIC offersairing
videos on a variety of subjects: Hate Crimes; NQli€ense
Plate and Article File; NCIC Interstate Identificat Index and
System Security (known as "Triple I" or "llI" in ¢h FBI's
system); and many others.

SAIC (Science Applications International Corporajiowas
contracted to design and develop another arm of
NCIC 2000, called the Interstate Identification émd computer
system (Ill/Triple 1). As the NCIC 2000 does not vhathe
capability to furnish an on-line criminal history atdbase,
Triple | will support law enforcement agencies oatiide,
via the NCIC 2000. Set-up of this system is estadaat $27.6
million.

Now | want to mention briefly the terms "NLETS" (fianal
Law Enforcement Telecommunications System) and "ORE

the

(Oklahoma Law Enforcement Telecommunications Syktem

From here on, it gets very confusing (which makesd much
easier to put curious people on the wrong traith Just going
to quote what they have printed:

A. Oklahoma Law Enforcement Telecommunica-
tions System (O.L.EXS):

O.L.E.T.S. is a statewide telecommunications networ
for law enforcement agencies that interfaces to the
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Oklahoma Department of Public Saftey, the Oklahoma
Tax Commission, the National Crime Information @ent
(NCIC), the National Law Enforcement Telecommunica-
tions System (NLETS), and the National Weather iServ
The following information is available for law emée-
ment use from the Department of Public Safety thhou
the O.L.E.T.S. system:

1. Motor Vehicle Registrations

2. Criminal Records Files

3. Boat Registration Files

4. Drivers License Files

B. National Law Enforcement Telecommunications
System (N.L.E.T.S.):

N.L.LE.T.S. is accessible via O.L.E-T.S. and provide
switching network for local, state, and federal rages
to exchange information interstate.

Aside from providing a communications network,
N.L.E.T.S. also provides information from the Natb
Crime Information Center (NCIC) database files wahic
are managed by the FBI and include:

Interstate Identification Index files (llI)
Out-of-State Vehicle Registrations
Stolen Vehicle files

Stolen Article files

Wanted Persons files

Missing Persons files

Aircraft Registration files

Canadian files

Interpol files

CoOoNOOMWNE

The transition to NCIC 2000 will take three yearsdaas |
stated previously, is expected to be complete ey feil of
1999. There are just a couple more items to meraggh wrap
up this section on the FBI.

First, | want to repeat the question | raised eadbout
why we are spending American taxpayers' moneyaia tr
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Russians and other foreigners. . .unless they kraveady
that they will be working closely together in thesan future,
and they want to be sure that everybody is "on same page,”
SO to speak.

: Representatives of twenty-seven countriesmfro
Central and Eastern Europe, Russia, and the newly
independent states of the former Soviet Union had
expressed interest in sending students to the itfacil

. . Academy instructors come from the ranks of #BI
and other federal law enforcement agencies, howelav
enforcement agencies from such countries as Canada,
the United Kingdom, Germany, Italy, Denmark, Norway
and Sweden have expressed interest in joining tinged)
States in this unprecedented training effort.

The FBIl's international activities include part@ipn in
working groups with countries such as lItaly, AustraCanada,
and Mexico. But the most surprising thing is thae tBureau
participates in the exchange of mid-level supervisory per-
sonnel with police agencies in such countries asrmaey,
Italy, Australia, and Japan, and in INTERPOL. As jifist
exchanging information on linked databases on tmertet
wasn't bad enough, now we actually are exchangimpen
echelon (supervisory) personnel with countries oh laast
three continents. Just one big happy family. . ldvaide!

The final division of the FBI that | will be coveg is known
as N-CHIP (National Criminal History Improvement oBram).
According to the May, 1996, edition dbovernment Technology
Magazine, the "Justice and Technology" section, N-CHIP was
instigated to implement the Brady Background Chgcks
mandated by the Brady Act, prior to the sale of andgun.
One paragraph reads: "The plan for a nationwidekdracnd-
check system is to use the Interstate Identificatiodex (I11)
as the backbone for noncriminal-related background
checks. The Il now includes criminal records sent by the
30 states participating in the system" [emphasiedl Their
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plan is to "build on the existing systems." Theseai "Com-
pact" between the states participating in the "The compact
would open access to necessary databasesdocriminal
gueries by persons authorized to access FBI databases, such
as the IIl." [Emphasis added.]

The Remaining Three Spokes in the
Intelligence Wheel

These three are "Indirect” Government agencies, thgir
basic function is other than intelligence gatheriktpwever,
it is interesting to point out that they do enoumfhit to get
themselves included on this intelligence wheel. sEhare the
Department of State, Department of Energy, and singa
Department—none of them under the authority of DeD
I will complete this wheel as quickly as possimew, so that
we can move on to other sister (Little Brother?Qamizations
who gather intelligence indirectly as a means thiea® their
goals/missions. . .which for the nongovernment tiesti is
to make a profit.

Department of State—Bureau of
Intelligence and Research

The intelligence-gathering arm of the State Depanim
is the Bureau of Intelligence and Research (INRjs the State
Department's primary source for interpretive analysf
global developments. The INR was established in6182
provide the Secretary of State with timely, objeetiassess-
ments, free of policy prescription or preferenciR’'s man-
date is to tell policymakers what they need to knoat what
they want to hear. INR is also the focal point witkthe State
Department for all policy issues and activities diwng the
Intelligence Community. They are concerned withréseand
trends that affect both US foreign policy and mnaiosecurity
interests.
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Department of Energy

Don't make the mistake of assuming that this depant
is concerned primarily with ecology or environméntasues,
i.e., save a whale, or hug a tree (although somehat may
fall in their jurisdiction, it more likely falls wter the EPA).
According to their information on the Internet, yhelefinitely
have earned their place in the intelligence comtgyuni

The Department of Energy has a rich heritage of
meeting important national goals in the areas oérgn
national security, science, and technology, its siois
is to contribute to the welfare of the nation byoyding
the scientific foundation, technology, policy, andstitu-
tional leadership necessary to achieve efficiency |
energy use, diversity in energy sources, a moredyaro
tive and competitive economy, improved environmenta
quality, and a secure national defense.

The Department's foreign intelligence program is a
component of the Intelligence Community. Its missio
are: to provide the Department and other US Govern-
ment policymakers and decisionmakers with timely,
accurate, high-impact foreign intelligence analyse®
detect and defeat foreign intelligence services t ben
acquiring sensitive information on the Department's
programs, facilities, technology, and personnel; poo-
vide technical and analytical support to the Dioectof
Central Intelligence (the DCI), and to make the &ep
ment's technical and analytical expertise availalie
other members of the Intelligence Community.

The Department of Energy can trace its roots in ithelli-
gence community back to 1947, with the formation thfe
well-known Atomic Energy Commission (AEC). Through
chain of events, the intelligence responsibilitissibsequently
were transferred, in 1977, to the Department ofrgne
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. .Substantive areas of the Department's irtellig
responsibility include nuclear proliferation, nuale
weapons technology, fossil and nuclear energy, and
science and technology.

The Treasury Department—Office of
Intelligence Support

The final spoke on the wheel is the Treasury Depant.
Under their jurisdiction fall the activities of tH&S (Internal
Revenue Service), FINCEN (Financial Crimes Enforeem
Network) and BATF (Bureau of Alcohol, Tobacco, aRile-
arms). I'm sure there are many more, but today fhtwa
address just these three, following a few commehtgeneric
nature on the Treasury Department.

The Office of Intelligence Support was established 977.
It succeeded the Office of National Security (ONShe
Special Assistant (head of this division) and heffssupport
the Secretary of the Treasury in his roles as chanomic
and financial adviser to the Presidehiead of the second
largest law enforcement department in the fedemlegnment,
and the official responsible for the integrity dfet country's
currency.

FINCEN

The Financial Crimes Enforcement Network has more
tentacles than an octopus, with all of them polsogrewhere
in your financial business. For a complete studyFdNCEN,
let me refer you to Chapter 11, p. 205, in my prasi book,
The Mark of the New World Order.

| referred earlier to the government making thekbtatlers
become their personal informants on financial d#ody of
their clients. All that falls under the FINCEN cgtey. From
the Treasury Department's info about FINCEN on Ititernet,
| would like to quote the following:

. FInCEN is the nation's central point for
broad-based financial intelligence, analysis, and
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information  sharing. . . . Its information  sharing
network, which includes most federal, as well as
state and local law enforcement agenciesthrough-
out the nation provides increasingly sophisticateda-
lytical tools. . . .

FINCEN's experience in attempting to curtail money
laundering makes it especially sensitive to crinfesili-
tated by the capabilities of advanced informatioecht
nology. An example of such technology is the enmge
of financial services collectively known as "cybayp
ments." FINCEN has a vested interest in understgndi
this new technology, to assess the potential fer atim-
inal misuse, and develop policy guidelines whichll wi
help protect the integrity of our financial systerfEm-
phasis added.]

'l bet they are VERY concerned about cashlesscteric
transfers of funds, but wait. . . maybe not as eomed as they
sound. Remember the "back-door key"? Well, they oubt
edly will be the ones carrying it, as it pertaine financial
activities. Without a clipper chip, skipjack, or #&ack-door"
key by any other name, they might have reason famcern,
but that won't be the caselhey will be sure of it, because
they have to keep those money launderers in lieahYright!

Stanley E. Morris became Director of the Financ@ilimes
Enforcement Network in May, 1994. FINCEN administethe
Bank Secrecy Act (BSA), which is the core of Tregsuefforts
to fight money laundering. This is another of thodeuble-
speak situations where it means exactly the opposit what
it says. Since they actually are doing away withury@rivacy
at the bank, the name might be more appropriatét ifvere
the "Bank UNsecrecy Act,” as the only purpose o€ tAct
is to access (reveal) your personal/business oemifil
financial banking activities. One report 1 have idates that
currency transactions of more than $10,000 must rdéygorted
on a BAS form; however, another place 1 found sHnes limit
is now $3,000 for a BAS report. An SAR (Suspicidusivity
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Report) may be filed on any amount if there is asom to
suspect you are attempting to hide income; thiscasmsidered
"structuring" to avoid detection and the filing af BAS report
.. .definitely against the law.

Morris also was responsible for the National As&sizure
and Forfeiture program—a means of seizing criminassets
gained through illegal activities.

There is so much on the Internet on FINCEN, yob#l glad
they only print the top ten, unless you requestsee more
(they reported about 30,000 matches for the queRNCEN's
address is: Financial Crimes Enforcement Networkffic®
of Communications, 2070 Chain Bridge Road, Suite0,20
Vienna, Virginia 22182; Phone (703) 905-3770; FaX03)
905-3885. The new website is:
(http://lwww.ustreas.gov/treasury/bureaus/fincemmht)

On March 26, 1996, FINCEN issued amendments to the
Funds Transfer rules. The rules were issued under Bank
Secrecy Act (BSA), administered by FINCEN. The seko
change applies primarily to wire transfers; howevéne first
change reads as follows:

The first rule. . . requires banks and non-bankarfin
cial institutions to collect and retain informatioabout
transmittals of funds in the amount of $3,000 or reno
it also requires the verification of the identityf mon-
account holders that are parties to such trandmitts
funds.

FINCEN is very diligent in closing up the loophales .they
change the rules frequently, and each change githesm
access to more information, it seems. Now they hgaied
permission to obtain information from individualfRS forms,
use them as they deem necessary, and SHARE themm wit
anyone who "needs" them, in all levels of governmemd
law enforcement. As | said above, for the full gtan FINCEN,
readThe Mark of the New World Order.
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The Bureau of Alcohol, Tobacco, and Firearms
(BATF)

Of all the nonmilitary government law enforcemengela-
cies, | believe this is the most aggressive agaymir average
American citizen. (Remember Waco and Ruby Ridge?)

ATF is a bureau of the Treasury Department, wittw la
enforcement, regulatory, and tax collection missiorfor
alcohol, tobacco, explosives, arson, and firearmdishn W.
Magaw, formerly Director of the CIS Secret Servidegcame
Director of the BATF effective September 30, 198y, appoint-
ment. On their Internet website:
(http://www.atf.treas.gOv/i@_ATF/NRT_SRT/nrt_srt.htm
they give some startling statistics concerning rtheperations
since 1979. Although no statistics are given on thember
of deaths and injuries caused by terrorists, | havefeeling
that the figures wouldn't be very far apart, if yamit any
statistics from armed conflicts (wars).

National Response Teams (NRTS)

Presently, ATF maintains four regional NRTS, orgedi
by geographical region, to help Federal, state, &ochl
investigators in overcoming the difficulties inhete in
large-scale arson and explosives crime scene igaest
tions. Each team, consisting of special agents,losix@s
technicians, and forensic scientists, is equipped t
respond to major incidents within 24 hours of a uesy
by State or local authorities. Major incidents caasily
overwhelm the resources of local law enforcement fice
department personnel. This specialized responsea-cap
bility is the only one of its kind offered by a Fdl law
enforcement agency.

Since 1979, NRTs have been activated on 304
occasions to incidents that CAUSED 264 DEATHS,
1,923 INJURIES, and $1.8 bilion in PROPERTY
DAMAGE [emphasis added].
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International Response Team (IRT)

Designed around the NRT concept, ATF initiated the
IRT to provide assistance to the SJ.State Department
in fire and bomb scene investigations on U.S. Gover
ment property abroad. Through the IRT, ATF provides
technical and forensic assistance to foreign polied
fire service agencies. The IRT has responded toenum
ous foreign arson or explosives-related incidenis;
cluding the 1992 and 1994 bombings of the Israeli
Embassy and a Jewish community center in Argentina.

The Internal Revenue Service (IRS)

I'm sure none of us needs a technical definitiontte# IRS,
and since this book doesn't deal with earningsortey, etc.,
I will give only a cursory glance at the IRS, asdeéals with
their contribution in the collecting, storing, andharing of
information. | have classified them as an ‘"Inditeg@overn-
ment intelligence gatherer.

The Martinsburg Chamber of Commerce, of Berkeley
County, West Virginia, the site of three IRS fa@@, has this
listing:

IRS—Martinsburg Computing Center

Gerald A. Rabe, Director

P. O. Box 1208, Stop 100

Martinsburg, WV 25401

Phone: (304) 264-7111 Employment: 267-3152
Product: Tax Administration

Number of Employees: 800

Union: National Treasury Employees

See the map and aerial photo of the Martinsburgjties.
According to the Webster's Family Encyclopedial996-97

edition, "The IRS is the arm of the US Treasury &répent
that enforces tax laws and collects taxes. Estadalisn 1862,
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the IRS has 8 administrative districts [another orep says
there are 9, and yet another says 10—I believe dl(ba the
correct number as of the writing of this book], eawith its
own director, and has facilities for audit, reviemd collection."

And even though there appears to be no legal ctionec
there is a close working relationship and sharirfigdata with
the Social Security Administration, as the IRS ect all the
fees levied for this government retirement prografA. little
more about the SSA later.)

The biggest complaint about the IRS lately has béasir
waste of vast resources, with nothing much to shiow it.
They have been operating on obsolete computers suncth
since the 1980's, which accounts for some of theblpms
they are having. A number of articles have been ttevri
addressing the problems of the IRS and the amounts i
spending compared with the amount of unpaid taxesisi
allowing to slip through its fingers.

The April 7, 1997, edition ofTIME magazine (pp. 58-62),
carried an article by Richard Stengel, of WashingtdC,
titted "An Overtaxed IRS," with a subtitle accusingts klutzy
computer system costs the Federal Government $l8ibnb
a year in uncollected taxes and makes the agencyeasy
mark for cheats." Here are some excerpts:

. Like the old Soviet Union, grand and powerfui
the outside but an antiquated shambles within, IR&
has profound problems with outdated technology and
outmoded thinking that have undermined its self-de-
scribed mission: "To collect the proper amount @ix t
revenue at the least cost.”

The agency better known for turning the thumbscrews
on tax miscreants is collecting something like $150
billion a year less than the proper amount, and - mis
spending billions doing it.

. .Over the past decade it has spent nearly $ibrbi
in an attempt to bring its computers up to date.t Bu
... [a] world-class information-systems officer cedes
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that the IRS's computers "do not work in the readley"

Tracking down the records of a single taxpayer
means getting access to as many as nine different- ¢
puter systems. [Author's note: Just think haenvenient
it would be to have all the information in just omdace,
accessible to any agency who thinks they need it!]

\With its 106,000 employees, $7 billion annual
budget, and 10 regional service centers, each tze s
of a small city, thelRS is the second largest federal
agency, after the Pentagon.

. . ."The IRS does not have a modern customeregervi
capability. . .the sort of thing VISA and AmericaBx-
press do every day."

.The IRS had automated its processing system,
eventually gathering everything into 10 service tegs)
with a computer nucleus in West Virginia.

... [A call for funding to modernize the IRS was dea
in the 1980's, but] Congress was spooked by the ide
of a more centralized, all-knowing, all-seeing IR&nd
said no thanks. The IRS was told simply to replas@n-
out machines: nothing new and nothing fancy.

[Congress finally recognized the seriousness of the
problems confronting them if the IRS were unable to
collect the funds required to keep the governmemb- r
ning, so they approved a plan.] All systems would do
by the year 2001, the agency blandly assured Cesgre
With all the requests and funding, the final pritag for
what ultimately became known as the Tax Systems
Modernization plan was around $8 billion.

Modernization turned out to be a digital Tower of
Babel. Treasury Deputy Secretary Lawrence Summers,
charged with looking after the IRS, says, "l thimkod-
ernization has gone way off track. They tried toildbu
the Taj Mahal."

This is a nation founded on a tax revolt. No onentwa
a meddlesome Big Brother tax system that can fiodry
odd sock for you, but it ought to be as capabl&rasri-
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can Express or Citicorp. [Emphasis added.]

All of this helped to expand the IRS facilities amd Martins-
burg, West Virignia, for the purpose of a placeptd all that
computing "stuff.” (See marked areas on the aqulabtos
shown previously.)

This will enable the IRS to do the things they pilaah,
regarding matching and comparing, such as inconrsuse
purchases, etc., reported in thes Angeles Timesrticle of
February 12, 1995, titled "On-Line IRS Checks Datds
Against Returns,” and th&eno Gazette-Journaarticle of
March 18, 1995, titled "IRS auditors become gumshdBS
takes a closer look: Crackdown slows refunds." timeo words,
if you are a waiter somewhere reporting $10,000 uahn
income, but the cross referencing of your recordth whe
Department of Motor Vehicles reveals that you hpuechased
and registered a new Ferrari, the computer is gtongo "tilt,"
and you can expect a letter, call, or visit from IRS agent
wanting to know about unreported tips or other parted
income that would allow you to purchase such amraabile
on that size of income.

Part of the "improvements"—the additional facility Martins-
burg, West Virginia—is located on West Virginia HW§ in
the Liberty Business Park, within a mile of two ethIRS-
occupied buildings. CIS Senator Robert Byrd (D-Wahd
other distinguished guests cut the ceremonial nbbw the
opening of the CIS Internal Revenue Service ComguBenter
Annex. The 63,000-square-foot building, which conwegh
a $70 million price tag, houses several high-tdRB functions
About 350 of the 800 people the IRS employs in BEk
County work there. " The IRS wants tmnsolidate all of
its computer services from 12 to three," Byrd sdidey will
be located in Detroit, Mich., Memphis, Tenn., andrtihsburg.”
[Emphasis added.]

Even in view of all the so-called "improvementdjist may
prove not to be the IRS's biggest concerBusiness Week,
May 19, 1997, carried an article titled "IRS Refoxtay Get
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On-Line IRS Checks Databases Against Returns

the Internal Revenue Service.
watch out.

In the nuddt of a program called
economic reality, the fcderal tax
agency 1s going on hne, searching
for signs of noncompliance as well
a3 electronic records of cars, credit
and real estate 1l can seize from
delinguent laxpayers.

The purpose of the new plan is Lo
ferret out tax scofflaws who cheat
the federal government oul of an
estimated $120 billion each year—
roughly 17% of w!tal receipts.

A cadre of IRS agents with
computers and modems now will
be searching records fiied with the
Department of Motor Vehicles,
county tax assessor's offices, cred-
it-reporung companies and the
U.S Bureau of the Census in an
effort fo ind people who are un.
derreporting thoir husiness sales.
overestimating their deductions ur
uymmg to hide assets—or them-
selves—from federal tax collectors,
IRS officiala say.

While tax officials have been
able o request copies of Lhese
records 1n the past, they generally
had o do 1t by foot—hoofing it
down to various county offices and
standing 1n line Lo get the data they
needed 1o determine whether tax-
payers were hiding assets. As a
result. they tended to check only
on taxpaycrs who appeared fairly
likely to he big-money cheats,
industry experts say.

Now Lhey are able 10 get access
1o lhese same records in a fraction
of the ime and from the comfart of
their government offices. The bal -
tom line: t's faster and easier 1o
fervet oul tax fraud, big and small.

“We will be using information

Iryou have a back tax bill with

from various [electronic| sources

nationwide find areas where vol-

as part of our reality
approach,” says Frank Keith, an
IS spokesman in Washington. “It
is probably Lhe most effective way
10 uncover unreported income,
which i3 a significant portion of the
tax gap.” :

The new plan. which went into
effect late Jast month, is part of &
continuing effort 1o make tax col-
lection more efficient. In the past

untary has gone astray.
The IRS will begin compiling a
host of demographic information
about people in each district. {Dis-
tricta normally conform to atate
boundaries, but highly populated
states, such ms California, have
several each.) This information
will Include currency and banking
reporis, license information, con-
struction contract information and
census data.

For le, the IRS will be

L
‘We will be using
information from various
{electronic] sources as
part of our
economic-reality
approach. It Is probably
the most effective way to
uncover unreported
income, which is a
significant portion of the
tax gap.’
FRANK KETTH
IRS spokesman
1

several years, the IRS has boosted
its computer matching program,
making 1t simple to discover un-
derreporled income from employ-
ers, bank and brokerage accounts.
This takes computer matching a
atep further, aiming it at ax de-
ductions, such as the personal
property taxes most people pay on
their cars and business expenses.

In additlon, the program wlill try
10 help each of the IRS' €4 districts

looking through census dats Lo
determine how many people in a
district Ident!fled themselves as
self-employed and then compare
that 1o the number of tax returns
filed with aelf-employment in-
come, Keith asys.

This demographic data has no
names attached and will not be
used to asudit individual returns.
Instead it will be used to signal
problem areas—auch as underre-
porting of gratuity Income or asles
figures—and to help districts bet-
ter focus their audit attention,

The second part of the program
is direcled at Individuals who have
delinquent tax bills.

The IRS will get current ad-
dresses for Laxpayers who have
apparently dropped off the rolls by
buying them from credit-reporting
companies, auch as TRW. Trans
Union and Equifax. In addition, If
the IRS is trying to collect back
nxes, it can gel your full credit file
o determine whether you have
enough credit to pay the bill with-
out resorting to a longer-term
payment plan.

DMY records will be tapped both
to help with collection efforisa—to
see if you have a car to sell 1o pay

taxes—and to help determine
whether a laxpayer is lying abou!
Ineome or deductions. The IRS wil
be ausplicious, for example, aof 3
wailer who reports $20,000 in total
income but driveaa new Porsche.

Properly records will be used in
the same way, IRS officials note.

The combination of elcetromc
checking on income and electromc
checking on deductions and assets
should make the IRS far more
efficient, tax officials say. Howev -
er, a few credil experts warn that it
also puts a burden on individuals
who are under [RS scrutiny.

The records are not always right.
And the tax agency doea not need
1o inform you thal it s searching
these records, nor is il required to
allow you lo correct records that
are In error. The IRS is not the
purveyor of the credit, DMV or
property information, Keith ex-
plains. Consequcntly, 1 cannot
correcl somebody else’s database.
Nonetheless, having an IRS agent
asking aboul a long-sold car or
assuming Lhere 1s available credit
on what is actually a long-canceled
card can be a nightmare for both
the Laxpayer and the auditor, tax
accountants say.

If you're under IRS scrutiny. It
may behoove you to check your
own recordd for accuracy.

Nuthy M. Nristof welcames your
comments and suggestions for col
wmns but regrets that she cannot
respond individustly to lettera end
phaone cafls. Wille to Paraonal FI-
nance, Business Saction, Los Angsies
Times, Timas Mirror Square, Loa Angel-
ea, CA 90083, os meenage kria-
tof @news.iatimes.com on the lnter-
net.
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FEOERAL INCOME TAXES

IRS auditors become gumshoes

By Vivian Marino
ASSOCIATED PRESS
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Lost in the Dust of Battle."

When it comes to the Internal Revenue Service, the

Clinton Administration and Congress agree on onagth
The agency is in desperate need of an overhaul
become more efficient and customer-friendly. Butat'th
where the consensus ends. The Treasury Dept.

to

and

Capitol Hill are heading for a furious struggle ove
whether the Treasury or an independent board should

run the agency.
[Even though it is officially a branch of the Treag
department. . .] the IRS is now semi-independent.

The Treasury Department wants to "rectify" thatuadiion
by taking stronger control from the top; others @ongress
say it is a failed, wasteful system and needs frekiod with
top management skills to solve its many problem#atTis
the basis of the ensuing fight. Rob Portman (R-Dldad Bob
Kerry (D-Meb.) (co-chairmen of the bipartisan corasibn
on this matter) say that the Treasury never hasageuh the
IRS well, and they have little confidence that mstythening
Treasury's hand would improve matters. "Since Tngés
commitment to reform shifts with the political wisd. . [and]
there needs to be much more consistent directiamm frthe
top."

"Gnder the Kerrey-Portman plan, the nine directors..
would have vast powersdThe GOP is pushing for this solution,
however, "horrified Administration officials are Hbying hard
to sink the plan.”

One last piece of information about the IRS... ipites of
all the money spent and all their new equipmenteythare
desperately trying to get their computers to recmnthe
change of the millennium at midnight, December 31999.
Of course, they are not alone; banks and other néiah
institutions, as well as others with computers thaitomat-
ically date everything, are experiencing the sahalenge.
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But the IRS is concerned that all unpaid taxes lat ttime
instantly will become a century past due (since hwithe
present system, the next date will read Januaryl9)0), with
all the penalties and interests that the compugeraitomated
to accrue; it seems it could work on refunds thenesaway
and send out a bunch of checks that were not sedpdse
be issued.

We will say "Goodbye" to the Intelligence Wheel, daras
soon as | introduce you to the Canadian versionthef NSA,
we will be moving on to examine and discuss othérect
or indirect intelligence gatherers, government orivately
owned.

Canada's Intelligence Community

As | mentioned when discussing New Zealand's igtsiice
activities, an organization exists called UKUSA. réleis what
the Canadian's have to say about it.

Canadian SIGINT [signals intelligence] activitiesake
place, and can only be understood, in the widertestn
of the UKUSA SIGINT community, a secreSIGINT

alliance that traces its origins to the Second World War.

The post-war continuation of this intelligence alice
was formalized in 1948 with the signing of thstill-secret
UKUSA SIGINT co-operation and information-sharing

agreement between the United Kingdom and the United

States.
The member agencies of the UKUSA community

include the Communications  Security  Establishment
[CSE—Canada's equivalent to the NSA], the United

States National Security Agency (NSA), the Unitedngk

dom's Government Communications Headquarters

(GCHQ), Australia's Defence Signals Directorate DS

and New Zealand's Government Communications Secur-

ity Bureau (GCSB). A number of other countries' IBIG
agencies also participate in the UKUSA community,
including those of Germany, Japan, Norway, South
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Korea, and Turkey. These countries are sometimes de

scribed as "Third Party” members of the agreemént.

addition, some countries, such as China, host UKUSA

SIGINT stations or share SIGINT on a more limiteakif
[Emphasis added.]

According to the Internet printout, CSE maintaimaisbn
officers for these various groups, and permaneatsdn
officers at MSA HQ at Fort Meade, Maryland. The reat
liaison with the MSA is John Eacrett. There are &#SA and
GCHQ liaison officers at CSE HQ.

Communications Security Establishment (CSE)—
The Canadian Sister to the NSA

Officially begun on September 1, 1946, it beganrapens
on September 3, 1946, and, as with many of the aghcies,
it began as one thing and evolved over the yeais tine
present CSE. The current Chief of CSE is A. Stewdnblner.
The formal mandate (mission) of CSE is a classifikxtu-
ment, presumably approved by the Cabinet; it ndna been
laid out in statute. As with the MSA, the CSE maytércept
signals that begin and end in Canada, that begianada
and end abroad, or the reverse."

So, in the process of gathering their "foreign“eligence
data, they are collecting and storing information @anadian
citizens simultaneously. "It would appear, thereforthat
CSE's 'foreign intelligence' mandate does permitoitinter-
cept many types of communcations that do involveadan
participants. In fact, the Department of Nationaféhce has
admitted that CSE occasionally intercepts commuioics
that involve or contain information about Canadiansin
addition, the government has confirmed that CSEntasis
a data bank, DND/P-PU-040, 'Security and Intellegennfor-
mation Files," that contains 'information concegnifCanadi-
ans] identified as potential risks to national sggu "

Once you have started targeting "potential riskbjects,
you then are trying to "catch" somebody, even leeéocrime
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has been committed. | know "prevention" is betteant "cure,"
but you are walking a very fine line between cautiand
stepping all over one's civil rights, privacy, fdeens, etc. And
just who and what is to determine which parties utdhobe
considered potentially risky? Vocal dissidents? dlognilitias?
You and me (if we disagree with Big Brother's aus)?
Canada is not alone here. . .the CIS is doing gedcithe
same kind of monitoring, as | mentioned earlier,d aare
walking the same tightrope where personal libertiese
concerned.

Information Technology Security: Government of
Canada Public Key Infrastructure

This extremely good report explains all about "RubKey
Infrastructure,” a vital link in the evolution toetoming a
cashless society. | suggest you download it froma thternet,
at:

(http://lwww.cse.dnd.ca/PKl/gocpki_e.htm)
I will quote below some of the parts that address particular
concerns.

The Government of Canada PKI will allow the federal
government to:
« provide more efficient delivery of services to Cdiaas
e provide electronic commerce and confidentality
services to public servants
« better protect privacy of information used in Gawver
ment business

They define cryptography (encryption and decryptioas
the discipline that treats the principles, meanad amethods
for making plain information unintelligible and @overting
the unintelligible information back into an intgilble form.

.Cryptography has been around for hundreds of
years but awareness of it has taken off with thdewuse
of the computer and open networks (e.g., INTERNET).
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Faster and more complex computers and communica-
tions systems have pushed the use and development o
new cryptographic systems, which rely on the use of
Public Key Cryptography.

Just what is Public Key Cryptography? We are tolhtt
conventional cryptography uses a single mathematikay
for both encryption and decryption, whereas Publiey
Cryptography uses two keys instead of one. One ikeykept
private and the other key is made public.

Next they define the digital signature and spellt dits
function in the system, then they address the muesof the
Public Key Infrastructure.

A Public Key Infrastructure is a network which make
possible secure financial electronic transactionsd a
exchanges of sensitive information between relative
strangers. A PK1 will provide confidentiality, aatitica-
tion, integrity, and non-repudiation support to oimha-
tion technology applications and electronic commerc
transactions. It works partly by establishing a ediory
which will contain each user's Public Key and idfesa-
tion (digital signature).

When they answer the question of where the Goveantime
of Canada PKI fits in, among other things, theluslthis:

.The Government of Canada PKI is the infrastruc
ture that integrates other technologies (i.e. Eb@it
Authorization and Authentication, smart cards, )etmto
a seamless solution for secure departmental infimma
management and electronic commerce, whether irterna
or external to government. It is planned to be at@nal
in 1998.

Why do they need the Canada PKI?



THE NSA'S SISTER INTELLIGENCE ORGANIZATIONS 367

Without security, the value of the information higly

(Internet) is significantly reduced. Security is fanda-
mental requirement for applications such as:

basic electronic commerce (i.e. purchase ordergditcr
card information, etc.)

private e-mail

work flow automation using electronic forms with
signatures

legally binding electronic contracts

Security issues must be addressed before the iaform

tion highway can begin to be used to its full pttn
The Government of Canada PK1 will provide solutions
to the following issues:

Privacy—keep information confidential [except from
them, of course]

Access control—only allow selected recipients asces
to the information [without a doubt, the Big Brothe
agencies will have access]

Integrity—assurance that the information has not
been altered [although, that would not be difficuft
someone had a backdoor key to get in]
Authentication—proof of the originator of the
information

Non- repudiation—prevents anyone from denying that
he/she sent the information [in other words, no amnor
surfing the Net (nor banking, nor purchasing, etm)
anonymityl].

ARPA / DARPA

The acronym ARPA stands for Advanced Research &moje
Agency, which is now known as DARPA (DefenseARPA).
ARPA/DARPA is a research and development agencyaget)
in keeping the US on the cutting edge (or evenhéurtout
there) of new developments in technology and coimgut
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DARPA's address is: Defense Advanced Research d&oje
Agency, 3701 North Fairfax Drive, Arlington, VA 2Q2-1714.

In its Science and Technology sectiofhe Economist,
September 28, 1996, carried an article on the dutwf
computers, titled "The Weirdest Computer of All." héir
subtitle says, "A quantum computer would rely ore thurreal
behaviour of the very small to work miracles withformation.
There is new hope that it might someday be mone fatasy."

| want to quote briefly some remarks about DARPAhitk
| have documented in the previous chapter) conagrnits
having been underwritten by the NSA, at least & biginning
stages. . .and perhaps it still is, via some ofsehdBlack
Projects... it possibly could account for some bhtt missing
$2 billion from their budget that they can't seem lbcate
at the moment.

Naturally, building a useful quantum computer would
be difficult. Only the very smallest objects behaire a
detectably quantum way. This means that the compo-
nents of such a computer would be very tiny andy ver
delicate. But so great is the theoretical appeal tloé
machine that America’'s Defense Advanced Research
Projects Agency (DARPA) has just created an Institu
for Quantum Information and Computing, and given it
$5m to investigate the possibilities.

In 1996 DARPA's budget allegedly was $2.2 billio@ne
of their goals is to develop, within 10 years, "nobviously
absurd, but easily reachable” technologies. Firsentraned
among the examples of this technology is for spyitey nearly
silent, fast-hovering mechanical ‘hummingbird" unmed
surveillance vehicle." Another is the "electronicogs nose"
for sniffing out unexploded ordnance, and 1 presudreigs
in transit. The third item they want to develop [erpetual
power sources "fueled in an environmentally souadcimer."

There is a long list of programs that have gone litgrally
for decades. We are interested in the one calleldANRET,
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TR »C

THE DEFENSEADVANCEDRESEARCH
PROJECTAGENCY(DARPA)IS THE
CENTRAL RESEARCH AND DEVELOP-
MENT ORGANIZATION FOR THE DEPART-
MENT oF DEFENSE(DOD). IT MAN-

AGESAND DIRECTS SELECTED BASIC
AND APPLIED RESEARCH AND DEVELOP-
MENT PROJECTS FOR DoD, AND PUR-
SUES RESEARCH AND TECHNOLOGY
WHERE RISK AND PAYOFF ARE BOTH
VERY HIGH AND WHERE SUCCESS MAY
PROVIDE DRAMATIC ADVANCES FOR
TRADITIONAL MILITARY ROLES AND
MISSIONS, AND DUAL USE APPLICA-

TIONS.

Perspectiv+

DARPA's primary responsibility is to
help maintain U.S. technological supe-
riority and guard against unforeseen
technological advances by potential

adversaries.

DARPA focuses on the future. It is
responsible to the Department of De-
fense as a whole and reports directly to
its executive management; thus, its
organization and operation are unique
within the Federal Government.
DARPA reaches out beyond the tradi-
tional federal laboratory structure to
deal diedly with thenationsindustrial
and academic communities. In tnis
sense, DARPA plays a special role in
DoD's Research & Development (R&D)
investment strategy by acting in large
measure as a venture capitalist, but
measuring return on investment in

terms of products and processes rather
than in dollars. DARPA has a continu-
ing history of technological success
accomplished by working with world

class scientists and engineers.
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which after more than 20 years' of DARPA investmedrds
evolved into the Internet. (The NSA was pushings throm
the very beginning.)

Strategy Six, of seven, in the list of how to detiere which
projects take priority, states:

Predict the future, live in the future, operate fthe
future.... In order to grapple with systems, patady
systems that have a large component of software,

th

technology community and service, university, and

government researchers need to live in a time machi

they need to operate the computer system that seems
very innovative and expensive today but will become

affordable in the future.

From the five-page report ARPA has on the Interhiedve
excerpted a few comments below.

.the ARPA program is shifting focus from stimu-

lating the development of the new scalable computi
technology base. . . toward developing the teclgieto
needed to enable a broad base of applications aeds,u
including their extension to a National Informatidnfra-
structure [probably similar to the Canadian PKI].

The current scalable computing technology base
characterized by the first 100 gigaflop class cotimgu
systems. . ..

n

is

ARPA is the lead DoD agency for advanced technology

research and has the leadership responsibility Ibgh

Performance Computing (HPC) within DoD. The ARPA
HPC Program develops dual use technologies withacbro
applicability to enable the defense and intelligenc

communities to build on commercial technologies.

ARPA has no laboratories or centers of its own and
executes its programs in close cooperation with the

Office of Naval Research, the Air Force Office ofiehtific

Research, the Army Research Office, Service Labora-

tories, the National Security Agency [NSA], andeath
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DoD organizations and Federal agencies. ARPA partic
pates in joint projects. . .[with] the intelligenceom-
munity. . . .

... Ajoint project with NSA is developing gigabit
network security technology. . . .

DARPA on a Global Scale—The Internet

According to DARPA, "Internet technologies will level-
oped to enable continued scaling of the networksevery
individual and system needing access."

They report further about their plans to enhanee dglobal
Internet: "Experimental gigabit networks are owgrlg and
enhancing the Internet. ARPA's Networking Systemsgmm
develops and evaluates these technologies as foomslgor
a global scale, ubiquitous information infrastruetu

ARPA projects include: "Advanced Internet-basedvises
will be developed to enable the effective deploymer
distributed Internet-based systems. . . .Mobile avitkless
technologies will enable users and their networksatcess
the information infrastructure with the approprisaaethenti-
cation, privacy, and security. ... A variety of ess tools and
interfaces will be developed to enable interactaacess to
the infrastructure.”

It is well known that the NSA funds experimentabgnams
(for lack of better terminology) at many univers#i and
"think tanks." ARPA also is engaged in that acyivitThe
ARPA program, along with NSF, provides the majora§
Federal support to universities in computer and maational
science.”

Where Wizards Stay Up Late: The Origins of
the Internet

| want to close out this ARPA section with a bo@kiew
(Publishers WeeklyJuly 15, 1996) of the above titled book
by Katie Hafner and Matthew Lyon (Simon & Schust&20
p., ISBN 0-684-81201-0). The clever title may be dever
that it misleads one, however, this is an excelb@ak on
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the origins of the Internet. (The name of the rer¢iewas not
furnished.)

Hafner, coauthor ofCyberpunk, and Lyon, assistant to
the president of the University of Texas, here intbe
Sputnik-era  beginnings of the Internet, the ground-
breaking scientific work that created it and theteof
eccentric, brilliant scientists and engineers rasjime.

Originally funded during the Eisenhower administra-
tion by IPTO (Information Processing Techniques ideif
within the Defense Department's Advanced Research
Projects Agency (ARPA), ARPANET, the Internet's dere
cessor, was devised as a way to share far-flung. CIS
computer resources at a time when computers were
wildly  expensive, room-sized behemoths unable to
communicate with any other. The husband-and-wife
writing team profile the computer engineering firrof
Bolt, Baranek, and Newman [BBN], which produced the
original prototypes for ARPANET, and they profilenet
men (there were virtually no women) and an alphabet
soup of agencies, universities, and software thaideam
the Internet possible. And while the book attempts
debunk the conventional notion that ARPANET was
devised primarily as a communications link that Idou
survive nuclear war (essentially it was not), piEme
developers like Paul Baran (who, along with British
Scientist Donald Davis, devised the Internet's vative
packet-switching message technology) recognized the
importance of an indestructible message medium m a
age edgy over the prospects of global nuclear uldiin.
The book is excellent at enshrining little known t bu
crucial scientists/administrators like Bob Taylod.arry
Roberts, and Joseph Licklider, many of whom laice th
groundwork for the computer science industry.
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Social Security Administration (SSA)

This is another Indirect/Government intelligencéhgaing
agency. Webster's Family Encyclopedial996-97, says this
about the Social Security Act (1935):

CIS law that provided guaranteed benefits for eetir
ment-aged workers (65 or over), based on income and
worker and employer contributions. Part of Presankiin
D. Roosevelt's New Deal program, it was, in effeat,
pension plan to provide for old age in a nucleamifa
society. Subsequent amendments provided for depend-
ents of deceased workers, disabled and unemployed
workers, and health insurance benefits. The Social
Security Administration is the agency in charge thfe
program.

The Treasury Department, under the auspices of IRS,
produces a newsletter with information on both 8lod&ecurity
items of interest, as well as items of interest the IRS. It
is called theReporter: A Newsletter for Employershe Spring,
1997, edition carries a front-page article title8otial Security
Leads the Nation's Computers into 21st Century.lsTis the
article explaining the problem with the dates arte tcom-
puters. It explained that the computers determimtesd based
upon two digits. What must be done is alter the mater
programs to accept dates with four digits. . .tshAbuld solve
the problem until about December 31, 9,999 (that'sJOKE,
folks!). Here are some excerpts:

Social Security depends heavily on computer opera-
tions. Over 30 million lines of software now in usge
date-sensitive. .. It expects to have its computers
converted to the four-digit standard by 1998. Beeau
of its expertise, the President asked the SociaturBg
Administration to lead government agencies in iident
ing strategies to deal with the year 2000 computer
systems issue that will affect federal agenciesthad
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private sector.

The turn of the century poses an enormous challenge
for the data processing community in every fedesijte,
local, public, and private sector business and rorga
tion around the world. Unfortunately, there is naivarsal
quick-fix that will solve everyone's problems. Thmde
in every computer system will have to be convertieg-
by-line. This is very labor-intensive, and very ttyps

While each organization must find solutions thatete
its unigue needs, Social Security leads discussam
cross-cutting aspects of the probleniThese include
inter-agency data exchanges.. [emphasis added].

For more information, they invite you to check thternet:

SSA: (http://www.ssa.gov)

IRS: (http://www.irs.ustreas.gov)

The IRS is not the only agency troubled with bupeatic
SNAFU's. The SSA had established "Social Secuntiri®"
on the Internet. As of December 16, 1996, they @areounc-
ing that they were in their third year on the Web:
(http://lwww.ssa.gov/)

In this particular issue, they were announcing rimge
accessibility to their "PEBES" program. PEBES is atronym
for Personal Earnings and Benefit Estimate Statémdn
other words, you may inquire from the SSA (at theiebsite)
about what you may expect your retirement income b,
based on your past and future expected earningsce Smost
of us are curious about that, they received manguiiies.
But because of problems, they pulled the plug oa phnogram
within a month (the information is still availabley mail if
you complete the proper forms). The June, 1997 tioadiof
Government Technologarried this article:

Social Security Retires Records Site

WASHINGTON, D.C. (MB)— Bowing to congressional
pressure and a raft of negative publicity, the UShcial
Security Administration immediately shut down asces
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to Social Security Personal Earnings and Benefisi- E
mate Statements (PEBES) on its World Wide Web site
in early April.

The information, which could be accessed from the
Social Security Administration's site at (http://ww8sa.
gov), had been available online for only a monttccakd-
ing to SSA spokesperson Tom Morgenau, the same
information has been available to the public by Infar
over 10 years.

Noting that confidence in the agency's ability too-p
tect the privacy "of the sensitive data we maintain
American citizens" had been questioned, SSA Acting
Commissioner John J. Callahan said he was susmgendin
the online PEBES service "in order to conduct eorogs
evaluation of the system's security features." phaus
note: Sounds a little backward to me, sort of lidesing
the barn door after the horse is gone. Why didh&yt
put such a plan through a rigorous evaluation BEEOR
they activated it?]

The shutdown occurred less than 24 hours after U.S.
Senate Majority Leader Trent Lott and several other
senators sent a letter to Callahan expressing thsarious
concern regarding recent reports in the media atiig
it may be possible to gain unauthorized access'cdofi-
dential PEBES information through the Internet.

"Although we support the Social Security Administra
tion's efforts to make PEBES more readily availgble
the senators wrote, "we are concerned that PEBES
Online may not afford sufficient protections agains
violations of individual privacy."

They are trying to tighten down unauthorized accdss
everybody but the guys with the back door key.

As you can see, the SSA is right on the bandwagadit w
the collecting and sharing of data. Before | cldbés section
on the SSA, 1 want to tell you that they have add many
videos on the various aspects of Social Securitychvl would
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suggest you address their website and obtain ufhyave a
need for information on specific subjects.

Federal Emergency Management Agency
(FEMA)

FEMA is in the "Indirect/Government” category ofeth
intelligence gatherers. It is an independent ageatythe
federal government, established by one of thoserioois
Executive Orders, rather than congressional lagslaBased
on their stated purposes, you may wonder why | ddressing
FEMA in this book. Before | get into documenting ragser-
tions, I'll just tell you "up front." FEMA has beegiven
ultimate control over the country and its citizemsgluding
calling in the military (or probably the GN troopg) FEMA
deems it necessary to restore order during a natora
manmade disaster. The President has given thisryth

Executive Order 12148 establishes the FEMA and
delegates most of the President's authority undher t
Stafford Act to FEMA.

You can just imagine what could result from allstimiower
being in the hands of one organization, if it wdeeided that
YOG were the radical who needed to be brought lin® with,
say, the New World Order government transition, dgample.
Furthermore, it is no secret that they are attemgpto merge
our FEMA with Russia's counterpart (EMERCOM), geiti
us all ready to live together in harmony. They se#ting up
the Internet to handle the global communicationthvei GN
organization (for the time being under FEMA) call&dbbal
Emergency Management System (GEMS). Now for some
background.

Manual for Civil Emergencies

| have excerpted from this manual points of inte@sout
FEMA.



0
AZ

=}
w§ g
x

FEMA map depicting states assigned to each of gions.



Nowadwnad= L]
wvswoo= 1]

aN3931

B 2 2
S oLl sl oPe
0 ST
TR : ;
»

- &

SNOID3YH YINI4 ANV SVSNNOD

Map depicting the 10 FEMA and Army Reserve regions.



380

BIG BROTHER NSA & ITS "LITTLE BROTHERS"

The Federal Emergency Management Agency and
the Federal Response Plan (FEMAFRP)

BACKGROUND: FEMA was created in 1978 to provide
a single point of accountability for all Federal exgency
preparedness mitigation and response activitiesndeci
the direction of the President, the mission of FEM&A
to plan for and coordinate the protection of theiliein
population and resources of the Nation [there'st toial
standby excuse. . .they're doing it for our own djoo
which brings me back to that priceless line frofme
King and I,"Might they not protect me out of all | own?"
Undoubtedly!]... The FRP is FEMA's [with the DoD]
primary vehicle for response to natural and teabgiohl
disasters and civii emergencies [riots, uprisingdyil
disobediencest all.

ORGANIZATION: The National Headquarters of FEMA
is located at Federal Center Plaza, 500 "C" StigW,
Washington, DC, 20472. The FEMA National Emergency
Training Center is located at Emmitsburg, Marylarid.
is the home for two institutions that conduct thgerzcy's
nationwide training program. The ten FEMA regione a
superimposed over the Forces Command Continental
Army structure on one map; the other shows theestat
by name and in which region they are located. Each
FEMA region has a Regional Director.

LEGAL AUTHORITIES: Although FEMA relies upon
many emergency legal authorities, it operates unihay
major legal provisions.

a. Robert T. Stafford Disaster Relief and Emergency
Assistance Act [The Stafford Act]. Through this Adhe
President is granted broad authority to respondh wit
financial assistance when an emergency is declaBd.
delegation, FEMA is authorized to provide disaster
assistance. . . following Presidentially declarednee
gencies. . ..

b. The Federal Civil Defense Act of 1950. This Act
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vests authority in the President to enhance Naltiona
security in the United States by promoting civil fedese
for the protection of life and property from attack The
President has delegated to the Director of FEMApoesi-
bility for preparing National plans and programs rfcivil
defense. . ..

Other Military Support to FEMA:There is a long history
of military personnel being associated with FEMAdan
its predecessor agencies in the area of civil defeand
emergency preparedness. [Emphasis added.]

Under the section titled "Execution” of the FRP, dtates
that a Presidential Declaration allows FEMA to et a part
or all of the response structure and emergency upp
functions andtask other Federal Agencies to provide support.
FEMA requests military support through DOMS. . . .

1 have more to share here about FEMA, but for aotigh
study on the power, plans, and dangers of FEMAerreb my
previous book,The Mark of the New World Ordempp. 82ff.
In this book, 1 want to emphasize their activities merge
the countries of the world together in a globaleinet, and
their link with the UN. The FEMA News Desk

(http://www.fema.gov/fema/wittspch3.htm)
has provided a transcript of the opening remarksh®
United States-Russian Federation Press Confergndanbes
Lee Witt, Director of FEMA, September 4, 1996. Exte
follow:

Good afternoon ladies and gentlemen. | am very
pleased to welcome. . .(EMERCOM of Russia) delega-
tion to FEMA. Today, we have embarked on an importa
cooperative initiative between our great nations.

We have heard much about the important work of
EMERCOM of Russia...

Today, we embarked on an historic undertaking—the
first U.S.-Russian Federation Joint Committee nmggeti
on natural and man-made disaster prevention and
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response. This initial meeting is the first step the
implementation of the new Memorandum of Under-
standing on Cooperation on Natural and Man-made
Technological Disaster Prevention and Responsepegdig
by Vice President Gore and Prime Minister Chernainyr
in Moscow on July 16, 1996.
We have much to learn from each other. . . .

I know we are talking about "sharing informationh ithis
book, but don't you think this is going a little tmo far?

Who is FEMA?

As mentioned earlier, FEMA is an independent fddera
agency with more than 2,600 full-time employees.eylhalso
have nearly 4,000 standby disaster assistance gegdowho
are available to help as needebh February, 1996, Presi-
dent Clinton conferred Cabinet status on James Lee
Witt, Director of FEMA.

On June 19, 1996, President Clinton announced thgomal
Arson Prevention Initiative (NAPI) because of aies®rof arson
fires in our nation's houses of worship. NAPI iscaoperative
effort led by FEMA in partnership with the Department of
Housing and Urban Development, Department of Jestiand
Department of the Treasury.

FEMA Computer Program Named in Finals for
Award

A press release appeared on the Internet on Oct&@der
1996. It begins like this:

National Information Infrastructure Awards
Selects FEMA World Wide Web Site as Semifinalist
In Second Annual Competition

WASHINGTON—The  National Information  Infrastructure
(NII) Awards recently announced that the FEMA haderb

selected as a semifinalist in their annual progr&fBMA's

Web site (http://www.fema.gov) was one of 190 excep
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tional information highway projects chosen from the
initial pool of 850 entrants.

United Nations Global Emergency Management
System (UN / GEMS)

Below are listed some of the GEMS from the GN:

Pan American Health Organization
Relief Web

UNICEF

UN Department of Humanitarian Affairs
World Health Organization

"In addition to these, FEMA's Global Emergency Mgma
ment Service provides access to a wide varietynoérgency
management and disaster related web sites."

G-7 "Plus Russia"

Earlier | described to you an organization of segeuantries
(allies) called G-7 "plus Russia." FEMA, Gemini,daG-7 are
linked to promote the advancement of informatiorchexge
and enhancement of the Internet between nationg. [@an
is called Government Online and is engaged in dqusj
what it says, getting governments online on theerhwt.
Another one is the GEM program, described aboveyTiave
many more projects of interest. You may inquire tlagir
website:

(http://www.ispo.cec.be/g7/projidx.html)

National Communications System (NCS)

As | close out the section on FEMA, | want to maka
aware of the National Communications System (NGS),it
is FEMA's equivalent in the communications field, ather
words, it has full control of all communications amy form
in the event of any "emergency,” whether real, iimedj, or
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created!

Its stated mission is: "Lead the planning, coortiamaand
integration of government telecommunications cdpeds
to ensure access to, and use of critical informaservices
required for effective response in an all hazardsrenment.”

It was created by Presidential Memorandum (I'll lget
guessed that!) by John F. Kennedy, followed in A@D84,
by the signing of Executive Order No. 12472, "Assignt of
National Security and Emergency Preparedness Tmleco
munications Functions (NS/EP)," expanded its missio
include exercising wartime andonwartime emergency tele-
communications, and in the coordination of the piag for
and provisioning of NS/EP communications for theddtal
Governmentunder all circumstances.

As an organization, the NCS brings together thestasef
23 Federal departments and agencies to addressfuthe
range of NS/EP telecommunications issues. Amongnibhay
on the list you will find the CIA, FEMA, and the RS

The Multitude of "Indirect” Intelligence
Gatherers—Government or Nongovernment

There are any number of entities contributing tee th
universal database worldwide, putting your persoraad
business statistics in the hands of those who havbusiness
with access to them. Trading of information is mmental
today, not just nationally, but thanks to the depetent and
promotion of the Internet World Wide Web, globaldg well.
| have selected a number of the more prominenteculis
and sellers of information, however, | will mentieach with
only a brief description of their activities—in magases they
are self-explanatory and in others it only takekttee vision
and a small clue to make the connection obviouske@ping
with my previous system, | will label them as erthidirect"
or "indirect,"” and "government" or "nongovernmenthese
are more of the sister organizations of the BigtBzo NSA,
which have come to be known as "Little Brothers."
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National Science Foundation (NSF)—Indirect/
Government

The National Science Foundation is an independgaehcy
of the Federal government that was established 950 1by
an Act of Congress. The agency's mission is to ptenthe
progress of science and engineering.

Well, finally! One of these groups was begun byAat of
Congress. Promoting progress in science and engigee
today can be interpreted as promoting computerntdoly,
satellite communication systems, and enhancementhef
Internet.

Dr. Neal F. Lane is Director of the NSF. Their rnossstate-
ment further includes "to secure the national degén-which
establishes a link to the DoD. Then it calls foe tNSF to
"foster and support the development and use of atenp”
And like the other agencies, they will "maintain carrent
register of scientific and technical personnel, andother
ways provide a central clearinghousefor the collection,
interpretation, and analysis of data ..." [emphadided].

And the NSF is now responsible for running and
maintaining the Internet. What does that tell ytoowt linked
databases?

National Security Council (NSC)— Indirect/
Government

The National Security Council was established i471@nd,
as other agencies, it has evolved to its presesiusst It
operates in the Executive Office of the President.

NSC describes its function as "the President's cjah
forum for considering national security and foreigolicy
matters. . . . " And "The NSC staff serves as atalnpoint
of contact for departments and agencies who wislbring
a national security issue to the President's abterit

Again, with this organization we find current tiesith
Russia.
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Russia/Boris Yeltsin Appoints

Alexander Lebed as National Security Council
Secretary and Presidential National Security Aide,
Sacks Defense Minister Pavel Grachev

MOSCOW, JUNE 18, RIA NOVOSTI NATALIA SAL-
NIKOVA—President Boris Yeltsin of the Russian Feder
tion and Alexander Lebed negotiated here today,h wit
the head of state signing a decree on appointinged.e
to the post of National Security Council Secretaamd
Presidential National Security Aide.

According to Yeltsin, he has relieved Defense Maris
Pavel Grachev today, appointing Mikhail Kolesnikdm
charge of the Russian Armed Forces' General Staff a
acting Defense Minister.

| just have one question. . .why the exact samezrasn
America's National Security Council?

National Telecommunications & Information
Administration (NTIA)—Indirect/Government

It seems strange to define this division of the &#apent
of Commerce as "indirect,” since their major fuostiis to
promote communications technology, which, of coursis
leading to worldwide access to the Internet for cadion,
business, and other sources of information and vides
(interactive). But the information collected is apboduct of
their stated goal. . . not the goal itself.

They are involved heavily in the President's Infation
Infrastructure Task Force (a co-op effort by mangermies
and private enterprises).

"NTIA's mission is carried out by the Assistant ®¢ary
of Commerce for Communication and Information who
administers five major program offices. Through tBecretary
of Commerce, he is the President's principal advise tele-
communications policy."
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US Geological Survey (USGS)—Indirect/
Government

"Welcome to the U.S. Geological Survey, a bureau tlod
Department of the Interior. USGS is the Nation'sgéat earth
science research and information agency." These tre
makers of the maps and takers of the long-distanegal
photos (from space). With the help of new technigi®g maps
are more accurate and aerial photos more revedliag ever
before. They now are using "GPS assisted GIS tdoopd
To interpret that, GPS is the acronym for Globalsitfaning
System, a global satellite-based locator systemS Gitands
for Geographical Information Services. This satellisystem
is now being merged with Russian satellites to detep the
link around the world.

ISGS's EROS Data Center houses millions of images—
aerial photographs, mainly for mapping, and varioksds
of satellite images for scientific study.

| believe they also are mapping databases for enlin
"sharing” at the ISGS-NOAA, Joint Office for Mappginand
Research, 915 National Center, Reston, VA 20192.

They list a whole page of Internet Resources, witiorld
Wide Web Locator Service.

United Nations Crime and Justice Information
Network (UNCJIN)—Indirect/Nongovernment

We might debate whether or not the UN is "nongomemt,"

however, they are not OGR government, at least yet—
even though they may be classified as global gawem.

UNCJIN is funded, in part, by the United States eawr
of Justice Statistics....
The United Nations Crime and Justice Information

Network was established in 1989. . . .to establish.a
global crime prevention and criminal justice inf@ton
network. . . including a mechanism fdhe centralization

of inputs from nongovernmental organizations and
scientific institutions.



388

BIG BROTHER NSA & ITS "LITTLE BROTHERS"

The goal of UNCJIN is toestablish a world wide
network to enhance dissemination and the exchanfe o
information. . . .

.to support the establishment and expansion of
computerized national and local criminal justicesteyns.
[Why should a global UN be concerned with local
criminal justice?] [Emphasis added.]

Further information may be obtained from UNCJIN at
423 State Street, Albany, NY 12203.

INTERPOL— Indirect/Nongovernment
TheGrolier's Encyclopediaefines the Interpol this way:

Interpol  (International Criminal Police Organizat)o
is a mutual assistance organization of police farce
Founded in 1923, it had a membership of 150 coasmtri
in 1990. Day-to-day operations are handled at hater
headquarters, which was located in Paris until 1989
when the organization moved its headquarters tongyo
France. Major policy decisions are made at annual
meetings of the general assembly of all members.

Each member nation maintains a domestic clearing-
house that processes data on international crimiraid
their activities, especially smuggling, counterfegt and
trade in narcotics. Members cooperate by detaining
suspects within their borders and by providing finfa-
tion on criminals, missing property, and unidertifi
bodies. Interpol has its own agents, but they may n
pass freely from one country to another; arrestd an
investigations are the responsibility of each coust
own police force. Involvement in political, religis,
military, or racial matters is strictly prohibited.

The members of Interpol share many things, but gisbb
highest on the list is information. If Interpol h#s way, some-
thing else we will be sharing is a new office: ufptussian
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approval, our FBI and Interpol will be setting upnaw office
in Moscow, Russia, in their efforts to curb the egat of the
Russian Mafia. 1 am convinced that the Russian aMéi really
controlled by the allegedly defunct KGB.

Naturally, the biggest item on their agenda is bamputers.
Of course, they expect the "Western nations" tot faze bill
for these new computers for Russia. " .the spORussia
and the CIS become part of the Interpol network thedter."
Can you say, "New World Order"? In addition to #esom-
munist countries, Red China joined Interpol in 1984

National Locator & Data—Direct/
Nongovernment

This is one of those profit-making organizationsatths in
the business of collecting, categorizing, and rsgllidata. Here
is their website:

(http://www.iu.net:80/Hodges/)
They claim to have access to 950 million recordsd aare
capable of providing information obtained from dtetieaders,
CIS Postal Service, magazine subscriptions, dembgra
profiles, nationwide white pages, researchers, @o&ecurity
Number records, and public records. Below is a t¢istReports
& Searches listed at their website:

Commercial Credit Reports

Corporate Records

National Business Kris Cross

Credit Grantor ID Number Lookup

Criminal Histories

Workman Compensation Claims

Public Record Databases (judgments, bankruptcy,
tax liens)

Motor Vehicle Reports

Real Property Assets

In-Depth Business Background Information

Social Security Number Tracing

Find Social Security Number
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Surname Searches

Death Reports

National Kris Cross Plus

Zipcode plus nine neighbors

National Address Identified Update

FAA Records

FAA Tail Number

Registered Voter's Searches

Marriage/Divorce Records Searches

Verify a Stock Broker/Security Dealer's License
Verify a Medical Doctor's License

New York Citizens Profile Reports

Oregon Boat Registrations & Liquor License Search
Texas Boat Registration, Hunting & Fishing License
Florida People Finder

Florida Salt Water Product Licenses

National Trademark Search

Florida Business Data

Florida Accident Reports

Florida Real Estate

Florida Detailed Reports

Florida Professional Regulations

Florida Combined Searches

Florida Sexual Predators

Data Search Services (Hard to find info)
National Dossier

Republic of Panama

Income - Homeownership Demographics

LEXIS-NEXIS—Direct/Nongovernment

This is another huge data-collecting-and-sellingmgany,
similar to the one just above, however, it spenii in other
types of data collection. "Online services, Infotima Manage-
ment Tools Assist Legal, Business, Government Bsideals."
For example, they provide, on a commercial basid]-téxt
legal information, in addition to the more custoyndata.
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More than 779,000 active users subscribe to the IBEYEXIS
services.

It would appear, however, that too many people wgaeing
access to too many things they shouldn't, so thexee been
some changes made.

Service still provides sensitive information
By Rose Aguilar
September 19, 1996

UPDATE—Lexis-Nexis is still providing sensitive
personal data on its widely used information servic
three months after saying publicly that it had raie the
feature in an effort to prevent potential fraud aather
abuse, CNET has learned.

Lexis-Nexis had changed its P-TRAK Personal Locator
so that users could no longer obtain Social Securit
numbers simply by entering a name. The company took
the action in June, a day after CNET reported tBatial
Security numbers were widely available on the servi

US Postal Service (USPS)—Indirect/
Nongovernment?)

One of the largest databases maintained (on eves/ and
every business in the country) is owned by the UG&stdP
Service. Of course, their "need to know" is becaeserybody
moves around so much now, and they have to knowrewhe
to deliver our mail. So when you turn in your changf
address card, it is incorporated into the natiodatabase of
the USPS,and is accessible to inquiries. The National Custom
Support Center is located at 6060 Primacy Parkwitg. 201,
Memphis, TN 38188-0001, Phone 1-800-238-3150.

See the article reprinted here from thepotlight which
provides more details on the plans of the GSPS. ahdourse,
this information is available to the NSA if it neet find you.

A private company, Zip*Data, also sells postal resp
categorized in many different ways and furnishinghmle
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Don’t look now, but Uncle Sam has
some shiny new shackles with your

name on them. Indeed, sources in the -

U.S. Postal Service recently revealed
that they're all set to deliver your very

anger in ine viaii

"‘ll 1LY, P

looking personalized envelopes.
There will be one for_ever

member of your family. You will find
a harmless-lookin

contained in each envelgpe.

qwn _persunslized federa] ball and
chain directly to your mailbox.

And you read it here first.

If yaur slave-bracelet comes, don't
cxpect it hefly steel ball and clumsy,
clanking chains. Those days are
gone. We're closing in on the 21st
Century—high-tech restraints are
the order of the day.

Su instead of a postman straining
under the weight of a neighborhood's-
worth of 1ron, you'll see nothing more
ominous than a maslbag tull of officiul-

NOW THAT

| HAVE
FREE

ACCESS

YOUR
BANK
RECORDS...

YOUR HOUSE IS NEXT!

MEIING AAY YQUR FREEDOM BIT BY BIT

The Smart Card could well be
called the “U.S. Card.” And if it per-
forms as announced by the Postal
Service, it will restrain you as surely
as a pair of handcuffs and dispossess
you as certainly as a phalanx of
marshals with padlocks.

Without the card, you won't be
able to own property, receive
government benefits, get medical
attention, conduct bank or credit-
card_transactions . . . you name it,

and you can’t do it. Your life will be
completely controlled by the device,
if the Clinton administration adopts
the Postal Service's proposal.

And, as I wrote two weeks ago,
Exccutive Orders are reported o be
drafted to adopt the cards. Without
congressional approval.

MEDIA COLLABORATION

Have you heard about the U.S.
Card on the TV networks? Or in your
local newspaper? [ bet you haven't.

It's not exactly a secret, although
the national security powers try to
obscure its origins by moving the
ghastly project around between
different government agencies to
make it “plausibly deniable.”

The computer press has reported
on it. The respected industry journal
PC Week covered the story on its
front page——and even tracked down
the leads about Clinton's drafted
Executive Orders to force the cards




on Americans. ‘The White House
gave PC Week a terse “no comment.”

And somehow PC Week missed one
of the most revealing comments
made by the U.S. Card’s boosters at
the Postal Service: They told several
people that they were prepared to
mail 100 million of the cards in a
matter of months.

As alarming and sickening as this
prospect seems, you have W marvel at
the irony of it all. The Clinton admin-
istration, which suys it’s determined
to “break the cycle of dependency”
among welfare recipients, is preparing
to reduce every American to total

lance—through these infanious cards.
THE U.S. CARD

The U.S. Card, described here two
weeks ugo, is raising eyebrows
throughout the computer community.
Frankly, among computer-literaty
citizens, the U.S. Card is raising more
than eyebrows. It's causing people’s
hair to stand on end.

1t is a super Smart Card—a Tes-
serea card, prototyped by the
Defense Department and perfected
by the distributed-systeins experts
of the Postal Service, the Treasury
Department, the IRS and quite
possibly the National Security
Agency.

The word tesserea is Latin. It means
“a piece of a mosaic”. It 15 the name
given by ancient Ruman conquerors to
identity chits they 1ssued Lo conguered
peuples and slaves. It was adopted as
the code-name for the Smart Card
development project by—apparently
-—the Defense Messaging Agency. The
Tesserea cards develuped in that
progrum years ago were clearly the
precursors of the all-encompassing,
mandatory device proposed by the
Postal Service and other federal
agencies now.

‘FRONT END’ OF TYRANNY

In computer parlance, the U.S.
Card functions as a “front-end”. The
“back end” of the tyranny will be
every bit of personal information
about you, wherever in the world the
data may be.

This is called “client/server”
computer technology, and it has heen
perfected over many yvars by both
businesses and governments. For all
intents and purposes. it works
flawlessly. Nearly a million bank cash
machines use clienUserver technology
—when was the last tine your local
bank cash machine made a mistake?

(And was the mistake in your favor?
Or the bank's?)

The U.S. Card was proposed as a
national identity card and “signature
verification” device by the U.S. Postal
Service at the “CardTech/SecureTech™
conference held in Crystal City.
Virgirua. The Postal Service'’s propusal
twhich was ecied by the IRS—what
a coincidence!) calls for the card to
“mediate” the information about you
in every government database. It will
be like a magic key, which opens
every governinent database with
information about you.

Of course, without your magic
kvy, you're out 1n the cold. You
won't be able to lile tax returns,
collect your pensions or social
security, conduct bank or credit
card transactions or interact with
the government in any way.

‘MAGIC KEY'

And here’s another troubling fact.
If federal computer systems are
atready integrated to this extent—
where one card can “unlock”™ every
piece of information about you—
then what makes you think you
have the only key?

Of course you won't have the only
key. And potentially everything you
own and all your assets, benefits and
entitlements can be “withheld” from
you with the push of a few buttons at
the Treasury Department, IRS, or
who-knows-where.

The Postal Service spokesman who
eagerly described the U.S. Card w a
“cleared” audience at the CardTech
conference said that the databases are
ready to be integrated under the card.

To me, that means the databases
are integrated now. It can take well
aver a year Lo integrate a couple ol
by databasces. If the Postal Service
is ready to start mailing 100 million
of these cards within months, then
the bases are integrated now.
They work together—Tor Big Brother
—unow. They are being used now.
OVERSEERS WITH MISGIVINGS

The Postal Service took speciai
care to chouse a friendly forum tc
introduce its proposed U.S. Card and
the computer systems that make 1l
work. It's no acaident they chuse the
CardTech conterence. The CardTech
SecureTech confab 1s hardly av
assemby of civil libertanans.

On the contrary—if the globe i
becuming a plantation, then most ol
the CardTech fotks waat tu be the

. overseers.



The conference is for government
and curporatwe speaalists in computer
seeurity, personal tracking and sur-
velllance. If Americans are going 10 be
branded or tattooed or implanted with
transmitters or otherwise perma-
pently marked and monitored by the
zovernment—like slaves in days of old
—the folks who attend the CardTech
conference generally want to be the
unes selling the branding irons.

expressed reservations about the U.S.
Card. Not technical reservations.
mind you. They know the U.S. Card
will work as advertised.

They expressed political reser
vations.

Those peouple buy and sell fulk-~
privacy tor o hving. | guess 1t's one
thing to sell branding 1rons. but
quile atiothier thing to accept o

brand yourseif® [U's up to you. ®
» : .. N .
Even so. people at the conference

lot more than just your zip code! For them you calt
1-800-800-MAIL.

Credit Bureaus—Direct/Nongovernment

There are many small and several very large clagieaus
whose business is the collection and sale of parsoforma-
tion on you (usually available to everyobet you). Equifax
is one such large company, but here | will addresly the
TRW company, and its sale to the Experian comp&iyce
the purpose and function of a credit bureau isegeiident,
I won't bother to describe it. | just want to faiamize you
with some of the activities of one of the largess still a
case of more merging, bigger and better, etc.

February 7, 1996, it was announced that TRW reglyte
was selling its Information Systems & Services Unit nearly
$1 billion. The division—one of the biggest souradscredit
reports earns about $604 million in annual reveniteis
important to point out that TRW's Information Syste &
Services collects and disseminates a lot more jhsincredit
information.

On November 8, 1996, it is stated, "Experian is gneup
of information businesses formerly owned by TRW¢carding
to this report, the transaction was valued at miman $1
billion, there are still unnamed investors, andaidition to
the above sum, TRW still retains a 20% interest.

Here are some key facts about Experian databases: c
sumer credit info on more than 190 million indivadist
commercial credit info on more than 13 million messes;
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demographic information on 90 million householdgmad-
graphic information on 14 million business locaspproperty
information on 53.5 million parcels in 35 states.

Apparently Experian feels threatened by fire, eprdkes,
tidal waves,et al in Orange County, southern California, so
they have announced a data center in Allen, Texhgh they
claim "is located in a 27-acre technology park mat Dallas
—far from potential earthquakes, hurricanes, tidaves, and
flood plains.”

A note in passing, Experian has also been repriednd
recently for letting the wrong information get intbe wrong
hands. They say it has been corrected, but wheagh

Once all this data is purchased by, or traded wighNSA,
we will be well on the way to total centralizatiah data on
everybody, especially when you add to that thermédion
on the medical and insurance computers.

Conclusion

The thrust of this whole chapter has been to rgser
awareness level of where all this information isngp who
is collecting it, and where they are sending itvdnt to stress
the importance of all this merging and centraliziagd
sharing, because they are evolving into a much moveerful,
consolidated, (eventually) single database.

I will conclude with some quotes from the August 2997,
edition of TIME magazine, on the cover of which was a picture
of an eye peeking through a keyhole, to illustrtte top
article, "The Death of Privacy.” Also on the cowgrpeared
the copy: "You have no secrets. At the ATM, on thiernet,
even walking down the street, people are watchimgr yevery
move. What can you do about it?"

Invasion of Privacy

Our right to be left alone has disappeared, bitbidy
in Little Brotherly steps.

We're all being watched by computers whenever we
visit Websites; by the mere act of "browsing" ¢tisds
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SO passive) we're going public in a way that wasnagi-
nable a decade ago. | know this because I'm a wmtch
too. When people come to my Website, without ever
knowing their names, | can peer over their shoslder
recording what they look at, timing how long thetays
on a particular page, following them around Patidn's
sprawling offerings.

[The] hacker. . .could have threatened my privakle
could have sabotaged my credit rating. He could ehav
eavesdropped on my telephone conversations or
siphoned off my E-mail. He could have called in my
mortgage, discontinued my health insurance, or
obliterated my Social Security number. Like Sandra
Bullock in [the movie] The Net, | could have been a
digital untouchable, wandering the planet without a
connection to the rest of humanity.

As 1 watched my personal digital hell unfold, i
struck me that our privacy—mine and yours—has direa
disappeared, not in one Big Brotherly blitzkriegt bin
Little Brotherly moments, bit by bit.

.We register our whereabouts whenever we put a
bank card in an ATM machine or drive through an E-Z
Pass lane on the highway.

"It's a very schizophrenic time,"” says Sherry Teykl
professor of sociology at MIT. . . .She believesr ou
culture is undergoing a kind ofmass identity crisis,
trying to hang on to a sense of privacy and intynac
aglobal village of tens of millions.

We're in the midst of a global interconnection.

What would happen if all the information stored dtme
world's computers were accessible via the Interbtet
anyone? Who would control it?

Small-scale privacy atrocities take place every.day.
[asked about medical privacies] she rattles off ist bf
abuses that would make Big Brother blush.

At least a third of all FORTUNE 500 companies
regularly review health information before makingriy
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decisions.
But how did we arrive at this point, where so much
about what we do and own and think is an open book?
It all started in the 1950s, when, in order to auster
Social Security funds, the U.S. government begateren

ing records on big mainframe computers, using nine-

digit identification numbers.

Some ‘"everyday" events that can catch you include:

bank machines, prescription drugs, employee ID rwran
browsing on the Web, cellular telephones, credirdga
registering to vote, making a phone call, superetark
scanners, sweepstakes, satellites, electronic, tdlsvell-

lance cameras, mail-order transactions and sending

E-mail.

In the old days, information stored in governine
databases was relatively inaccessible. Now, howewvéth
PCs on every desktop linked to office networks ahdn
to the Internet, data that were once carefully @iddnay
be only a few keystrokes away. [Emphasis added.]

At the end, the article suggests ways of slowingvrdothis
outflow of personal Information, but | think it gnlgives you
false hope of a certain amount of privacy. Some tbése
suggestions may have been helpful if they weretestabefore
you were born, but if you have been around a fewrsgeyou
are already hopelessly entangled in the "Web." &u ywere
born just this year, you were assigned a Social uiggc
number even before you were released from the tabspi

The only safe place to have your name written ddgnin
The Lamb's Book of Life. Of course, we are talkirapout
Jesus Christ, the Son of God, who was our sa@ifitamb,
dying on the cross for our sin. Scripture says thditosoever
shall call on the name of Christ and whosoever elbeb on
Him shall be saved. | hope you all have taken cafethat

it's the most important business you everl wilnsact
in this lifetime.
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The Bottom Line—
The Supercomputer from Hell
Literally

Public speakers—and in particular, preachers—areghta
to "tell them what you are going to tell them, thesll them,
then tell them what you told them.” In book parknchat
could be interpreted, "The Introduction,” "The Clamp,” and
"The Summation." It is a proven technique that &elthe
listener or reader comprehend and remember a lapgetion
of the material being presented to them. Being ren fbeliever
in a couple more cliches, i.e., "don't mess witlccess" and
"if it ain't broke don't fix it,” | make it a prace to follow
that time-proven formula in my books. Therefore, wrapping
up this book, it seems fitting to quote from Retiela
13:15-18; 14:9-11:

. . . and cause that as many as would wotship the
image of the beast should be killed. And he [Anigth
causeth all, both small and great, rich and poor, free
and bond, to receive a mark their right hand, or in
their foreheads: And that no man might buy or sellye
he that had themark, or the name of the beast, or the
number of his name. Here is wisdom. Let him thathha
understanding count the number of the beast: forisit
the number of a man; and his number is Six hundred
threescore and six [666]. . . .If any mamorship the
beast and his image, and receive his nratis forehead,
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or in his hand, The same shall drink of the wine of the
wrath of God, which is poured out without mixturata
the cup of his indignation; and he shall be torrednt
with fire and brimstone in the presence of the hahgels,
and in the presence of the Lamb; And the smokeheir t
torment ascendeth up for ever and ever; and theye ha
no rest day nor night, whavorship the beast and his
image, and whosoever receiveth tmeark of his name
[emphasis added].

In the preceding chapters, | have gone to greagthesn to
explain all about the National Security Agency (NSAnd
its affiliates in the information-gathering game. Have told
you a little bit about the LUCID identification dg®n, bio-
metrics, and supercomputers. That is because llyfiroelieve
that the NSA is covertly constructinthe supercomputer from
helll The reason | added the woliderally to this chapter title
is because even though the hardware, software, datdbases
are created in the earthly realm, the system (®rsiiccessors)
ultimately will be used in the spiritual/physicakatm. That
is, these perfectly innocuous inventions, in and thémselves
are just that—innocuous. And please don't jump dme t
phone or E-mail and lambast the designers and/@dugers
of this technology. They are sincere gentlemen iawe been
deceived into believing that they truly ahelping with progress
to make things better for the human condition. Rathhan
criticizing or offending them, please pray for thethat the
Holy Spirit would open their eyes.

These technological capabilities, however, placed the
hands of those with ulterior (spiritual) motives,illwenable
them to proceed with the final stage of our eladtroglobal
surveillance and control, as described in the ab@assage
from the Book of Revelation. This system is refdrréo as
The New World Order and has been a goal for wornida-
tion since Hitler's day and earlier, and it has nbgmublicized
much since President George Bush and Prime Minister
Margaret Thatcher were in office.
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The Broad Path of "Convenience"

| am convinced the actions of the NSA and its feitt
Brothers" are leading us down the broad path ohveaience"
toward the ultimate identification. . .thmark spoken of in
the above biblical referenc&€€ombine, centralizeand share
are some of the buzzwords used by the gatherenmfof-
mation. Their goal is to havall informationin one location
(1 believe it will be the NSA), accessible by evmgy. The
development and purchase of supercomputers by t8& N
is making this possible. Their secret funding afearch and
development projects, university science projeetsd other
companies has provided them with the "biggest ampdt'b
in computer technology.

With the last book | wroteThe Mark of the New World Order,
we just were beginning to learn about supercompuderd
their amazing capabilities, with thegigabytesof memory,
or as they are called, GFlops (1 billion calculasioper
second). As knowledge is doubling every 18 month&ess,
today we have teraflops. . . in fact, we now havketaraflop
computer at a laboratory in New Mexico (governmput-
chased, of course)—a teraflop is 1 trillion caltiolas per
second. And now, even that is too slow—can youijusgine
what they are doing with all that capability if dlion calcula-
tions per second is too slow?!? Now we are learmibgut
"scalable,” "massively parallel,” anmbtaflops—that's | quad-
rillion calculations per second. With that kind @mputing
power, you could store everything in your databases know
everything about everything—current to any giventi

Now, of course, what they are selling the worldthe
efficiency and economy of having all your eggs e dasket,
and guarding only that basket. If you can eliminaterlaps
and gaps in ID systems (with accompanying stafistiata),
and if you only have to go to one source, inteomtily, to
find what you need (whether info on terrorists, pe@s
runners, drug cartels, money launderers, crime li@sni
Russian Mafia, etc.), think how much time you \sdive (time
is money, you know) and how much money you can gave
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you delete redundant government organizations, gdoin
essentially the same thing, except for their retbpedepart-
ments. Sounds wonderful, doesn't it? That's jusatwBig
Brother wants us to believe.

To avoid an open rebellion and a civil war, thepargators
of the New World Order system aren't likely to 'kithe
sleeping dog." Rather, it is much more effectivdulb us into
a state of complacency about the long-term impboat of
what they are doing by giving us one little "conesice” after
the next, each progressively more advanced thampringous
one. . .desensitizing us, if you will.

This book is a warning to wake up and see whatlaggo
on around you. | want to make it clear that thdsags are
merely "technologies,” they are not spiritual, nman they
send you to hell. Furthermore, accepting the mafrkihe
beastis not something one will do unconsciously. With all
their dire implications, neither the MARC card (deised in
The Mark of the New World Orderjhe national ID card
(probably based on the LUCID 2000™ system), thelamip
able biochip, Big Brother NSA's petaflops supercatefs,
nor data fed to NSA by its sister organizationdll them
the "Little Brothers"), are, in facfTHE mark (of the beast)
to which scripture refers, even though biochip ampé seems
to be the technology available which most closelgtahes
that described in Revelation {i& the hand or forehead).

Receiving the mark of the beast is going to be dteana
of worship, not merely of economics (being permitted to buy
or sell). Notice, it does not say you will hercedto receive
the mark, but you will becausedto receive it. . .in other
words, by coercion you wilthooseto receive it because of
the pressure brought to bear upon you, both ecanomi
pressure and peer pressure. Revelation 13:16 \clspdcifies
that those who reject the mark will be excludedmiréhe
world economic order the Antichrist is creating. Npe will
buy, or sell, or work, or eat, or receive governtnkanefits
(i.e., social security, medicare, welfare/food giamunemploy-
ment, national healthcare, etc.), or transact arsyness in
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a global cashless society (probably via the Intedlheor a
subsequent version of the World Wide Web) withasitnhark.

We may not be there yet, but Vice President Al Gloas
stated his firm intentions of having us all on &b by the
year 2000, and he has implemented sufficient progrdo
see that that goal probably will be accomplished;ept for
the staunchest of holdouts. For example, the gowvent is
no longer issuing checks for retirement, benefas;. All
funds are transferred directly into your bank actdoy direct
deposit. And if anyone wants to hold out for anuatpay-
check,it won't be issued by the government; it will beued
by some other bank, and you won't receive it uséleral
days after your fellow direct-deposit employees spending
their money.

Although a high-ranking politician made a recommnaimh
that all babies have an implant behind their edoreethey
leave the maternity ward (and in England one métern
hospital is already putting them into the ID bratel to
prevent kidnapping or mixing up babies), that woudlefeat
the purpose as described in the Book of Revelathamely,
getting everyone to worship the Antichrist (Beasihd, as
indicated in the first scripture previously quotddpse who
refuse to worship and take the mark will be kill&therefore,
it isn't likely that someone will knock you out amgject an
implant into your body.

It is probable that the enforcement of this "wagpshijwhich
they undoubtedly will try to pass off as coopenatioith the
global authorities—i.e., dissenters must be elit@dafor the
good of the rest of the populace) will fall to tbaited Nations
(UN) troops, just a broader scale of the CIN "peeseping
missions" going on around the globe even today. tfi&yway,
the military intelligence gathered for these jow or NATO
operations is courtesy of NSA satellites and ctbecsystems
scattered around the world. . .which are now beshgred
with Russia and other communistic countries.) hat this
enforcement will be carried out is described velginty in
Revelation 20:4:
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. and | saw the souls of them that wdreheaded
for the witness of Jesus, and for the word of Gadd
which had not worshipped the beast, neither had
received his [Antichrist's] mark upon their foreheads,
or in their hands;. . . [emphasis added].

Before | continue discussing the punishment, | wenmtpoint
out something else for your consideration. Pleassica in
both the first scripture quoted and the one jusbvab there
is reference to worshipinghe beastor his image. This has
brought much speculation by Christians who stayeadtr of
the latest technology and its implications in ligbt biblical
prophecy. The consensus seems to be that all of "getaflops
power" is going to be used to scan and track alhgth from
satellites, revealing things in "real time" and lditg the
creation of holographic imagesor interactive virtual reality.
By the means of holographic technology, the imade tle
beast may be created, and by satellite hookupsoedr the
world, the image may be seen and worshiped. If arganiza-
tion possesses the capability to pull this off, ist the NSA!
Since Satan is not like God, i.e., he is not onespnt, he
must counterfeit that impression by technologicahrrs.

A Time to Lose Your Head

Mo, | didn't make a mistake on this subhead. It bistter
to lose your head than to lose your eternal soul dejling
out to the devil and taking the mark of the bedut don't
kid yourself; it will cost you your head if you adeft behind
when the Antichrist comes into full power. (Laten ithis
chapter 1 will document the legislative foundatidhat has
been laid to make beheading—use of the guillotine—a
acceptable form of capital punishment in the U.8d should
you be able to hide out and avoid the world polfoece, sur-
viving in the wilderness, the dreadful acts of matuduring
the Great Tribulation period will be sufficient tdestroy most
of life on earth. The purpose of my books and sesnas
to warn people of how fast we are approachingdbising
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event, while there is still time for them to reaeiyesus Christ
as Savior and Lord. . .and I'm truly convinced ttied avail-
able time isvery, veryshort.

Now, back to the punishment—the penalty for reegti
the Antichrist is the loss of one's head—not a velgasant
thought! But as with all things prophesied in thél8... it
will come to pass! This is a matter of your eterdaktiny,
and God created man with a free will—the abilityl grivilege
of making the choice of whom he will serve. Therefoyou
can't go to hell by accident, nor can anyone eksad syou
there (by forcibly injecting you with the mark—yatill would
have to choose tworshipthe beast). It is a decision | strongly
advise that younot postpone; it idate and the time for choices
Is now, before it istoo late.At the end of this chapter, 1 have
given you full instructions on how to make this weoand
seal your eternal destiny with the Lord in heavexther than
in hell with Satan and his demons. Accept Chridato

Be Not Deceived!

Many places in the Bible we find the phrase, "1 ldooot
have you ignorant." My sentiments exactly! Manyeotiplaces
in scripture, particularly in the words of Jesug are admon-
ished, "Take heed that ye be not deceived." Ths pimary
part of the mission of this ministry—I want to wayou about
deceptions lurking out there just waiting to ensnas.

We find that warning from Jesus in Matthew 24, Mafk
and Luke 21.,et al. In Matthew 24, Jesus is educating his
disciples about the end times. They were curiod®ll"us,
when shall these things be? and what shall beigre o thy
coming, and of the end of the world?" (24:3).

Since Jesus didn't want them "ignorant,” He spezdrig
the entire chapter of Matthew 24 (and many otheaces in
scripture) telling them (and us) what could be expe to
be seen by the generation that was alive upon eahin
the "end" arrived. He began His reply by saying, "Take
heed that no man deceive you, For many shall cammy
name, saying, "l am Christ"; and shall deceive m§egstern
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religions and New Age gurut al] (24:4,5). Then He tells
about all the terrible events leading up to the. e®uat right

in the middle of the chapter, He returns to the nivay not

to be deceived: "For there shall arise false Cériahd false
prophets. . ." (24:24).

How does this tie in with the NSA and the burgegnin
technology? Jesus describes other terrible evdms will
occur and tells us thatven though we won't know the day
nor hour (24:36), we can know the seasd84:32). And we
know the season by recognizing that the eventsesehappen-
ing all around us with greater frequency and intgnare,
in fact, fulfillments of Jesus's prophecies in gume. It is
imperative that we understand that Jesus was tryindet
us know when the "end times" would arrive. He said, .when
ye shall see all these things, know that it is hesen at the
doors" (24:33). Then He clinches it by telling batt" . . .this
generation [the one that witnesses these everad]] rsbt pass,
till all these things be fulfilled" (24:34) [emphasdded].

The NSA Didn't Originate the Concept of a
New World Order, But It May Help Bring It to Pass!

What is thereal origin of the New World Order? It is my
opinion, being convinced by the evidence | have sz®d,
that we are that generation of which Christ spaked that
all things found in Matthew 24 (and other relatedphetic
books, i.e., Daniel, Ezekiel, Revelaticat, al) will be fulfilled
in our lifetime. Never—before now—has technologyeie
sufficiently advanced to carry out such a worldwetedeavor

. .which fulfills yet another prophecy: "In thast days
knowledge shall increase"—with the implication thatwill
increase exponentially. And if you don't believeatthis
happening—when knowledge is doubling every 18 n®nth
or less, and Gflops have been left behind by tepafland
the forthcoming petaflops, and the new semicondactm
the drawing board are shrinking from 1/200th thekihess
of a human hair (.25 microns) down to 1/1000th tthiekness
of a hair—then you need to "wake up and smell tifeee,
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folks!"

Ever since the Tower of Babel (in the Book of Gé&ses
Satan has been attempting to create a New WorleérQvtiere
people would worship him as the God of this woBdripture
indicates that God, indeed, will permit this to wcat the
end of the age. For the past 200 years, specifisalbsequent
to May 1, 1776, the Luciferians, New Agers, witch8atanists,
socialists/communists, fascists/nazis, liberas,al, all have
been using a new term to describe this final fordnglobal
enslavement under the Antichrist. The term theyehaeen
using is the "New World Order."

It should be obvious by now that there is ampledence
to support my conclusion that this final New WofDider is
about to occur. Scripture says that the devil willide the
world into 10 kingdoms, and, indeed, that has aecuunder
the Treaty of Rome, which divided the world intoaetty 10
regions, the United States and Canada being regionber
one of this New World Order occultic world goverme(By
the way, just a point of information: "Treaties"psucede all
other regulations of government, including the QGitutson.
So when our government signs the papers commitisgo
a trade treaty, or a disarmament treaty, or anrenwiental
treaty, the terms of that treaty are given preceeewer any
other national law, and usually are enforced by es@rm of
the UN.)

Jesus warned us that deception would be rampanmhgdur
this time—so much so that He specifically warned ewgn
the elect of God would be deceived and believelithef this
New World Order under the deuvil, if it were possiblHe
implied that only the electould notbe fooled, and this is
why so few today are able to discern the truth bawe occur-
ring. Most people—unfortunately, even most Chrisdia-
are blind to what's happening in terms of the pebich
scriptures, as they apply to the times in whicHiwe

Don't Miss the Signs of His Soon Return
| Thessalonians 5 warns us to beware when peopkksp



408 BIG BROTHER NSA & ITS "LITTLE BROTHERS"

of peace and safety, and indeed, George Bush pedmis
peace and "security" (safety) when he announcedbégen-
ning of the New World Order. . .then promptly cortted
the US to fight in the Iraqi war. The Lord tells iGtians that
they should not be asleep like the rest of the dyorather
we should be awake, aware, and watchful regardieget end
times events. Unfortunately, mosre dead asleep or blind
to what's happening. The signs of the Lord's secmmding—
the end of the age, the New World Order under thécArist
and his 666 economic mark system, and Armageddon—al
are apparent so visibly, even in our secular newsiay that
no one should miss the signs of His soon return.

Pentagon Calls for Armageddon in the Year
2001

Even The New York Timemdicated in a 1992 article that
the Pentagon is planning for a total mobilizatiar flobal
war in the year 2001.

Many top fundamentalist/evangelicals subscribe e t
dispensational belief that there will be a total G600 years
from Adam until the end of the age, when Christime$ with
His believers to fight and win the battle of Armdden,
ushering in the millennium—the 1000-year reign aage.
1, too, subscribe to this belief. Numerous chrogicll studies
have been done throughout the years and are deaifab
your perusal at most Christian bookstores and rigksa These
studies indicate that the years 2001-2004 may adeclhis
6000-year period.

Can We Trust Our Calendars?

Probably not, but calculating to the best of oullitsh and
taking into consideration all known calendar errcaad
changes, etc., somewhere around the year 2004 aihgs
should end. There is a little-known book call€de Epistle
of Barnabas,ncluded in a respected work by Lightfoot entitled
The Apostolic FathersAlthough no one can attest for certain
that this is the same Barnabas who accompaniediirthd
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Book of Acts, it is believed to be true.

In Chapter 15 of theEpistle of Barnabasthis 6000-year
plan is mentioned specifically as God's total pileom begin-
ning to end. It says that at the conclusion of 6408 sabbath
millennium will begin.

Let me reiterate, aBm not setting dates for either the end
of the age or the return of Chrigalthough the Bible definitely
indicates, in Jesus' own words, that we should lile # see
these events and properly infer that the end is)négither
am 1 implying that theEpistle of Barnabass some missing
part of the Bible. As a matter of fact, there aranm other
extrabiblical historical books that indicate th&000 years"
holds some special significance, and may indeedest# the
conclusion of all human history. Revelation 20 imegl this,
because it mentions six times that there will béhausand-
year millennium of true peace, under the true Gddthis
world, Jesus Christ, in a true New World Orderwdiich this
present New World Order is merely an evil couniergust
as Satan counterfeits other manifestations of Guulier.

Matthew 24:36 only restricts us from knowing "thaydand
hour" of the end, but other scriptures (24:88,al) say we
will know when it is very "near, even at the dobrsecause
we will witness the events outlined in Matthew aather
prophetic books. So be very clear—I am not sayingt tl
know the day nor the hour nor the specific yeanvdacer, |
do believe that the 6000-year plan may hold praphsgnifi-
cance; all signs seem to indicate that things aoaitato wrap
up soon. . . and we were told veatch the signslt appears
that Lucifer's final hour is at hand and the Gré&abulation
period is about to begin, being ushered in by tneent New
World Order troops. It is not overly significant ather it
begins in 2000, 2004, or even a little later; tletfremains
that we were told to be watchful and aware, so thatDay
of the Lord should not overtake us as a thief enrtfght.

What Makes New Agers Think They Are New?
It is interesting to note, if you browse in any Nage book-
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store or acquire any occultic literature, that thew Agers,
the Satanists, the Freemasons, the occultists,tradvitches
(in other words, all of Satan's representativeswimatever
form, shape, or title) all are talking about sonm@ghvery

significant that they are expecting to occur abthé year
2000—a harmonic convergencéor a New Age which will
bring about a global transformation. They indicate their

books and other literature that tbl ageunder Christ ends,
and the new age under Lucifer begins around tima¢.tiThis
is why New Agers call themselves "New Agers." Thag

looking forward expectantly to the New Age undercifer

in the year 2000+.

Other Signs for Which to Watch

One of the signs pointed out by Christ that woulghal
the advent of the end of the age is worldwide famiA Los
Angeles Timearticle dated January 1, 1993, says: ". . .global
food shortage looms by the year 2000." There ast foo
many "coincidences" occurring during this generatito
warn us that some type of major transformation risthe
works for the end of this century/millennium. Alutothe blind
(especially the willfully blind) can see it clearly

President George Bush, a staunch promoter of the Ne
World Order, wanted to insinuate the New World @rddo
every area of our lives, but in particular the tarly, defense,
and "police action" portion of our nation. In thepfember
28, 1991, edition offhe Honolulu Advertiselin an article titled,
"New (safer) world order,” Bush's plan for the dmsament
of the US, following the end of Desert Storm, is@mnced:

. .the plan outlined by Bush yesterday calls $ach
weapons to be dismantled and destroyed after they a
withdrawn.

Shortly after, in 1994, our fleet of B-52 bomberere
hacked into pieces with a "guillotine" and scaitene a B-52
graveyard in the desert southwest. Then the eneasyrwited
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over to inspect the destruction. It makes you wormatewhose
side our leaders are. . .on second thought, treneoi need
for wonder—it is blatantly obvious! Following theulglication
of the above article, Bush stated that he hopettkis would
encourage the Soviets to do likewise. Good luck!

The Old New World Order

In Ecclesiastes, we learn that "there is nothing nmder
the sun." As | have explained before, the New WdDidler
is really just an Old World Order that Satan hasrbé&ying
unsuccessfully to foist on mankind since the TowEmBabel
and before. I'm sure he must be dancing with gteeetlize
that it finally will come into existence in the mefuture; I'm
equally sure that he is painfully aware that hmetiis short
and this New World Order is the final stage of death grip
on this earth. When God's New World Order arrivéssus
will be the King of kings and Lord of lords overighearth
and its inhabitants.

Will the United Nations Become the
New World Order Global Government?

What about the United Nations? Is it going to eeolato
the infrastructure of the New World Order? Only Gatbws
for sure, but based on over seven years of reseatchthis
matter, there is no doubt in my mind that it wiit present,
it couldn't accomplish that feat because it isl stilcollection
of independently sovereign nations; whereas the Néovrld
Order eventually will relegate independent natidies the
status of "world states” or "nation states,” onlgeating
under the auspices of the head of world governnianti-
christ). But | believe that it is the forerunnerathis laying
the groundwork for the New World Order.

Identity Crisis or Identification Crisis?

It is vital that you understand the difference lbedw your
identification and youridentity, because we are in the process
of losing both. Yourdentificationconsists of the biometric and
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visual methods used to determine if you are thesqgrer
authorized to access something. Yadentity is your soul,
your personality. . . it is how you feel about yself inside,
i.e., your patriotism, or lack of it, your privaayghts, your
right to train up your children in the way you deténe, etc.

At the moment, America is suffering an identity s+
we no longer know whom we can trust and have tledinig
things are turned upside-down. Our elected officiare
looking out for the Mew World Order and the UN,tewd of
us taxpayers who are paying both for their salaaies for all
the ludicrous programs they are implementing toeumihe
our freedoms. Ye#ymerica is suffering an identity crisis!

At the same time, America and Americans are suifteri
an identification crisis, and it's going to get Aale lot worse.
We are being identified for everything; and now taibse bar
codes and magnetic stripes on all those plastidscere carry
in our pockets are to be linked biometrically, thist to our
fingerprint, eyescan, thermal facial scan, DMA,. &itben they
want to take away all those pieces of plastic iochexge for
only one piece. . .which, of course, could stilllbst or stolen.
Eureka! We have just the answer. . .a tiny little implahatt
can't be lost or stolen and can positively identyeryone
by just running their hands over the scanner. Qdeatified,
you can access your medical records, bank accoyoits,
records, insurance and credit history, etc., almfrjust this
one little source.

Winn Schwartau warns us about chaos on the elactron
superhighway in his boolnpformation Warfare.Even though
his book is distributed by the World Future Society Mew
World Order think tank, Schwartau is intellectualhonest
enough to warn us about the disadvantages of therehic
control of the world in this fascinating and infative book.
He addresses the assault on personal privacyhabgzonomic
security, industrial espionage, solutions in cypace, and
much more. | highly recommend you obtain a copyquybted
from it extensively in my bookThe Mark of the New World
Order.)
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The Noahide Laws—Could These Be the
Foundation for Capital Punishment by
Decapitation in The New World Order?

Today such forms of punishment are considered barba
. . .but if God says in scripture that decapitatieii be the
method of extermination in Antichrist's reign ofrte during
the Great Tribulation, and if, as | believe, thate is some-
where in the not-too-distant future, then we shauld some
legal foundations in progress to justify this typé capital
punishment.

Even though the major thrust of this book has cedte
around the NSA and its tentacles reaching intoaadlas of
our lives, as well as the crisis of our identity American
citizens and our identification as individuals, avie provided
you with enough peripheral information to give yan over-
view of what the Mew World Order actually is, pmélly,
economically, and spiritually. 1 have attemptedctmvey from
a factual standpoint how God's scripture is beinlglled in
our time. | have told you about electronic enslagein bio-
metrics, smart card identification on a global scgirobably
on the Internet Il via the LUCID 2000™ system, whit
appears ultimately will evolve into use of biochgrhnology
in our right handsto totally enslave us. 1 have given you scrip-
tures to tie it all to the fulfillment of Bible pphecy, i.e., you
cannot participate in any of the world's actvitigghout the
mark, once the Antichrist takes command of the New World
Order. And 1 have told you what will happen if ydacline
the offer of this Satanienark (probably a biochip). By now
you must admit that this isspiritual choice.

Now, the Antichrist isn't likely to do anything pmlieted
by the Bible—at least not intentionally. So we mimstve
some foundation for switching back to this anciémtm of
execution, if the Bible prophecy is to be fulfilles written.
| believe we now may have such a foundation in glaat
least in the CIS.

During Bush's administration, shortly before thelfGmar,
an innocuous-sounding little piece of legislatioasvsigned
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into law, allegedly to honor an old man on his tgté
birthday.

H.J. Res. 104 was signed into law as a proclamation
designate March 26, 1991, as "Education Day, G:SSAunds
innocent enough, doesn't it? Not so! Written intb the
"WHEREAS's" were incorporated a number of reference
calling for the return to the ethical values of th®even
Noahide Laws." Now you won't find any call for dptation
in this harmless appearing little document, but drew that's
just a smoke screen. When one begins to dig irechistorical
documents of the ancient Jewish Talmud with refezeto
the Noahide Laws, you will find the commandmentgyth
consider ethical values, and what they considetifiplsle
punishment for breaking them. . . guess what, yase lyour
head!

Now, don't jump to any wild conclusions, becauss tAw
has no apparent "teeth" in it yet; the governmaidt not call
for the establishment of capital punishment by gdeaton,
but by joint resolution the House and Senate dithbdish
Public Law No. 102-14 in 1991, which calls for theturn to
the ethics of the Noahide Laws. 1 don't think it® much
of a stretch to extrapolate this into fulfillment scripture,
once the Antichrist comes to power. Because onethef
Noahide Laws concerns blasphemy, Christians whoseeto
worship the beast likely could be executed undedation
of the blasphemy law, as they will not acknowledie
Antichrist as God.

In the July-August, 1991, issue ®he Gap,the newsletter
published by the Noahide movement, the lead artielealed
that there is pressure being applied for world-wigeognition
of the seven laws. Professor of International Lawekt Easterly,
at Southern University Law Center, said: "With hat recog-
nition by other nations and international courise Seven
Noahide Laws should become the cornerstone of a tyu
civilized international legal order.” Read that: New World
Order!
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Legislator Tepfer Wants Heads to Roll
In Georgia!

The State of Georgia attempted to pass legislatifiering
decapitation as an alternative to the electric rctfar inmates
who were about to be executed. They would have eigeve
that it was for a good and humanitarian purpose—aoeal-
haps it was—but it still would be in place for thuse of those
without such lofty purposes. One article reads:

Guillotine Proposed as Means of Execution
In Georgia

Georgia lawmaker Doug Tepfer (D, 61st Dist.) has
proposed a bill to replace the state's electricirchath
the gquillotine. Tepfer's reasoning? It would allofor
death-row inmates as organ donors, he says, sihee t
"blade makes a clean cut and leaves vital organs in
tact..."

The guillotine, invented by the French Dr. Guiliag]
was mainly used in the 18th and 19th century andpsh
off a person's head. It hasn't been used for decade
any country in the world.

The measure failed to pass the first time around, Ibhear
they may try it again. Of course, as we witnessadtie Prime
Time Live program in October, 1997, we always could set up
an execution yard in the parking lot of the hodpita be
handy to harvest the spare parts, as they weregdmnChina,
where organs for transplants are sold for sizablaoumts.
The only problem is that no one really knows if shewere
criminals, or just dissenters. They were made t@eknin the
dirt, then soldiers shot them in the back of thexdheexecution
style, so as not to damage any usable body parteeraV
communism prevails, anything can happen. . .whish why
| am frantically warning everyone not to trust tkemmunists.
We should not be granting them "most favored natistatus
in our trade agreements. And as of the second weEkk
October, 1997, the "window of opportunity” for freeangelism
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in Russia officially was closed. Thank God for theany
organizations that seized the moment and bombaitied
Russian people with evangelists carrying the messdgthe
gospel—the good news, helping people with clothemgd
food, and Bibles in their own language, and trajnimationals
to be able to continue their worship and evangelsiter
Russia kicks out all the foreign groups. The wag ldw reads
is that only the Russian Orthodox Church will beogmnized.
Any other church must get permission to exist tgfoghem.
It is believed that persecution will begin soon aird/e the
church underground. Pray for our persecuted brstrerd
sisters in Christ throughout the world.

Possible Scenario to Usher in
The New World Order

Based on over seven years of research, having ogad
300 books, mountains of periodicals and technicaldyct
brochures, occultic newsletters, and various Newe Aand
Masonic publications, | feel | have gained an iddsly good
understanding into the mindset of Satan's people wish
to bring about this New World Order. | will attemiat convey
to you apossiblescenario that could occur in the next few
years to bring about world government under thaohnist.

| want to make it absolutely clear that | am not
prophesying—Il do not consider myself a prophet he t
biblical sense, however, the knowledge | have axtrduring
these seven years gives considerable credibility my
conjectures concerning these events.

The Luciferians, who desire a New World Order unther
devil, often use a little-known Latin phrase thasdibes how
they intend to bring it all about. That phraseoiso ab chao.
Ordo ab chaomeans "order from chaos." In other words, they
purposely plan to create more than enough chadlseirworld
to convince us that we need a New World Order xatfi The
Book of Daniel says that the Antichrist first wilome as a
peacemaker, and "by peace he shall destroy marmy.evén
though many wars and rumors of wars are occurnagral
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the world presently, it's going to get worse, beeathe devil
has to terrify the world into needing a worldwideapemaker
to bring order out of chaos. As this book goes tesp, we
are hearing the sabers rattle in Korea, Bosniantluglle east,
and many other places. | believe that in the notdistant
future both Korea and the middle east will presim Anti-
christ with the chaos he needs to pull this offeJ3dé areas
soon could explode into full-blown war—horrifyinguag-
mires—that will call for a complete mobilization &fS Armed
Forces to help quell the planned disorder. . .urtder com-
mand of UN officers, of course! There even couldaldenited
nuclear strike, utilizing small atomic weapons. IS nuclear
conflagration—unheard of since World War ll—woulelrrify
the world into thinking that it was on the very @pace of
Armageddon (even thoughctual Armageddon will be several
years after the Antichrist comes to power). The leyothen,
would need a world government under a charismafiabhal
leader (the Antichrist) to restore order and crgzgace from
chaos. .ordo ab chao.

In addition to the war chaos scenario presentedveabo
Satan's people also could create an internatiomandial
disaster—an economic cataclysm the likes of whiwh world
never has seen—creating havoc around the globe ithat
unparalleled in history. Worldwide famine and unicoled
contagious diseases are other forms of chaos. @tesibilities
could be created as a result of an information ttogin,"
created by terrorists, thieves, government agencethers.
As Winn Schwartau suggested information Warfare,an
informational "Chernobyl" is inevitable—it's just eatter
of where and when. As a result, virtually everysne'ealth
will be wiped out over night—not difficult in a dasss society!
Banks will close and circumstances will be desgeraven
worse than the Great Depression of the 1930's giwrauhich
our parents lived. People will be reduced to povertd will
be dependent totally upon the government for stéus.
Money, food, medical assistance, and other benefilis be
used to make people gratefully submit to the gavemt's
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plan to resolve this and other global crises.

Dr. Henry Kissinger, a new world order "lieutenanyas
quoted several years ago as saying that what thkl weally
needed to make it realize that world government mexsessary,
was an outside threat of some kind. He postuldtatd d GFO
alien invasion might be such a world-unifying thre@gAgain,
| hear echoes from the Iron Mountain Report, asl aslthe
NSA's facilities in Roswell, New Mexico, and Pineys; Aus-
tralia.) He [Kissinger] further stated that whemfronted by
this threat, the people of the world gladly wouklimquish
their national sovereignty and individual rights teceive
protection from the UN-led world government agaitisése
“invaders.” So, based upon this insight from Mrsd{mger,
| surmise that in addition to war chaos, econonatadysm,
and other disastrous events, such as famine andahatis-
asters, i.e. floods, hurricanes, earthquakes, mmcaruptions,
meteor bombardment, etc., we also may be confrontial
a demonic manifestation in the form of a GFO ingasiNew
Agers contend that the "aliens" are poised andyréadnake
intervention into the affairs of mankind at jusethight time
to "save us from ourselves.” And they widely bedigtaat such
events may occur near the year 2000.

By this time, advanced technology probably will @av
moved us forward to the point that our smart caatisady
will have been replaced by a more positive, unalttler means
of permanent identification (biochip implants). Bumtil then,
we are being pre-conditioned (desensitized) to Ecsich
technology by means of routine use of biochip idieation
of animals, as well as an imminent national ID eapiobably
based on the current military MARC card, using thew
LUCID 2000™ system for implementation.

Eventually, as citizens of the world, as well asnthers
of nation-states, we will be required to accepteav reystem
of international identification, tht/ARC/MARK of the New
World Order, which likely will be the mark of the beast
described previously. Since the scripture calls g mark
to be placed either in the right hand or the foaehét is
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significant that we find the following in an arecby Donald
R. Richards, CPP, titled "ID Technology Faces thgufe,"

which appeared in the April, 1994, edition $curity Manage-
ment magazine, discussing biometric identification me)o
which states:

Since users are likely to be clothed from headowm, t
the identification decision must be based on kaads
or thehead.. .[emphasis added].

The ramifications of accepting this mark, as | ioedl in
detail earlier, result in the loss of your etersaull and eternal
torment in hell (Rev. 14:9-11). The price you vphky for not
accepting the mark will be your head. . . literbINeither of
those choices sounds very appealing to me. It paysake
your choice prior to this event, while there idl sime. . .even
though it may be very short.

Choosing the Right New World Order

The drive toward a New World Order continues. Jesus
predicted a time of terrible judgment, so bad tii@éod did
not intervene, there would be no flesh left on ¢aeth (Matt.
24:22). Someday Jeswmgll return, and when He does, Hall
establish His reign on the earth for a thousandsy€Rev.
20:6). This will be God's New World Order promisiough-
out the Bible. The time to choose which New Worldd€y
is for you isnow, before the time for choices is past. Satan's
counterfeit is near at hand and, according to J6t12,
millions will perish during his cruel reign; howeyelesus,
the Savior, invites you to receive His grace andjif@ness
instead, and rejoice in His New World Order forever

No man can serve two masters; that is a biblicadaadtion,
but you know it to be true from everyday experien€o
other scriptures warn us to "choose you this daypmwhyou
will serve" and that "today is the day of salvatioffhose
are easy to interpret. . .the choice is ours—duwoiit until
it is too late to make it; and today is the only éi& have



420 BIG BROTHER MSA & ITS "LITTLE BROTHERS"

to accept the Lord's offer of salvation, since nohais have
any guarantee of tomorrow.

In spite of New Age propaganda to the contraryrethare
really only two choices: The Son of the one truedGéhe
Lord Jesus Christ—or Satan, the fallen angel, tuhefr of
lies, the Antichrist, the false god, whose numbesercérding
to scripture) is 666. For those who may believed tha don't
have any choice in our destiny, 1 want you to aterswhat
God said in the Old Testament. First we are toldJashua
to "choose you this day whom you will serve. As foe and
my house, we will serve the Lord.” In another pl&ed said:
| set before you this day life and death—choose! lIf also
urge you tochoose lifelMot only are the rewards "out of this
world,"” but you can escape God's judgment for tajgcHis
Son.

How Can | Make My Choice and Choose Life?

The Bible promises that all who have received J&3usst
as their Savior and Lord will be saved from the oarwrath
of God on a Christ-rejecting, God-hating world. Ygeu, too,
can escape the coming New World Order horror by ingak
Christ your Lord and Savior today. Don't procrast@ do
it now. Worship is a choice. Choose to worship deGurist,
not the Antichrist. All it takes on your part issacere invitation
(it's usually called a prayer), then Jesus does pheg He
promised... He washes you clean by His shed blaeitomes
you into God's family, and becomes your Savior.sTisi not
religion, it's a relationship. Once you have established the
relationship with Jesus by asking Him to becomery®avior
(an immediate transaction), then proceed to make lhe
Lord of your life. . . seek to pattern your life afterstexample,
described in the Bible, and seek His direction your life.
He has promised never to leave us nor forsake hen Tell
someone about this new relationship. The Bible shgt you
must believe in your heart and confess with yourutine-
you can think of it as comfirming the transaction.
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Personal Preparations

Of course, being spiritually prepared is the maspartant
thing, but you might give consideration to prepgrim the
natural, as well, i.e., store extra food, acquioens precious
metals, etc. because some very precarious timesaHead
of us before the Lord returns for His church.

Jesus said, "Surely I come quickly." To which wepa@nd,
"Even so, come, Lord Jesus."May God bless you and keep
you in the days ahead.



